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1 Introduction 
In RAN3#81bis, it was agreed to “proceed with end to end architecture (routing proxy) i.e. there is no need to terminate X2AP in X2G” [1]. The way forward also included that “The eNB learns the X2GW IP address via enhancement of the SON configuration transfer”[2].
In this contribution, based on the agreements above, we discuss the remaining issues for Peer discovery and X2 Setup. 
2 Discussion

There are three cases to be considered for peer discovery and X2 Setup:

1. eNB discovers an HeNB 

2. HeNB discovers eNB

3. HeNB discovers another HeNB

The solutions provided for these cases should also be compatible with the current procedure for a macro eNB discovering another eNB. 
Here we also assume, per previous agreements, that both direct and indirect (via X2-GW) X2 connections are allowed between a HeNB and another (H)eNB. These decisions can be made by either the source or target based on the peer identity, the capability of the nodes, and the OAM configuration.
eNB discovers an HeNB

It has already been agreed that a HeNB will be configured with the address of the only one X2-GW it can connect to. This address needs to be provided to the eNB for indirect X2 connections. The agreement from RAN3#81bis was to enhance the SON Configuration Transfer for this purpose. Two options can be considered:

1. Reuse the eNB X2 Transport Layer Address IE to carry the X2-GW 
2. Add a new IE specifically for the X2-GW address

The advantage of the first option is that no new IE is needed. However, this creates problems for the source eNB:

· If the source eNB does not support the X2-GW based connection, the X2 Setup will fail since the source is not aware that the address belongs to an X2-GW. In this case, a possible recovery mechanism is that the eNB can start a new SON Transfer procedure and the target HeNB can include its own address in the second attempt. However, this is not very practical and difficult to enforce in the standard. 
· If the source eNB supports the X2-GW based connection, it still needs to know the included address is for an X2-GW so that it can include the target RNL information in the X2 Setup Request. This can be solved by adding a “flag” which will identify the included address as belonging to the target HeNB or the X2-GW. However, using a separate field for the X2-GW address provides the same information along with the address itself.
Using a new IE for the X2-GW address allows the source eNB to interpret both addresses correctly and also select between a direct or indirect X2 connection. Therefore, we propose that
Proposal 1: In order to support X2-GW based X2 connections, “SON Configuration Transfer” is enhanced by including a new IE in the “X2 TNL Configuration Info” for the X2-GW address. 
HeNB discovers an eNB

The problem here is how to signal to the source that the target eNB has the capability to support indirect X2 connection. It was agreed that an eNB can be connected to multiple X2-GWs and thus does not need to know the correct one for the source HeNB. Therefore, signalling the correct X2-GW address in the TNL Configuration Info is not always possible.
One option is to introduce a new flag in the TNL Configuration Info to indicate the X2-GW support. If Proposal 1 is accepted, a special value for the X2-GW address field can also be used for this purpose. If the actual X2-GW address of the source is known to the target, such as via configuration, it can be sent for the same purpose.

Proposal 2: RAN3 to discuss and agree on how to use the enhanced “SON Configuration Transfer” to indicate X2-GW support at an eNB.
HeNB discovers a HeNB
This case is simpler since the target can include its X2-GW address as in Proposal 1 and the source can use indirect X2 connection if this address matches its own X2-GW address; otherwise it can use a direct X2 connection.
In all the cases above, the capability to support X2-GW at the target should not impose sending this information to the source if it prefers to use a direct connection. Such determination could be based on the identity of the target (H)eNB such as CSG, PCI, eCGI, and OAM configuration. Therefore, 

Proposal 3: A target (H)eNB will send “only” its own TNL address if it decides to use direct X2 connection with the source (H)eNB.  
A similar decision should be left to implementation at the source (H)eNB for selecting direct vs. indirect connection when the target indicates support for both options.
3 Conclusions

In this contribution, we discussed the peer discovery and X2 Setup based on the routing proxy architecture accepted in RAN3#81bis. The following proposals are made: 

Proposal 1: In order to support X2-GW based X2 connections, “SON Configuration Transfer” is enhanced by including a new IE in the “X2 TNL Configuration Info” for the X2-GW address. 

Proposal 2: RAN3 to discuss and agree on how to use the enhanced “SON Configuration Transfer” to indicate X2-GW support at an eNB.
Proposal 3: A target (H)eNB will send “only” its own TNL address if it decides to use direct X2 connection with the source (H)eNB.  
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