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1. Overall Description:
RAN3 would like to provide the answer to RAN2 concerning issue B as in their LS in R3-131631_R2-133018.

RAN3 would like to give their answers as the following:

Q: RAN3 to investigate if such scenarios could occur and if so, their views on the impacts to Security Gateway.

Answer: RAN3 concluded that the scenarios with deployment of SeGW may occur and the data path may go through SeGW more than once depending on the SeGW deployment options. 
Actions to RAN3: RAN2 kindly requests RAN3 views on issue B listed above, taking into account possible impact on protocol architecture options 2 and 3 under consideration for small cell higher layer enhancements
Answer: RAN3 discussed the outlined deployment scenarios and did not identify any new problems from the presence of SeGW, beyond those in the LS on “Confirmation on RAN2 Assumption on SCE” already sent in R2-132285/R3-131538. Some SeGW deployment options require additional processing capacity. Provision of sufficient security processing capacity should be regarded as part of appropriate backhaul dimensioning.
2. Actions:
Actions to RAN2:

RAN3 kindly asks RAN2 to take the above RAN3 answers into account when selecting user plane architecture for small cell higher layer enhancements.
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