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1   Introduction
In RAN3#79 meeting, seven options for X2 Setup Routing and associated IP address discovery are captured in the agreed way forward in [1]. And during RAN3#79bis meeting, the comparison table of seven options is endorsed in [2]. In this contribution, we would like to present our views on the comparison of the options and then give our proposals for the down-selection.
2   Discussion
The seven options captured in the way forward [1] are listed below.

G1A: RNLid + registration with X2 setup request + X2GW(s) IP@ in eNB by configuration 

G1B: RNLid + registration with X2 setup request + X2GW(s) IP@ in eNB by TNL discovery 

G1C: RNLid + registration with new message + X2GW(s) IP@ in eNB by configuration 

G1D: RNLid + registration with new message + X2GW(s) IP@ in eNB by TNL discovery 

G2A: target node ip@ + TNL address discovery + X2GW(s) IP@ in eNB by configuration 

G2B: target node ip@ + TNL address discovery + X2GW(s) IP@ learnt by ipsec field of TNL discovery

G2C: target node ip@ + TNL address discovery + X2GW(s) IP@ learnt by new field added to TNL discover  
2.1 Comparison table
Requirements related to scalability
It is noted that the comparison matrix was completed considering the requirements established at RAN3#79 in [3]. However, the requirement related to scalability is not included in the matrix. Here we analyze whether the options fulfil the scalability requirement which includes SCTP scalability and TNL address discovery scalability.
a. SCTP scalability
The SCTP scalability means X2-GW should aggregate SCTP connections between the eNB and the X2GW since a large number of HeNBs may be deployed in the coverage of eNB. All the options can meet the SCTP requirement since eNB only needs to maintain several SCTP connections towards X2-GWs instead of each HeNB.

b. TNL address discovery scalability

As to TNL address discovery scalability, the introduction of X2-GW should be able to reduce the signalling overhead introduced by the TNL discovery process considering huge number of HeNBs may be connected to eNB. 
Group 1 options (G1A, G1B, G1C, G1D) can meet the requirement since the target node TNL address is not essentially needed in the source peer node. However, Group 2 options (G2A, G2B, G2C) can’t meet the TNL address discovery scalability requirement. Since the routing is based on the target node IP@, the target node IP address shall be learnt by the peer node and TNL address discovery procedure is indispensable for every (H)eNB pair.

Observation 1: The scalability shall be added in the comparison matrix and the options of X2 SETUP routing based on target node ip address can’t meet the requirement of scalability. 
X2 setup response in option G1A and G1B
In the comparison table in [2], it is noted that option G1A and G1B have impact on specifications with regard to the issue in specifying X2 setup response. In another word,  the issue is how X2-GW responses X2 SETUP request message when there hasn’t any (H)eNB registered in the X2-GW considering the minimum number of served cells in X2 setup response message is 1 and the served cell information IE is mandatory.  The minimum number of served cells of served cell information IE in X2 setup response message could be modified to zero in order to solve the problem. However, we think the setup response issue can also be resolved by implementation solution.  After receiving the first X2 SETUP request message from (H)eNB, the X2-GW can include the served cell information of the (H)eNB which just sent the X2 setup request message in the X2 setup response message. In this solution, registration reusing legacy X2 setup procedure is used and there is no specification impact at all.
Observation 2: The issue in specifying setup response for G1A and G1B can be resolved by implementation solution and there is no specification impact.
The revised comparison table is depicted below. 

Table1. Comparison for options for X2 Setup Routing and associated IP address discovery
	
	G1-A
	G1-B
	G1-C
	G1-D
	G2-A
	G2-B
	G2-C

	X2-GW complexity
	Context (RNL id, IP @) + neighbouring Context for switch off case*

Routing with lookup table
	Context (RNL id, IP @) + neighbouring Context for switch off case*

Routing with lookup table
	Context (RNL id, IP @) + neighbouring Context for switch off case*

Routing with lookup table
	Context (RNL id, IP @) + neighbouring Context for switch off case*

Routing with lookup table
	neighbouring Context for switch off case*

Routing with IP@
	neighbouring Context for switch off case*

Routing with IP@
	neighbouring Context for switch off case *

Routing with IP@

	RNL/TNL Protocol layer separation
	Separation kept
	Separation kept
	Separation kept
	Separation kept
	Separation broken: IP addresses included at X2-AP layer
	Separation broken: IP addresses included at X2-AP layer
	Separation broken: IP addresses included at X2-AP layer

	Impact on eNBs/HeNBs
	- RNL id in X2 setup

- Need to differentiate new X2 Setup for registration
	- RNL id in X2 setup

- Need to differentiate new X2 Setup for registration
	-  RNL id in X2 setup

- New Register message
	- RNL id in X2 setup

- New Register message
	- TNL id in X2 setup

-possible impact on multi-homing
	- TNL id in X2 setup

-possible impact on multi-homing
	-  TNL id in X2 setup

-possible impact on multi-homing 

	Impact on specifications
	-TNL @ discovery enhanced with X2gw IP@

-Destination RNL-Id in X2 setup request
- behaviour change for X2 setup 



	-TNL @ discovery enhanced with X2gw IP@

-Destination RNL-Id in X2 setup request

-behaviour change for X2 setup


	-TNL @ discovery enhanced with X2gw IP@

-Destination RNL-Id in X2 setup request

-Registration procedure before X2 setup


	-TNL @ discovery enhanced with X2gw IP@

-Destination RNL-Id in X2 setup request

-Registration procedure before X2 setup


	-TNL @ discovery enhanced with X2gw IP@
-Destination IP @ in X2 setup request


	-TNL @ discovery not modified 
-Destination IP @ in X2 setup request


	-TNL @ discovery enhanced with X2gw IP@
-Destination IP @ in X2 setup request



	Impact on O&M
	X2-GW IP addresses configured in eNBs
	None
	X2-GW IP addresses configured in eNBs
	None
	X2-GW IP addresses configured in eNBs
	None
	None

	Impact on IOT
	New X2 Setup to be tested 

+

Re-test existing X2 setup
	New X2 Setup to be tested 

+

Re-test existing X2 setup
	New Register message to be tested
New X2 Setup to be tested
	New Register message to be tested
New X2 Setup to be tested
	TNL @ in RNL to be tested
	TNL @ in RNL to be tested
	TNL @ in RNL to be tested

	Scalability
	yes
	yes
	yes
	yes
	Can’t meet the scalability requirement
	Can’t meet the scalability requirement
	Can’t meet the scalability requirement

	Protection from HeNBs' on/off switches
	No impact on MME and eNB
	No impact on MME and eNB
	No impact on MME and eNB
	No impact on MME and eNB
	Impact MME and eNB:

TNL address discovery procedure to be run when HeNB IP@ changes
	Impact MME and eNB:

TNL address discovery procedure to be run when HeNB IP@ changes
	Impact MME and eNB:

TNL address discovery procedure to be run when HeNB IP@ changes

	Flexibility
	No particular architecture constraints
	No particular architecture constraints
	No particular architecture constraints
	No particular architecture constraints 
	No particular architecture constraints 
	constraint  with security gateway
	No particular architecture constraints


Proposal 1.RAN3 is kindly requested to consider table.1 above as the comparison table for the seven options.
2.2 Initial comparison
In this section, we analyze the key issues in case of X2-GW deployment in order to compare the seven options and make the down-selection.
X2 setup routing

The first key issue is how the X2 SETUP (or eNB configuration update in case of hop-by-hop) message is routed in the X2-GW. 
1. Group 1options:
1) The target RNL ID is added in the X2 SETUP message for the routing in the X2-GW.

2) Registration procedure between (H)eNB and X2-GW is needed in order that X2-GW can maintain the mapping information of RNL ID and IP address. However, existing X2 SETUP or new registration message can be used for the registration.
2. Group 2 options:
1) The target TNL address is added in the X2 SETUP message and the routing is based on the TNL address. As a result, the mapping information in the X2-GW is not required.

2) Can’t meet the requirement of TNL address discovery scalability

In group 2 options, the target node IP address shall always be learnt by the peer node, which means that the TNL address discovery procedure is indispensable for every (H)eNB pair in bi-direction. Therefore, it will bring significant signalling overhead since there may be a large number of neighbouring HeNBs. 
3) The application layer routing is based on the transport layer information in Group2 options, which violates the principle of RNL/TNL protocol layer separation. 
As we can see, the options of X2 SETUP routing based on target RNL ID are more preferable than the options of X2 SETUP routing based on target node ip address.
Observation 3: The options of X2 SETUP routing based on target RNL ID are more preferable.
X2-GW address provision in eNB

The second key issue is how eNB obtains X2-GW IP address. The possible solution can be via OAM configuration or by TNL address discovery procedure. 
Option1. only by OAM configuration. In this option, no TNL address discovery procedure is used to obtain X2 GW’s address.
1) eNB can’t determine whether to establish direct or indirect X2 connection with the newly discovered HeNB. 
As we know, HeNB is usually installed by the user, which may be out of control of operators. So it is not feasible to configure the connection type with each HeNB in eNB.

2) OAM impact is needed and manual configuration work of operator is introduced.

3) Redundant X2 SETUP message is introduced. 

The eNB can’t make sure which X2-GW the peer HeNB actually connected to in case that multiple X2-GW IP addresses are configured. So the eNB needs to send each X2 SETUP message to all the connected X2-GWs, which will bring a lot of redundant signallings.
Option 2. By TNL address discovery procedure. In this option, TNL address discovery procedure is used to for obtaining address of the X2-GW connecting to the HeNB. 
1) eNB can determine the connection type with the newly discovered HeNB according to the information sent from the HeNB during the TNL address discovery procedure. 

Considering the deployment of eNB is  under the control of operator and the number of neighbouring eNBs of a HeNB is limited, the connection type could be configured in HeNB. So the HeNB can indicate the connection type with peer eNB via the TNL address discovery procedure.

2) No redundant X2 SETUP message is introduced since eNB can obtain the only IP address of the X2-GW connected to the HeNB via TNL address discovery procedure.
According to the comparison above, we have the following observation:

Observation 4: The options of obtaining X2-GW address only via OAM configuration should be excluded.
2.3 option G1B vs. option G1D
Providing options of X2 SETUP routing based on target RNL ID are more preferable and options of obtaining X2-GW address via OAM configuration are excluded, the remaining options is option G1B and option G1D. The only difference is legacy X2 setup request is reused for registration in option G1B, while new message is introduced for registration in option G1D. The distinction of option G1B and option G1D according to table.1 is cited in Table.2 as below.

Table 2. Distinction of option G1B and option G1D

	
	Impact on eNBs/HeNBs
	Impact on specifications
	Impact on IOT

	G1B
	- Need to differentiate new X2 Setup for registration
	-behaviour change for X2 setup
	Re-test existing X2 setup

	G1D
	- New Register message
	-Registration procedure before X2 setup
	New Register message to be tested


As we can see from table.2, we have the following observations:

1)  Considering the impact on eNBs/HeNBs, (H)eNBs only need to differentiate between X2 Setup for registration and for X2 connection setup in option G1B and doesn’t include target eNB ID in the X2 setup request message for registration purpose. However, (H)eNBs have to initiate new register message for registration in option G1D,  So option G1B has less impact on eNBs/HeNBs.
2) With regard to impact on specifications, no new messages or IEs are introduced and only X2 GW behaviour change for X2 setup is needed and in option G1B, which only needs stage 3 modifications without ASN.1 revision. However, registration procedure before X2 setup should be specified in option G1D, which needs plentiful of standardization works including both stage 2 and stage 3 modificatons, thus option G1B has less impact on specifications.
3) As for impact on IOT, existing X2 setup for registration needs to be tested in option G1B. However, new register message needs to be tested in option G1D, which may also introduce test work of interaction with other messages. So option G1B has less impact on IOT.
In summary, reusing X2 setup request for registration in option G1B has less impact on (H)eNB and specifications, which is align with the requirement agreed in [3] cited as below.
-
Priority should be given to minimize implementation impact on the eNB and HeNB, thus minimizing the standard impact.
Observation 5:Option G1B is more preferable than option G1D with regard to the impact on (H)eNB and specifications.
Proposal2. RAN3 is kindly requested to select option G1B as the solution for X2 Setup Routing and associated IP address discovery in case of X2-GW deployment.
3   Conclusion and proposals
In this contribution, we compared the seven options and made the down-selection. We have the following observations:
Observation 1: The scalability shall be added in the comparison matrix and the options of X2 SETUP routing based on target node ip address can’t meet the requirement of scalability. 
Observation 2: The issue in specifying setup response for G1A and G1B can be resolved by implementation solution and there is no specification impact.
Observation 3: The options of X2 SETUP routing based on target RNL ID are more preferable.

Observation 4: The options of obtaining X2-GW address only via OAM configuration should be excluded.

Observation 5: Option G1B is more preferable than option G1D with regard to the impact on (H)eNB and specifications
And we propose:

Proposal1. RAN3 is kindly requested to consider table.1 above as the comparison table for the seven options.
Proposal2.RAN3 is kindly requested to select option G1B as the solution for X2 Setup Routing and associated IP address discovery in case of X2-GW deployment.
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