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1 Introduction

In current standards, traffic offload support is available in the following cases:

· LIPA for residential/business access (both UTRAN and E-UTRAN);

· “SIPTO above RAN”, (i.e. with no impact on RAN – both UTRAN and E-UTRAN);

· “SIPTO at Iu-PS” (i.e. offloading function at RNC – UTRAN only).
A detailed analysis of possible SIPTO scenarios and solutions can be found in [2]. In particular, SA2 has recently concluded that the most relevant scenario is Internet traffic offloading at the local network, to be addressed with the per-APN SIPTO at Local Network (SIPTO@LN). Furthermore, RAN approved a new WID [1] at its last meeting, adding SIPTO at the local network (SIPTO@LN) to the above scenarios.
SIPTO@LN is applicable to eNBs/RNCs and H(e)NBs, and according to [1] it can include:
· Standalone GW function;

· L-GW function co-located with the (H)(e)NB.

RAN3 specifications support a co-located L-GW in the (H)(e)NB since Rel-10, with a Correlation ID IE sent within bearer setup signaling between the RAN and the core network. This is specific for the LIPA functionality only.

In this paper we will analyze our possible options to support SIPTO@LN, focusing mainly on Stage 3 aspects. We will discuss the E-UTRAN case in detail, although the same concepts should also apply to UTRAN.
2 Solutions Analysis
According to [2], LIPA is enabled through a UE-supplied APN and therefore it is triggered by the user’s interest for the service (though still managed by the operator), while SIPTO@LN is enabled through an APN in the HSS and it is triggered by the operator. Therefore, in case of SIPTO@LN with co-located L-GW, the LIPA L-GW and SIPTO@LN L-GW functionalities can coexist at the same time in the same RAN node. Nevertheless, both functionalities are independent, since they work on different bearers.

We should reflect the above in RAN3 specifications (both UTRAN and E-UTRAN).

Proposal 1: SIPTO@LN is independent from LIPA, but they can be active at the same time in the same RAN node.

Proposal 2: SIPTO@LN and LIPA work on different bearers.
In the current S1AP, a Correlation ID IE is defined as “the GTP Tunnel Endpoint Identifier or GRE key to be used for the user plane transport between eNB and the L-GW described in TS 23.401”[3]. This IE is optionally signaled by the MME on a per-E-RAB basis in the E-RAB SETUP REQUEST and in the INITIAL CONTEXT SETUP REQUEST messages. In this way the co-located L-GW knows which E-RAB(s) to route directly.
In addition, a GW Transport Layer Address IE, containing the IP address of the LIPA L-GW, is optionally signaled by the RAN to the MME in the INITIAL UE MESSAGE and in the UPLINK NAS TRANSPORT messages [3]. In this way the MME knows LIPA has been triggered by the UE and is informed of the IP address of the L-GW for possible charging functions and communication via the S5 interface.
We need to signal the address of the co-located L-GW to the core network also for SIPTO@LN, so that also in this case the S-GW to L-GW tunnel (S5 interface) can be established. This is needed in E-UTRAN for all (H)eNBs, and in UTRAN only for HNBs for the co-located case. It is worth noting, though, that since SIPTO@LN is triggered by the network rather than by the UE, this address should be exchanged at S1 setup, instead of using UE-associated signaling. This is also consistent with [4].
Proposal 3: For SIPTO@LN, the address of the co-located L-GW should be exchanged at S1 setup instead of using UE-associated signaling.
2.1 Reusing the Current Correlation ID IE
In principle, SIPTO@LN can be supported with the current S1AP IEs. The current Correlation ID IE can be used both for E-RABs that shall be routed through the LIPA L-GW, and for E-RABs that shall be routed through the SIPTO@LN L-GW. However, there needs to be a way to differentiate the two cases. One possibility might be to split the Correlation ID range, reserving some values for LIPA and some others for SIPTO@LN; another is to add a simple “flag” IE to flag the bearer as either LIPA or SIPTO@LN. Both options have pros and cons, as explained below.
2.1.1 Splitting the Correlation ID Range / Reserved Values
The advantage of this option is that no change to the S1AP signaling is necessary. The available range for the Correlation ID is split, reserving some values for LIPA and some others for SIPTO@LN. In order for the RAN and the core network to have the same behavior, it is therefore necessary to pre-configure in the RAN and in the core network (e.g. via OAM) the range of values reserved for each functionality.
The Correlation ID IE is defined as a 4-octet bit string: given the large number of available Correlation IDs, this option does not seem to introduce significant limitations on the deployment. Moreover, it is always possible to modify this configuration should the LIPA vs. SIPTO “mix” of services change significantly in time (and in fact, such “mix” is expected not to be subject to dramatic changes in short periods of time). It is also likely that the operator knows this “mix” in advance, so it seems feasible to plan and semi-statically configure such a partitioning in this way.
2.1.2 Adding a New “SIPTO Flag” IE

With this option, a new “SIPTO Flag” IE is added to the S1AP signaling so that the relevant E-RAB identified by the Correlation ID is flagged as either LIPA or SIPTO@LN. With respect to the previous option, in this case it is not necessary to plan and pre-configure different Correlation ID values for LIPA and SIPTO: the whole range will be used for both. Obviously this option requires modifying S1AP.
2.2 Introducing a Dedicated IE for SIPTO@LN
Another possibility is to support SIPTO@LN through a new, dedicated “SIPTO Correlation ID”. This option is the one which offers the maximum flexibility: in principle the newly defined Correlation ID could even be defined over a different range than the current one (if required).

In this case this option is selected, appropriate error conditions should obviously be put in place so that both Correlation IDs are not signaled for the same E-RAB, since they are mutually exclusive. An alternative would be to always consider only one of them and ignore the other if both IEs are signaled (thereby giving priority to SIPTO@LN over LIPA, or vice versa).
Proposal 4: RAN3 should discuss how to signal bearer routing by the SIPTO@LN functionality: possible options are reserving different values within the current Correlation ID range, or adding a new “SIPTO Flag” IE, or introducing a new, dedicated Correlation ID for SIPTO@LN.

2.3 Support for SIPTO@LN with Stand-Alone GW

In this case, the stand-alone GW includes the S-GW and the L-GW. According to [4], the PDN GW selection function in the core network selects the most appropriate GW using the APN and the Local (H)eNB Network ID (LHN ID) during the DNS interrogation as specified in [5]. The LHN ID needs to be signaled to the MME by the (H)eNB in every INITIAL UE MESSAGE and every UPLINK NAS TRANSPORT control message.[4] This information is used by the MME to determine if the UE has left its current local network and if S-GW relocation is needed.
It is therefore needed to add the LHN ID to the INITIAL UE MESSAGE and UPLINK NAS TRANSPORT messages in [6].

Proposal 5: In order to support SIPTO@LN with stand-alone GW, the LHN ID needs to be added to the S1AP INITIAL UE MESSAGE and UPLINK NAS TRANSPORT messages.

3 Conclusions and Proposal
We have provided a first analysis on how to support SIPTO@LN in RAN3. Our proposals are summarized below.
Proposal 1: SIPTO@LN is independent from LIPA, but they can be active at the same time in the same RAN node.

Proposal 2: SIPTO@LN and LIPA work on different bearers.

Proposal 3: For SIPTO@LN, the address of the co-located L-GW should be exchanged at S1 setup instead of using UE-associated signaling.

Proposal 4: RAN3 should discuss how to signal bearer routing by the SIPTO@LN functionality: possible options are reserving different values within the current Correlation ID range, or adding a new “SIPTO Flag” IE, or introducing a new, dedicated Correlation ID for SIPTO@LN.
All these considerations should apply to both UTRAN and E-UTRAN, even though we only discussed the E-UTRAN case in detail in this paper.

Proposal 5: In order to support SIPTO@LN with stand-alone GW, the LHN ID needs to be added to the S1AP INITIAL UE MESSAGE and UPLINK NAS TRANSPORT messages.
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