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1 Introduction
The WID [1] provides for these UMTS aspects for SIPTO support:
This work item aims to evaluate and specify the RAN impacts based on the requirements from SA1 (TS 22.220, TS 22.101) and conclusions drawn from stage 2 captured in SA2 TS 23.401 and TS 23.060 for SIPTO at the local network. 

This includes: 
· SIPTO at the Local Network with standalone GW (with S-GW and L-GW collocated) function

· SIPTO at the Local Network with L-GW function collocated with HNB
2 Discussion
Issues for consideration:

SIPTO at Local Network with standalone GW.

For CN not involved HNB-HNB HHO then there will be no information going immediately to the CN to select a new L-GW for SIPTO, as a RAU may not be performed. The SGW (and hence collocated L-GW) will be selected based on Local (H)NB Network ID which in this case will be RAI (LAI+RAC) see [2] , which is contained in INITIAL UE MESSAGE and DIRECT TRANSFER.
In this type of relocation (CN not involved) it is uncertain when the next DIRECT TRANSFER will be received from the HNB (may be containing Routing Area Update Request) when the values of RAI will be included and this will allow the reselection of a new L-GW if needed. Is there a need to indicate to the SGSN the change in HNB during CN not involved relocation to allow possible change of L-GW?
Issue:  The SGSN will be unaware in the change of HNB and hence possible need to change L-GW as a result of HNB-HNB HO CN not involved.
SIPTO at Local Network, with L-GW function collocated with the HNB.

For CN not involved HNB-HNB HO then the L-GW will change with the relocation, however the CN S-GW is not aware of this. If this relocation is HHO, then there is no UP across the Iurh so the original L-GW cannot be used, and the L-GW on the target HNB must be used. With SHO, then the CRNC (HNB) retains control, and the Source L-GW will continue to be used until SRNS relocation occurs. So how does the S-GW know that the collocated L-GW has changed during CN not involved relocation.
Issue: S-GW is unaware of the change in HNB collocated L-GW during HNB-HNB HHO CN not involved.

Changes to Specifications

RANAP 25.413
Add a second local gateway address. This is a separate address from L-GW Transport Layer Address as the requirements state that LIPA and SIPTO collocated L-GWs can have separate addresses. The presence/absence of these IEs indicate the presence/absence of a LIPA L-GW or a SIPTO L-GW. 
Add a second Correlation ID IE for SIPTO L-GW end point.
RNA 25.471
Add indication that source has a collocated SIPTO L-GW

3
Conclusion

The above issues should be considered in the WI. At least the changes to RANAP outlined above need to be made.
4
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Annex: Requirements
22.101:
(a) 4.3.5.1
Common Requirements for SIPTO in the Mobile Operator Network and SIPTO at the Local Network
It shall be possible to offload selected traffic (e.g. internet) associated with a particular APN close to the UE's point of attachment to the access network.
The following requirements apply to Selected IP Traffic Offload:
-
The mobile operator may enable/disable Selected IP Traffic Offload on a per UE per APN basis (e.g. based on tariff, subscription type etc.). 
-
It shall be possible for IP traffic of a UE associated with a particular APN to be offloaded while IP traffic of that same UE associated with other APN(s) is not offloaded.

-
It shall be possible to perform Selected IP Traffic Offload per APN for pre-Release 10 UEs.

-
Offloading selected IP traffic for a UE shall not affect services running in parallel for the same UE. 

-
The mobile operator shall be able to collect signalling performance measurements (e.g. session connection/disconnection, etc) related to Selected IP Traffic Offload for each user.

-
Selected IP Traffic Offload shall not compromise the security of the mobile operator's network.
-
Selected IP Traffic Offload may support mobility during the following mobility events:

-
mobility between the macro network and H(e)NBs; and

-
mobility between H(e)NBs.

Any interruption to the data flow during both these mobility events shall be minimised.

-
It shall be possible for the HPLMN to provide the VPLMN with the following information for a particular user:

-
An indication of whether the user’s IP traffic associated with a particular APN is permitted to be subjected to Selected IP Traffic Offload in the visited network;

-
The APN(s) for which Selected IP Traffic Offload is permitted.
Requirements specific to SIPTO at the local residential/enterprise IP network can be found in section 5.9 in [48]. 

22.220:

(b) 5.9
Selected IP Traffic Offload (SIPTO) at Local Networks
It shall be possible that a H(e)NB SubSystem supports Selected IP Traffic Offload to provide access for a UE connected via a H(e)NB (i.e. using H(e)NB radio access) to a defined IP network (e.g. the Internet). The following requirements apply to the H(e)NB SubSystem to support Selected IP Traffic Offload at the local residential/enterprise IP network:

· Selected IP Traffic Offload shall be possible to be done without traversing the mobile operator network, subject to regulatory requirements.

· The mobile operator and the H(e)NB Hosting Party, within the limits set by the mobile operator, shall be able to enable/disable Selected IP Traffic Offload per H(e)NB. 

-
Based on mobile operator SIPTO policies and configured user consent per APN, the network shall be able to offload traffic.
Note: There is a possibility that the user's service experience will be different if the user's traffic is offloaded via SIPTO at local residential/enterprise IP networks. 

-
The SIPTO policies may be defined per APN or per IP flow:


-
SIPTO policies per APN indicate whether all traffic associated with a specific APN is subject to offload;


-
SIPTO policies per IP flow are routing policies indicating which APN to use for a specific IP flow. The Operator may provide routing policies to the UE that assist the UE in routing the IP flows towards an appropriate APN. This is applicable for UE regardless of whether or not it has established IP connectivity to the local enterprise/residential network.
-
The mobile operator shall be able to configure the SIPTO policies either statically or dynamically.

- 
 Simultaneous connectivity from the UE to the mobile operator’s core network and to a defined IP network (e.g. the Internet) via a fixed residential/enterprise IP network using SIPTO shall be supported.
-
Simultaneous access from the UE to PLMN services and to fixed services via a fixed residential/enterprise IP network using SIPTO shall be supported.  

Requirements that are common with Selected IP Traffic Offload in the mobile operator network can be found in section 4.3.5 in [4].
23.060:

(c) 5.3.12.1A
SIPTO at the Local Network

(i) 5.3.12.1A.1
General

The SIPTO at the Local Network function enables an IP capable UE connected via a (H)NB to access a defined IP network (e.g. the Internet) without the user plane traversing the mobile operator's network except the (H)NB subsystem.

SIPTO at the Local Network can be achieved by selecting a L-GW function collocated with the (H)NB or selecting standalone GWs ( with S-GW and L-GW collocated) residing in the Local Network. In both cases the selected IP traffic is offloaded via the Local Network.

Specific to the HNB subsystem, SIPTO at the Local Network does not depend on CSG membership and the feature can be applied to any UE, as long as the HNB is configured for open/hybrid access mode.

SIPTO at the Local Network is available for UTRAN access only.

For this Release of the specification there is no support for secondary PDP context on the PDN connection used for SIPTO at the Local Network. The Local GW (L-GW) shall reject any MS initiated Secondary PDP Context Activation Procedure or any PDP Context Modification Procedure that is for the SIPTO at local network PDN Connection.

SIPTO at the Local Network is intended for offloading Internet traffic only, thus the L-GW does not provide APN specific connectivity. Therefore if the subscription data in the HSS indicate that offload at the local network is allowed, this implies that the related APN is typically used for providing Internet connectivity.

The SIPTO at the Local Network function specified in TS 23.401 [89] clauses 4.3.15 and 4.3.15a are applicable, with the SGSN node providing the functions specified for the MME and the (H)NB providing the functions specified for the (H)eNB.

(ii) 5.3.12.1A.2
SIPTO at the Local Network with stand-alone GW (S-GW/L-GW collocated) function

SIPTO at the Local Network is achieved using a standalone GW (with S-GW and L-GW collocated) residing in the Local Network.

In order to select an appropriate Local GW (L-GW) for SIPTO at the local network service, the GW selection function in the SGSN uses the APN and the Local (H)NB Network ID during the DNS interrogation as specified in TS 29.303 [100] to find the GW identity of the L-GW to be selected. The Local (H)NB Network ID is provided to the SGSN in every INITIAL UE MESSAGE and every UTRAN Originated DIRECT TRANSFER control message as specified in TS 25.413 [56b]. The SGSN uses the Local (H)NB Network ID to determine if the UE has left its current local network and if S-GW relocation is needed.
In the case using Gn/Gp SGSN and a new offload connection is requested, the PDP Context Activation Procedure (clause 9.2.2.1) can be used to set up the direct tunnel (Gn-UP) between (H)NB and the Local GW.

(iii) 5.3.12.1A.3
SIPTO at the Local Network with L-GW function collocated with HNB

The Local GW used for SIPTO at the Local Network may be same or different as the Local GW used for the LIPA functionality (if provided).

The HNB supporting the SIPTO at the Local Network function includes the Local GW address to the SGSN in every INITIAL UE MESSAGE and every UTRAN Originated DIRECT TRANSFER control message as specified in TS 25.413 [56b].

23.401

For UMTS MME functions apply to SGSN.
(d) 4.3.15a
Selected IP Traffic Offload (SIPTO) at the Local Network

(i) 4.3.15a.1
General

The SIPTO at the Local Network function enables an IP capable UE connected via a (H)eNB to access a defined IP network (e.g. the Internet) without the user plane traversing the mobile operator's network.

The subscription data in the HSS are configured per user and per APN to indicate to the MME if offload at the local network is allowed or not.

SIPTO at the Local Network can be achieved by selecting a L-GW function collocated with the (H)eNB or selecting standalone GWs (with S-GW and L-GW collocated) residing in the Local Network. In both cases the selected IP traffic is offloaded via the Local Network.

Specific to the HeNB subsystem, the applicability of SIPTO at the Local Network does not depend on CSG membership and the feature can be applied to any UE, as long as the HeNB is configured for open or hybrid access mode.

For this release of the specification, no interface between the L-GW and the PCRF is specified and there is no support for dedicated bearers on the PDN connection used for SIPTO at the Local Network. The Local GW (L-GW) shall reject any UE requested bearer resource modification.

For this release of the specification, SIPTO at the Local Network is intended for offloading Internet traffic only, thus the L-GW does not provide APN specific connectivity. Therefore if the subscription data in the HSS indicate that offload at the Local Network is allowed, this implies that the related APN is typically used for providing Internet connectivity.

If the MME detects a change in SIPTO permissions in the subscription data for a given subscriber for a given APN and the subscriber has already established a SIPTO at the local network PDN connection to that APN, the MME shall release the SIPTO at the Local Network PDN connection for that APN with "reactivation requested" cause as specified in clause 5.10.3.

During idle state mobility events, the (old) MME shall trigger the re-establishment of the SIPTO at the Local Network PDN connection when it detects that the UE has moved away from the (H)eNB and to a (H)eNB with different Local (H)eNB ID, as specified in clause 5.3.3 and clause 5.3.4.

NOTE:
In this release of the specification it is assumed that the target S-GW selected during the Handover also has connectivity to the L-GW.

(ii) 4.3.15a.2
SIPTO at the Local Network with stand-alone GW (with S-GW and L-GW collocated) function

SIPTO at the Local Network is achieved using a standalone GW (with S-GW and L-GW collocated) residing in the Local Network.

If a SIPTO PDN connection is initiated as an additional subsequent PDN connection, the MME should check if the S‑GW is optimal for the user's current location. If it is not, and if the network supports S-GW relocation without being triggered by a mobility event, the MME may decide to perform an MME triggered Serving GW relocation according to clause 5.10.4, when possible (e.g. no other restrictions apply).

For SIPTO at the Local Network with a standalone L-GW, the location of the Serving GW may be determined based on the operator policy and user's profile regarding support of SIPTO at Local Network so that:

-
At attachment to the (H)eNB, a local S-GW can always be selected independent of whether a SIPTO at the Local Network PDN connection is established or not. If mobility is performed to the macro network without having a SIPTO connection, a S-GW relocation can be performed as specified via existing mobility procedures with S-GW relocation.

-
At attachment to a (H)eNB, a macro S-GW may be allocated for PDN connection in the operator's network. If a new PDN connection is requested by the UE that requires that a local S-GW is selected to provide for SIPTO at the Local Network, S-GW relocation from the macro S-GW to the local S-GW shall be performed as specified in clause 5.10.4.

As IP data session continuity for SIPTO at the Local Network PDN connection is not supported in this release of the specification, during mobility procedures the (source) MME should disconnect the SIPTO at the Local Network PDN connection with "reactivation requested" cause as specified in clause 5.10.3, unless the target (H)eNB (i.e. the same Local (H)eNB Network ID) has connectivity with the local network and IP data session is then maintained.

(iii) 4.3.15a.3
SIPTO at the Local Network with L-GW function collocated with the (H)eNB

SIPTO at the Local Network is achieved using a Local GW (L-GW) function collocated with the (H)eNB and using the same procedures as described in clause 4.3.15, with the following additions:

-
The (H)eNB supporting the SIPTO at the Local Network function includes the Local GW address to the MME in every INITIAL UE MESSAGE and every UPLINK NAS TRANSPORT control message specified in TS 36.413 [36].

-
The PDN GW selection function uses the L-GW address proposed by (H)eNB in the S1-AP message, instead of DNS interrogation.

-
Specific to the HeNB subsystem, the Local GW information for SIPTO at the Local Network is signalled on S1 separately from the Local GW information for LIPA. The L-GW shall be able to discriminate between PDN connection for SIPTO at the Local Network and for LIPA.
NOTE 1:
The protocol option (i.e. GTP or PMIP) supported on the S5 interface between Local GW and S‑GW is configured on the MME.

The direct user plane path between the (H)eNB and the collocated L-GW is enabled with a Correlation ID parameter that is associated with the default EPS bearer on the PDN connection used for SIPTO at the Local Network. Upon establishment of the default EPS bearer the MME sets the Correlation ID equal to the PDN GW TEID (GTP-based S5) or the PDN GW GRE key (PMIP-based S5). The Correlation ID is then signalled by the MME to the (H)eNB as part of E-RAB establishment and is stored in the E-RAB context in the (H)eNB. The Correlation ID is used in the (H)eNB for matching the radio bearers with the direct user plane path connections from the collocated L-GW.

As IP data session continuity for the SIPTO at the Local Network PDN connection is not supported in this release of the specification, the SIPTO at the Local Network PDN connection shall be re-established when the UE moves away from (H)eNB. During the handover procedure, when the source (H)eNB releases its resources related to the UE, the (H)eNB shall request using intra-node signalling the collocated L-GW to re-establish the SIPTO at the Local Network PDN connection. The L-GW starts a timer. When the timer expires, the L-GW shall initiate the release of the SIPTO at the Local Network PDN connection using the PDN GW initiated bearer deactivation procedure according to clause 5.4.4.1 with the "reactivation requested" cause value.


















































































































































































































































































