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1
Introduction
During work at RAN3#76 on stage 3 CR for introduction of signalling for inter-RAT energy saving, the question was raised to introduce protocol extension containers in IEs for the SON Transfer application [1]. The purpose of such enhancement would be to improve compatibility between releases by taking advantage of the possibility to attribute Criticality Information to new IEs. In the present paper we provide our view on the scope and documentation approach for support of Criticality Information.
2
Discussion
Criticality information is part of S1AP and X2AP, and permits a node to perform appropriate action upon reception of   not comprehended Elementary Procedures, IEs or IE groups (cf. TS 36.413 sub-section 10.3.2). The three possible values of the Criticality Information in S1AP and X2AP are "Reject IE", "Ignore IE and Notify Sender" and "Ignore IE". In S1AP the following classes are used to define the containers which include the Criticality Information attribute:
S1AP-ELEMENTARY-PROCEDURE 
S1AP-PROTOCOL-IES
S1AP-PROTOCOL-IES-PAIR
S1AP-PROTOCOL-EXTENSION
S1AP-PRIVATE-IES
A complete alignment of criticality handling capability of the SON Transfer application with S1AP (and X2AP) would require definition of each of the SON Transfer RIM applications into "elementary procedures" (using a definition similar to the S1AP-ELEMENTARY-PROCEDURE),  with each message being defined like the S1AP-PDU class (which contains the S1AP-PROTOCOL-IES, S1AP-PROTOCOL-IES-PAIR and S1AP-PROTOCOL-EXTENSION classes). We believe there's common understanding in RAN3 that such radical approach is not needed – the main benefit which would be, in our understanding, to attribute criticality information on the SON Transfer application level ("elementary procedure"), would not outweigh the lack of backwards compatibility and high cost of standardisation and implementation.
However the simple support of a protocol extension container, like S1AP-PROTOCOL-EXTENSION, would have the benefit of improving compatibility between releases when new functionality is added to existing SON Transfer applications, and would represent limited standard and implementation impact. Such support could also help porting the SON Transfer applications on an inter-RAT interface in the future.
Proposal 1: A protocol extension container containing criticality information is introduced for the SON Transfer applications.

Furthermore, RAN3#67 agreed to keep the specification of SON Transfer IEs separate from S1AP specification (cf. [2] alternative 3). Because the scope of the SON Transfer applications is inter-RAT signalling, we believe the reason for keeping the documentation independent from S1AP remains valid. Importing the S1AP-PROTOCOL-EXTENSION class from the S1AP module would break this independence, and we therefore propose to define a protocol extension class within TS 36.413 Annex B.

Proposal 2: The protocol extension container to be defined in TS 36.413 Annex B independently of S1AP definitions.

Although keeping independence between SON Transfer criticality and S1AP/X2AP criticality support on ASN.1 level, it seems still natural to reuse the existing criticality values in order to harmonise error handling procedures. We would therefore like to propose that Criticality Information for the SON Transfer application can take the following values:
· Reject IE
· Ignore IE and Notify Sender
· Ignore IE

Proposal 3: Criticality Information to include the same code-points as in S1AP and X2AP. 

We have submitted to this meeting  a CR [3] in order to illustrate the ASN.1 impacts of the proposals above. In addition to what is shown in the CR, RAN3 would also need to discuss and agree upon the error handling description. It seems a natural choice to use the Application Error Container for the SON Transfer Application (TS 48.018 sub-section 11.3.64.4) for sending error information, however extra error causes are probably needed. The latter may be defined in TS 36.413 Annex B.
3
Conclusion
We have submitted the following proposals for discussion and decision by RAN3:

.
Proposal 1: A protocol extension container containing criticality information is introduced for the SON Transfer applications.

Proposal 2: The protocol extension container to be defined in TS 36.413 Annex B independently of S1AP definitions.

Proposal 3: Criticality Information to include the same code-points as in S1AP and X2AP. 

A CR illustrating the ASN.1 impacts of the proposals above is submitted to this meeting [3].
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