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Discussion
1 Introducing multiplexing on Iu-CS
The goal of this contribution is to introduce the concept and motivation for multiplexing on the Iu-CS. Some general principles are discussed, and a sketch of the possible changes is given.

The traffic on Iu-CS is dominated by voice packets, which in turn means that the ratio between actual payload and IP overhead is poor. Ethernet and IP/UDP overhead together might even exceed the size of the payload. The overhead would even increase in the future if IPsec or IPv6 are used on this interface.

The required bandwidth can be reduced drastically by carrying several voice packets in a single IP/UDP packet on this interface. Also the amount of packets to be processed in intermediate nodes could be reduced significantly. The latter aspect is especially relevant e.g. for IPsec gateways in case the Iu-CS interface is protected with IPsec.

Similar optimizations have already been standardized for the Nb interface (TS29.414 [1]), A over IP, and Iuh [2,3]. The technical report for multiplexing on the Nb interfaces [4] states that a bandwidth saving in excess of 60% can be achieved, as measured at Ethernet level.

Due to the similarity of the Nb interface and Iu-CS, the technical solution of the Nb interface can be reused on the Iu-CS. Multiplexing could be controlled via RTCP control messages as defined in 29.414, clause 6.4.3.

Similarly to the Nb interface, there are many bearers per interface, which could be subject to multiplexing. Therefore the potential savings are large, while introducing only a small amount of jitter due to the necessary buffering. It is expected that similar bandwidth reductions as on the Nb interface can be achieved.

Therefore it would be advantageous to make the already standardised solution of the NB interface available as a transport option on the Iu-CS interface. The corresponding standard to be extended would be TS25.415 (UTRAN Iu interface user plane protocols).
2 General technical principles
The protocol stack to carry the IuUP payloads is RTP/UDP/IP. RTCP may be used for control messages. 

	RTP/ RTCP(RFC 1889)

	UDP (RFC 768)

	IPv6 (RFC2460) 

IPv4 optional (RFC 791)


Several RTP messages including their payload would be multiplexed into one UDP packet. Additionally, the RTP headers could be compressed. The use of multiplexing and header compression would be negotiated per call via RTCP messages, and RANAP messages are not affected at all. 

The necessary multiplexing headers and compressed RTP headers can be defined in the same way as for the Nb interface [1].

3 Conclusion
RAN3 is requested to consider the efficiency gains to be gained from the introduction of Iu-CS multiplexing. An initial sketch of a possible CR is provided in the Appendix.
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5 Appendix
Below a sketch of a possible CR for 25.415 is provided as an example (reusing the equivalent material in 29.414).

7.3.4
RTP based Transport Layer

7.3.4.1
General

When the Iu UP protocol layer uses the services of a RTP/UDP/IP transport, it uses an established RTP session for transferring frames between the two RTP endpoints at both ends of the Iu User plane access points as defined in IETF RFC 1889 [14]. A single Iu-UP PDU shall be transported as RTP payload. A dynamic Payload Type (IETF RFC 1890 [15]) shall be used (see TS 25.414 [4]).
Bearer transport with multiplexing is negotiated via RTCP, as described in sub-clause 7.4.

7.3.4.2
Generic Service Primitives used by the Iu UP protocol

Generic primitives are used at the RTP SAP. They are shown in table 5.

Table 5: Generic primitives and parameters to and from RTP layer

	Primitive
	Type
	Parameters
	Comments

	Iu-UP-UNITDATA
	Request
	Iu-UP-payload
	

	Iu-UP-UNITDATA
	Indication
	Iu-UP-payload
	


7.4
Bearer Transport with multiplexing
This sub-clause specifies an optional transport format for the Iu interface and IP transport that allows transporting several RTP PDUs of different user plane connections within one packet, and the corresponding backward compatible signalling extensions required to negotiate the use of this transport option. 

Bandwith saving is achieved by multiplexing several Iu-UP PDUs within one UDP/IP packet. As an option, the RTP header may be compressed in addition. Two transport formats are specified accordingly.

7.4.1
Transport format

7.4.1.1
IP

Either IPv4 (RFC 791 [23]) or IPv6 (RFC 2460 [27]) shall be used.

7.4.1.2
UDP 

The UDP Protocol (see RFC 768 [xx]) shall be applied. If multiplexing is applied with or without header compression, the source UDP port number shall indicate the local termination used to combine the multiplexed packet and the destination UDP port number shall indicate the remote port number where PDUs are demultiplexed. The negotiation if multiplexing is applied is described in sub-clause 7.4.2. 

7.4.1.3
Transport Format for multiplexing without RTP Header Compression

Several RTP payload PDUs sent to the same IP address are multiplexed within one single UDP/IP packet over the Iu‑interface. If DiffServ is applied, all multiplexed PDUs also need to share the same Diffserv class. The multiplexing shall only be used with RTP packets. RTCP shall be transported by UDP/IP packets.

Before each multiplexed RTP payload PDU inserted into the UDP/IP packet a multiplexing header, which identifies the multiplexed packet, shall be inserted.
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Figure x1: UDP/IP Packet with multiplexed RTP/Iu-UP payload PDUs without RTP header compression

The multiplexing header includes :

-
T bit.
The field has two possible values, 0 for indicating full packet and 1 for indicating compressed packet. Value 0 shall be used for an uncompressed RTP header, as described in the present sub-clause.

-
Mux ID, 15 bits.
For identification of different user plane connections. The value shall be the UDP destination port of the corresponding non-multiplexed RTP/Iu PDU packet divided by two (only even numbered ports are used for RTP sessions).

-
Length Indicator (LI), 8 bits.
Gives the length of the multiplexed RTP/NbFP PDU packet (RTP header + RTP Payload = RTP header + Iu-UP header + Iu-UP payload) in bytes (the last byte of the Iu-UP PDU is padded to the next byte boundary if necessary). Maximum length is 256 bytes. LI gives the information where the next multiplexed packet starts.

-
R bit.
Reserved for future use. Shall be set to 0 by the sending entity and be ignored by the receiving entity.
-
Source ID, 15 bits.
For identification of the different connections. The value shall be the source UDP port of the corresponding non-multiplexed Iu-UP PDU packet divided by two (only even numbered ports are used for RTP sessions). This information is transferred to permit the receiving node to optionally detect and filter illegitimate packets (e.g. packets received from the peer termination precedingly associated to the receiving termination).

The multiplexed RTP/Iu-UP payload PDU shall be inserted in the IP/UDP packet directly after the corresponding multiplexing header. The multiplexed RTP/Iu-UP payload PDU shall consist of the full RTP header, the full Iu-UP header and the Iu-UP payload. If the multiplexed RTP/Iu-UP payload PDU does not end at a byte boundary, its last byte shall be padded with zeros.

The multiplexing method does not limit the number of packets being multiplexed and it is thus the data link layer protocol that defines the maximum frame size. E.g. an IP datagram has a maximum length of 65 535 bytes and Ethernet 1 518 bytes. In order to avoid additional delay in the network the packets should not be delayed more than 1 ms to 2 ms, which also effectively limits the number of multiplexed packets and makes the multiplexing-jitter low.
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Figure x2: Example of multiplexed packet with two RTP frames

7.4.1.4
Transport Format for multiplexing with RTP header compression
To achieve even better bandwidth savings, the RTP header may optionally be compressed. This is possible since the RTP header includes many static fields that remain unchanged during an RTP session if Iu-UP is used as payload. 

Use of RTP header compression shall be negotiated between peer endpoints, as specified in sub-clause 7.4.2. 

At least the first two RTP packets of each RTP session shall be sent with their full RTP header to allow the receiver to store the full header and use it in decompression. RTP packets shall also be sent with their full RTP header till receipt of a RTCP packet from the peer indicating support of RTP header compression. Subsequent packets may be sent with a compressed RTP header.
Before each multiplexed RTP/Iu-UP payload PDU inserted into the UDP/IP packet a multiplexing header, which identifies the multiplexed packet, shall be inserted, 
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Figure x3: UDP/IP Packet with multiplexed RTP/Iu-UP payload PDUs with RTP header compression 
The multiplexing header shall be used as described in sub-clause 7.4.1.3. However, the T bit shall be set for a compressed RTP header, as described in the present sub-clause. The Length Indicator gives the length of the multiplexed RTP/Iu-UP packet in bytes (compressed RTP header + RTP Payload ).

The multiplexed RTP/Iu-UP payload PDU shall be inserted in the IP/UDP packet directly after the corresponding multiplexing header. The multiplexed RTP/Iu-UP payload PDU shall consist of the compressed RTP header described below followed by the full Iu-UP header and the Iu-UP payload. If the multiplexed RTP/Iu-UP payload PDU does not end at a byte boundary, its last byte shall be padded with zeros.

The compressed RTP header shall include the following two fields taken from the uncompressed RTP header:

-
Sequence number (SN), 8 bits.
The field changes as the original sequence number (RFC 3550 [XY]) but is shortened from 16 bits to 8 bits (256 packets). The least significant byte of the RTP sequence number shall be included.

-
Timestamp (TS), 16 bits.
The TS field changes as the original timestamp (RFC 3550 [XY]) but the length is half of the original resulting in modulo of 4 seconds with 16 kHz clock reference. The least significant two bytes of the RTP timestamp shall be included.

Note:
These RTP fields change during a connection and thus need to be transferred within each packet for Iu-UP payload. All other RTP fields do not change.
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Figure x4: Example of multiplexed packet with two RTP frames and compressed RTP headers

7.4.2
RTCP

7.4.2.1
General

2.1 A peer endpoint wishing to apply Bearer Transport with multiplexing shall use RTCP (see RFC 3550 [XY]) to negotiate multiplexing.

RTCP shall be used separately for each user plane connection. RTCP shall be transported by UDP/IP packets and not included in IP/UDP packets using the multiplexing format described above.

7.4.2.2
Multiplex negotiation via RTCP

RTCP shall be used to negotiate the use of multiplexing. A 3GPP-specific RTCP Multiplexing packet is specified in sub-clause 7.4.2.3 for this purpose, and may be added to compound RTCP packets following the principles of RFC 3550 [XY]. The Multiplexing RTCP packet indicates:
-
if multiplexing without RTP header compression is supported ;

-
if multiplexing with RTP header compression is supported ;

-
the local UDP port where to receive multiplexed data streams,

-
if multiplexing is selected..

When setting up a new user plane connection, both peer endpoints shall start to send data without applying multiplexing and may indicate their readiness to receive multiplexed data streams by including the new RTCP Multiplexing packet in the initial and all subsequent RTCP packets they send. An endpoint shall always announce the same multiplexing capabilities and the same UDP port where to receive multiplexed data streams in all the RTCP Multiplexing packets it sends for a given RTP session. Endpoints should preferably send their initial RTCP packet at the very beginning of the RTP session to be able to apply multiplexing as soon as possible. An endpoint sending a Multiplexing packet indicating support of multiplexing shall be ready to receive multiplexed packets at the announced UDP port. A single UDP port for multiplexing shall be used per destination IP address. 

An endpoint receiving an RTCP packet, where the peer indicated its readiness to receive multiplexed data streams, may apply multiplexing to send the corresponding RTP data streams towards the sender of the RTCP packet. If the endpoint decides to apply multiplexing, it can immediately start sending multiplexed data streams towards the corresponding UDP multiplexing port announced in the received RTCP Multiplexing packet. The endpoint shall indicate in subsequent RTCP Multiplexing packets if it applies multiplexing with or without header compression for the given user connection

A peer endpoint that does not receive RTCP or receives RTCP without the RTCP Multiplexing packet shall continue to send data for the user connection without applying multiplexing.

A peer endpoint that does not support multiplexing will ignore the unknown received RTCP Multiplexing package according to RTCP procedures and will continue to send data for the user connection without applying multiplexing.

Sending of a RTCP Multiplexing packet indicating readiness to receive multiplexed data streams does not necessarily mean that the endpoint is ready to send multiplexed data streams, i.e. multiplexing may be applied on a single or on both directions for a given RTP session.
7.4.2.3
RTCP Multiplexing packet

The format of the RTCP Multiplexing packet is specified in figure xx.
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Figure x5: RTCP Multiplexing packet

The APP packet header includes :

-
version (V), 2 bits 
Identifies the version of RTP, which is the same in RTCP packets as in RTP data packets.  RTP Version 2 shall be used.

-
padding (P), 1 bit 
As specified in RFC 3550 [4].

-
subtype, 5 bits.
The following subtype value shall be used :
00001 : RTCP Multiplexing packet

-
packet type (PT), 8 bits.
Shall contains the constant 204 to identify this as an RTCP APP packet

-
length, 16 bits.
As specified in RFC 3550 [4]. The length of this RTCP packet in 32-bit words minus one, including the header and any padding.  (The offset of one makes zero a valid length and avoids a possible infinite loop in scanning a compound RTCP packet, while counting 32-bit words avoids a validity check for a multiple of 4.)

-
SSRC/CSRC, 32 bits.
As specified in RFC 3550 [4]. 

-
name, 32 bits.
Shall be set to "3GPP"

The application-dependent data includes :

· multiplexing bit (MUX), 1 bit
Indicates whether multiplexing without RTP header compression is supported or not  by the sender of the RTCP packet : set to 0 if not supported, set to 1 if supported.

· multiplexing with RTP header compression bit (CP), 1 bit
Indicates whether multiplexing with RTP header compression is supported or not by the sender of the RTCP packet : set to 0 if not supported, set to 1 if supported.

· Selection bits, 2 bits
Indicates whether the sender of the RTCP packet has selected to apply multiplexing with or without header compression for the user plane packets that it sends on this connection. The following values are defined:
00: no multiplexing is applied
01: multiplexing is applied without RTP header compression
10: multiplexing is applied with RTP header compression
11: reserved
· Local MUX UDP port, 15 bits : 
Local UDP port where the sender demands to receive multiplexed data streams. The value shall be the same as the local MUX UDP port divided by two. This parameter shall be ignored by the receiver of the RTCP Multiplexing packet if the MUX and CP bits indicate that multiplexing is not supported.

· Reserved bits:
Extension bits may be added in the RTCP Multiplexing packet in future releases. Reserved bits shall be set to 0 in sent RTCP Multiplexing packet of this relaese and shall be ignored in incoming  RTCP Multiplexing packets.
Extension fields may be added in the RTCP Multiplexing packet in future releases. They shall be ignored by an endpoint implementing an earlier version of the specification.
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