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1 Introduction

At the end of RAN3#73bis, it was agreed to hold an email discussion in order to start RAN3 work on multi-PLMN handling for rel.11. The scope of the email discussion was captured in the chairman’s notes as follows:

At next meeting RAN3 to provide their view on:

- MDT configuration handling in RAN 

- user consent handling in RAN

(LTE and 3G as separate AI)
The following document summarizes the results of the discussion so far. Comments in different forms were received from TeliaSonera, Alcatel Lucent, Huawei, Samsung, CATT, Mediatek and Nokia Siemens Networks.
The email convenor’s proposals for a way forward are summarized in a separate document (R3-112872).
1.1 Objective of rel-11 work in this area

Companies generally agreed with the opening statement initially provided:

Target use case: a set of multiple PLMNs (assumed different coverage areas, but could also be partially or fully overlapping) is to "be treated" as a single PLMN for the purposes of MDT control. This set could be, but is not necessarily the same as, the set of HPLMN/EHPLMN for a UE whose HPLMN belongs to this set.

ALU made the general comment that RAN3 will also need to take into account requirements for the UE's handling of the RLF Report in multi-PLMN (RAN sharing, EHPLMN) scenarios, which is a RAN2 matter – for example the impact of RAN2 selecting a common solution for Logged MDT and RLF Report. The discussion reported here was therefore kept at a high level. 
2 MDT Configuration Handling for Immediate MDT
2.1 General Requirements: Immediate MDT Continuity
The main question discussed in this section is whether the MDT session is to be continuous when crossing a PLMN boundary, or whether a potentially short break is allowed. 

If a short break is acceptable, then the situation is very similar to rel-10, and we could base the design on a restart from the core network. If we attempt to eliminate such a break in rel-11, then the RAN would need additional information (as detailed later).

Of the views expressed, there was a fairly even split between companies on this issue. Specifically, Huawei, Samsung and CATT would accept a break in MDT continuity. On the other hand, TeliaSonera would prefer to have the same situation for this use case as for a single PLMN. Mediatek pointed out that such continuity requirement is implicit in the original SA LS in this matter (as well as in the WI for rel-11), and resulting complexity is low. NSN also noted that lack of continuity is a weakness in rel-10 already (so could be fixed in rel-11).
Summary of Discussion: No clear conclusion. 

Open Question: RAN3 should consider whether it is possible to draw an initial working assumption now (which should be re-examined following RAN2 decisions on logged MDT).
2.2 MDT Configuration Handling: Release 10 Situation

In Stage 2:

· The MDT Configuration shall not be passed to the target at inter-PLMN handover (from RAN perspective)

In Stage 3:

· LTE: No standards restrictions on inter-PLMN X2 HO for passing the MDT Configuration (implementations should follow stage 2)
· UMTS: The MDT Configuration IE is available in CN INVOKE TRACE and IUR INVOKE TRACE messages. There are no PLMN-related restrictions for the Iur propagation (implementations should follow stage 2). 
Summary of Discussion: Although there is no stage 3 procedural text referring to this (either in UMTS or LTE), this was not seen to be a problem.

2.3 Analysis of Possible Options for Release 11
Three options were outlined for discussion:
· Option A: Do nothing in stage 3 / use configuration in RAN
It is left to configuration in the RAN whether there will be propagation of the MDT configuration or not. Note that this implies a relaxation of the current stage 2 (allowing propagation in certain cases), but no stage 3 impacts.
For LTE, this implies that the eNB itself needs to be configured to propagate or not.

For UMTS, the control of propagation is mostly with the CN, exceptions being

· any case of inter-PLMN intra-RNC configuration (not clear if this use case exists)

· potential for propagating to a different-PLMN DRNC via IUR INVOKE TRACE

So it may be the case that the RNC also needs to be configured.

Pros: no specification impact; no break of MDT session across “allowed PLMNs”
Cons: (i) relies on configuration, and this is required for both CN and RAN in 3G (which must be synchronized); (ii) does not work if the MDT continuity (across particular PLMNs) is UE-specific
Summary of Discussion: It was pointed that this solution could even be realized in rel10 with a small change in 37.320.  Also, that such configuration would have to be done on a sPLMN/tPLMN pair basis, which would be restrictive if UE specific behaviour is needed.

Open Question:

Is UE specific behaviour needed for inter-PLMN MDT continuity?

· Option B: Do nothing in stage 2 / stop propagation of MDT Configuration at every inter-PLMN X2 HO / relocation

In this option, the rel-10 handling (as per stage 2) would continue so that MDT Configuration would be dropped at every X2 HO. Equally, IUR INVOKE TRACE should not be used towards a DRNC if this has a different PLMN (assuming such scenario occurs). Stage 3 could be changed to clarify this aspect further (but not essential).
Pros: no configuration in the RAN (LTE or 3G); inter-PLMN propagation always under control of the CN
Cons: (i) even if CN restarts the MDT session, there will be a (short) break in the session as the target RAN node may deactivate the ongoing measurements; (ii) requires CN to evaluate if HO is inter-PLMN and trigger MDT actions at every HO; (iii) if RAN node is rel-10, then CN may attempt to restart a session that was not interrupted
Summary of Discussion: It was pointed that this is effectively the existing rel-10 solution (possibly with some clarification in stage 3). If the CN has access to a MDT PLMN list, then the CN would just need to assess (following an inter-PLMN HO/relocation) whether to provide the configuration to the RAN (via CN-to-RAN Trace commands).

Open Question: 
none, except for general impact of continuity break and its acceptability

· Option C: Stop propagation of MDT Configuration at inter-PLMN X2 HO / relocation if target PLMN is not included in an “allowed PLMN list” (in UE or MDT context)

For LTE, the eNB would evaluate whether to include the MDT Configuration in the HO signalling. For UMTS, it might be considered to include the MDT Configuration in the Source RNC-to Target RNC Transparent Container, and again the RNC would be responsible for including this or not depending on the PLMN list.
Provision of such a PLMN list could be done in different ways:

· Through EPLMN list (all EPLMNs are allowed; or all EPLMNs with the same MCC as the serving PLMN are allowed) (note from discussion: this will not work in scenarios where mobility between PLMNs is supported, but MDT across PLMNs is not)
· Through extended EPLMN list (a new IE added to EPLMN list, to indicate if propagation towards that EPLMN is allowed)

· Through an explicit MDT PLMN list provided to the RAN, associated with user consent

· Through an explicit MDT PLMN list provided in the MDT Configuration itself (note: this will not work if the MDT PLMN list is used outside of configuration HO handling)
· …..
Pros: no configuration in the RAN (LTE or 3G); flexible; could be used also for user consent propagation; no break in the MDT session across “allowed PLMNs”; CN may assume no action needs to be taken if within “allowed PLMN” area (whether eNBs are rel10 or rel11)
Cons: Impacts include adding required PLMN list to the specs (to be transferred to CN to RAN), adding MDT configuration to the SRNC-to-TRNC TC in UMTS
Summary of Discussion: It was pointed that the configuration could be lost in the case of a scenario where the UE goes through a non-allowed PLMN and then returns. However this return scenario does not seem to be critical for most companies. Also it could be said that this return scenario could be handled by the CN if required (same as rel-10, in other words, main difference is that “allowed zone” where CN does need to intervene becomes a multi-PLMN zone as opposed to a single one as in rel-11).

One company thinks that the restriction on user consent passing at inter-PLMN HO (in rel-10) would need to be deleted, but this aspect needs further analysis. For example, if the MDT PLMN list is seen as associated to the user consent, then both the consent and the list would indeed need to be passed, but this behaviour could be conditional to the presence of the list etc 
It was also pointed out that the listed options for providing the MDT PLMN list are not all valid. This had limited discussion, but from above it seems that the list should be associated with the UE context (in the RAN), although it could be signalled in different ways.

It should also be noted that several companies expressed a preference for this option.

Open Questions: 

(1) How does the CN acquire this list? (this is anyway a general question that also applies to option B since the CN needs to make a decision on continuity in that case)

(2) What would be the preferred way to provide the list to the RAN (EPLMN extension, unconstrained list, etc..)

(3) If such a list existed, could it also be used “for free” to control propagation of user consent in inter-PLMN X2 HO?  

3 User Consent Handling in the RAN

3.1 General Requirements for Continuity of User Consent

The main question discussed in this section is whether the user consent should be continuously available to the RAN when crossing a PLMN boundary, or whether a potentially short break is allowed. 

If a short break is acceptable, then the situation is very similar to rel-10, and we could base the design on core network functionality. If we attempt to eliminate such a break in rel-11, then the RAN would need additional information.
Of the views expressed, TeliaSonera stated that they would also like to have no break in this case. Other companies (Huawei, Samsung, CATT) said that a short break would be acceptable. NSN and Mediatek noted that continuity of user consent availability may be less critical than that of an MDT session, but if there is support for continuity in one case, it may be "free" to add to the other.

Summary of Discussion: No clear conclusion. 

Open Question: RAN3 should consider whether it is possible to draw an initial working assumption now.

3.2 User Consent Propagation: Release 10 Situation

In Stage 3:

· LTE: The User Consent may not be passed to the target on inter-PLMN X2 HO. If that happens, there is no way to re-provide from the CN except in case of S1 HO or UE state transition.
· UMTS: The User Consent is optional in both the COMMON ID message from the CN, and the SRNC-to-TRNC Transparent Container (and hence in all messages that include it); there are no explicit restrictions related to inter-PLMN mobility.
3.3 Analysis of Possible Options for Release 11

Four options were outlined for discussion:

· Option A: Do nothing

For LTE, this implies that there is no way to re-provision the user consent if the UE goes through an “allowed PLMN” boundary, but this may be accepted as the data collection is statistical, and other UEs can be selected in the other areas.

For UMTS, this implies that the T-RNC may receive the User Consent from both the S-RNC (via TCs) and from the CN (via COMMON ID) at every relocation. Since there are no restrictions, it is left to configuration whether there will be propagation or not, in both RAN and CN.
Pros: no specification impact

Cons: loss of User Consent in LTE after inter-PLMN HO; for UMTS, need to configure both RAN and CN in some consistent way e.g.
· RAN never includes User Consent in the TC, so CN knows it needs to provide it at every relocation, subject to configured PLMN lists

· RAN always includes User Consent (subject to RAN configured PLMN lists), CN may or may not provide it following relocation
Summary of Discussion: It was clarified that this is different from rel-10 situation for configuration handling since we have no stage 2 for this aspect, and instead have a stage 3 restriction for LTE only. Hence it is closer to configuration option B (full CN control on PLMN transition) except that there is no way to re-provide from CN to RAN after LTE inter-PLMN HO.

Open Question: 
none
· Option B: Stop propagation of User Consent at every inter-PLMN X2 HO and Relocation
This implies aligning the UMTS RAN behaviour with that of LTE/X2 HO. Basically the UMTS RAN would not include the User Consent in the TC when a change of PLMN is to occur after relocation.

For LTE, it would be reasonable to add a way to re-provision User Consent in the RAN following an inter-PLMN HO (analogous to COMMON ID in UMTS). Options for this include

· Adding user consent to PATH SWITCH ACKNOWLEDGE

· Adding User Consent to DOWNLINK NAS TRANSPORT

· Adding User Consent to UE CONTEXT MODIFICATION REQUEST

· …

Pros: no configuration in the RAN (LTE or 3G); inter-PLMN propagation under control of the CN

Cons: if the CN does not know the release of the RAN node (in UMTS), a COMMON ID may be sent to the RAN without need (e.g. if source RAN is rel10, and is not configured to stop propagation); also lack of continuity of User Content at inter-PLMN X2 HO / relocation.
Summary of Discussion: It was clarified that this is a small evolutionary step from option A / rel-10, with two small changes (i) not including the user consent in the UMTS TC, and (ii) having a means to re-provide the user consent after inter-PLMN HO
Open Question: 
Should the fixes listed above be considered as late rel-10 fixes?
· Option C: Stop propagation of User Consent at every relocation (not just inter-PLMN)
This implies partially aligning the UMTS relocation handling with S1 HO (i.e. RAN does not send the User Consent over the TC). The UMTS CN would then know that it should send a COMMON ID message, including User Consent, after a successful relocation.

For LTE, it would be reasonable to add a way to re-provision User Consent in the RAN following an inter-PLMN HO (analogous to COMMON ID in UMTS), see Option B.

Pros: no configuration in the RAN (LTE or 3G); inter-PLMN propagation under control of the CN
Cons: In UMTS, the CN now needs to send a COMMON ID at every relocation (including more frequent relocations between “small RNCs”); also if the CN does not know the release of the RAN node (in UMTS), a COMMON ID may be sent to the RAN without need (e.g. if source RAN is rel10, and is not configured to stop propagation). Also lack of continuity of User Content at every relocation and inter-PLMN X2 HO.
Summary of Discussion: It was clarified that options B and C are the same for LTE, only difference is whether in UMTS the user consent always needs to be provided by the CN after every relocation, or after inter-PLMN relocation.

Open Question: 
As per option B
· Option D: Stop propagation of User Consent at inter-PLMN X2 HO / relocation if target PLMN is not included in an “allowed PLMN list” (in UE context)

For LTE, the eNB would evaluate whether to include the User Consent in the HO signalling. For UMTS, the source RNC would also evaluate whether to include the User Consent in the Transparent Container at relocation.

For LTE, it would be reasonable to add a way to re-provision User Consent in the RAN following an inter-PLMN HO (analogous to COMMON ID in UMTS), see Option B.

The list itself could also be suppressed if the User Consent is not made available (effectively the list would be conditional to presence of the consent in HO procedures).

Then, in both LTE and UMTS, the CN would only need to intervene following an inter-PLMN HO from a non-allowed PLMN to an allowed PLMN (for that UE).

Pros: no configuration in the RAN (LTE or 3G); flexible; continuity of User Consent across “allowed PLMNs”.

Cons: Impacts include adding required PLMN list to the specs; also some mismatch between CN and RAN actions e.g.
· rel 10 CN interacting with rel11 RAN nodes in UMTS may not reprovision User Consent when needed
Summary of Discussion: It was clarified that the CN would here be responsible for both providing the user consent and the PLMN list (the RAN would not be aware of roaming status, similar to all other options). The main difference is that the CN would not need to be involved in providing the user consent after an inter-PLMN HO towards a “cooperating PLMN”.
Open Questions: 

(i) If this option was selected for rel-11, would it be be worth still having a means to re-provide the user consent (for the scenario following transition through a non-cooperating PLMN) ?

In addition all questions for Option C (Configuration Handling) also apply. 


























































































































































































