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1 Introduction

RAN3 recently decided to prioritize certain enhanced mobility scenarios for the SI on enhanced mobility for H(e)NBs in Rel-11 [1][2]. It is foreseeable that in many cases, especially some of those presented in [3], a macro cell will have several neighbors. Generally speaking, those neighbors might be open-access, hybrid or closed, and/or even belong to different CSGs. The presence of CSG UEs, with their special requirements, might probably make candidate target selection in these scenarios slightly more critical. In a related contribution, we look at the possibility of performing access checking at the core network after the target cell has accepted the CSG UE “on trust” [8]. Such a strategy is however more effective if the source eNB can select the correct candidate targets for handover.
One possible way to facilitate this selection, prioritizing certain neighbors or “weeding out” others, could be to make the source eNB “CSG-aware” to some extent. In this paper we explore the use of CSG membership information broadcast by neighbor cells and reported by the UE in order to achieve this goal. This can also minimize the risk of handing over to a wrong cell.
2 Discussion
In Rel-10, the Neighbor Relation Table (NRT) of each eNB contains information about its connectivity to its neighbors. For each neighbor cell, the NRT contains the TCI, No Remove, No HO, and No X2 fields. When the eNB requests each UE to measure neighbor cells, if the detected cell is CSG or hybrid, the UE also reports its CSG ID [4].
2.1 UE measurements, the NRT, CSG ID, and Access Mode
Rel-10 functionality is adequate for scenarios without X2 between eNBs and HeNBs, but if X2 is introduced between eNBs and hybrid HeNBs as per [2], the current NRT alone does not contain enough information. But if PCI range split has been performed for the different types of HeNBs, the source eNB can now distinguish among them [4]
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[10]. In fact, this also enables the source eNB to distinguish between open HeNBs and macro eNBs, and therefore understand how to construct the HeNB ID. Furthermore, the UE reports the CSG ID of a closed or hybrid cell (but not its access mode [4], even though both are broadcast in SIB1 [9]). Therefore, under certain conditions the eNB has access to both CSG ID and cell access mode of its neighbors, and can use this information when selecting a handover candidate for any outbound CSG UE
. This “CSG awareness” can also be beneficial for the source eNB when the identified neighbor is in its NRT but for whatever reason no X2 has been yet set up between the two (e.g. in case of handover to open-access cells, this solution may help resolve the problem of how to construct the HeNB ID).

It could also be beneficial, for each entry in the NRT, to consider linking to other entries within the NRT itself (e.g. neighbors’ neighbors as reported by the UE). Using this additional information would open up additional possibilities to resolve PCI conflicts among neighbors.

2.2  “CSG-Aware” X2 Handovers
In the previous section we have shown that an eNB can be, in principle, “CSG-aware” even without supporting CSG.  This “awareness” can be advantageous in preliminarily “weeding out” or prioritizing potential handover target candidates from a large number of neighbors.
In some cases, the use of existing information in the NRT might remove the need to ask the UE for additional measurements after it has reported a neighbor’s PCI.

Here is another example of how the source eNB could obtain this after a CSG UE has reported neighbors in its measurements, and an outgoing handover decision has been taken:

1. The source eNB reads its NRT;
2. If the UE has reported CSG membership, CGI and CSG ID of the neighbor cell, the eNB removes from potential targets all closed CSG neighbors with a CSG ID which is different from the UE’s;
3. The source eNB prioritizes closed and hybrid neighbor cells with the same CSG ID as the UE’s over open ones with similar received signal level.

4. If the UE has not reported CSG membership in Step 2 above, the source eNB can of course remove all closed CSG neighbor cells from potential handover candidates.
5. The outgoing handover can now be performed.

3 Conclusions, Proposals
The combination of PCI and cell access mode can help in discriminating among different potential target cells wherever several HeNBs with different access modes (open, closed, or hybrid) and possibly different CSGs are deployed together with eNBs. This solution enables a tighter integration between HeNBs and eNBs, and it can be the basis for fast X2 handovers of CSG UEs from a macro to any of its femto neighbors by pre-empting or aiding the neighbor choice according to its CSG. This can reduce the chance of handover failure due to failed access control. In fact, a “CSG-aware” X2 handover procedure is always more likely to succeed, precisely because it will be initiated toward a “good” neighbor (i.e. one with an appropriate CSG for the UE).
We therefore propose:
Proposal 1: RAN3 should discuss the concept of CSG-aware X2 handovers, as outlined in Sec. 2 above and its applicability to Rel-11 enhanced mobility scenarios (for possible inclusion in Sec. 6.2 of [7] if RAN3 thinks it appropriate).
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� It could also be up to implementation whether to add either, or both, to the NRT for the specific neighbor.





