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1 Introduction

At RAN3 #73, it was decided to prioritize enhanced mobility scenarios between macro eNBs and hybrid HeNBs, among others, for the SI on enhanced mobility for H(e)NBs in Rel-11 [1][2]. Up to and including Rel-10, enhanced mobility involving HeNBs is allowed whenever access control at the Core Network (CN) is not required; we note that, in order to support these new scenarios, this assumption needs to be somewhat revisited. Another, perhaps more important constraint, is that user subscription information and access control shall continue to reside in the CN, due to security and network trust requirements. In this contribution we propose a solution for enhanced mobility that has minimal impact on the network and reuses current signaling to a large extent. This solution involves membership verification at the MME, triggered by the PATH SWITCH REQUEST message sent by the target eNB toward the end of the handover procedure.
2 The Scenario under Study
We are going to address the X2 handover of a CSG UE between a macro and a hybrid HeNB. We assume an X2 interface is already set up between the two nodes, and for simplicity we assume there is no HeNB-GW between them
. We think this is fully consistent with the assumption that fast mobility, and cooperation at RAN level, are required between HeNBs and eNBs deployed in the same area (as discussed at RAN3 #73 [3]).

We will first analyze the case where the macro eNB is the source and the hybrid HeNB is the target.
2.1 Macro to Hybrid HeNB
The modified X2 handover procedure that we propose can be illustrated as follows. The numbers of the Steps refer to Sec. 10.1.2.1.1 of [4] and to Figure 1.
· Source and target follow Steps 0-3 of the X2 handover procedure
;

· The source eNB includes the CSG membership status of the UE set to “member” in the CSG Membership Status IE within the X2AP HANDOVER REQUEST message (Step 4), as allowed by current X2AP [5];

· The target carries on with Step 5, implicitly (but provisionally) accepting the CSG UE
;
· Source and target follow Steps 6-11;

· The target HeNB sends a PATH SWITCH REQUEST message to the MME as per Step 12, including the CSG Id IE and the Cell Access Mode IE (set to “hybrid”), as allowed by current S1AP [6];

· The MME now performs membership verification based on the information provided:
· If membership verification is successful, the X2 handover procedure continues with Steps 13-18 and completes.
· If membership verification is not successful, the X2 handover procedure continues with Steps 13-18 but the MME informs the eNB about the membership verification failure. This could be achieved in several ways, e.g. with a new IE in the PATH SWITCH REQUEST ACKNOWLEDGE message to the target HeNB (in a modified Step 16)
. The target HeNB now knows that the UE is not authorized, and can decide whether to treat it as a non-member, or to drop it altogether.
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Figure 1 X2 handover procedure with membership verification after the path switch request.
2.2 Hybrid HeNB to Macro

We propose to extend to this case the Rel-10 provision in Sec. 4.6.1 of [4], which allows X2 handovers between HeNBs when the target is open-access. This, by the way, is consistent with the working assumptions for the current SI, as stated in [2].
3 Conclusions, Proposals
We have presented a strategy for enhanced mobility between macro eNBs and hybrid HeNBs using a modified X2 handover preparation. In this proposal the CSG UE is provisionally accepted by the target, and the membership verification is performed by the MME at path switch. We think that this represents a reasonable compromise between handover speed (it reuses current X2 signaling) and access control security (the MME does the checking). This procedure, in fact, maintains the current assumption in RAN that both access control and user subscription information reside in the core network. This procedure streamlines the “normal” condition when the CSG access is correct. In the rare case the CSG check should fail (e.g. due to an expired membership or faked CSG ID), the target hybrid HeNB can still have the final decision whether to drop the UE, or to treat it as a non-member.
We therefore propose:
Proposal 1: RAN3 should discuss the modified X2 handover procedure with membership verification at the MME triggered by the target, as outlined in Sec. 2 above, for inclusion in Sec. 6.2 of [7];
Proposal 2: Allow X2 handover between a hybrid HeNB and macro without membership verification in the MME, similarly to what is already stated in Rel-10 Stage 2 for X2 handover to an open-access HeNB.
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� In case a HeNB-GW is present between the target HeNB and the MME, it will route the S1AP PATH SWITCH REQUEST message to the MME according to its GUMMEI as per � REF _Ref303342845 \r \h ��[4]�, and therefore it will not influence the signaling flow under discussion.


� For hybrid neighbor cells, a CSG UE might not include CSG ID or membership information as part of mobility measurements. If this is the case, the source eNB is unaware that the UE is a member of the target CSG, and it will set the CSG Membership Status IE in Step 4 to “non-member”.


� In order to avoid prioritizing the UE by mistake (thus potentially degrading some other UE), the target should treat the UE as a non-member until it receives confirmation from the MME that membership verification was successful.


� Another possibility could be to send the UE CONTEXT MODIFICATION REQUEST message with the Membership Status IE set to “member”, as in all cases where membership status changes while the UE has an active context.





