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1
Introduction
Introduction

At the 3GPP TSG RAN #51 meeting, one SI on H(e)NB had been approved in [1]. In this WID, the objectives for LTE are to 

Evaluate the benefit of support for Enhanced eNB to HeNB mobility and vice versa. (RAN3 only)

Evaluate the benefit of support for Inter-CSG enhanced mobility. (RAN3 only)

Evaluate the benefit of X2 connection via the GW proxy for (H)eNB to HeNB mobility enhancements (RAN3 only)
Evaluate the benefit of support of RAN sharing for HeNBs in line with SA decisionsHNBs.
Evaluate the benefit of support of deployment scenarios with 2 HeNB-Gateways directly interconnected to each other. (RAN3 only)
In this document we discuss the inter-CSG Enhanced Mobility topic. 
2
Description
It is beneficial to extend the HeNB-HeNB X2 based handover to the inter-CSG case. Indeed, the X2 based handover will be typically used in the premises of an enterprise and it is legitimate to restrict the mobility of some employees or some visitors to certain areas covered by HeNBs.

Other use cases can be easily derived for the coverage of malls or railway stations. For example, neighbouring stores within a shopping mall may use different CSG IDs, or one company may deploy CSG with different CSG IDs for different applications. There are a number of scenarios when mobility involving hybrid HNBs may result in a change in CSG. Therefore it is necessary to consider such scenarios also in combination with the enhanced mobility procedures.
If X2 handovers are not extended to inter-CSG case, then S1 handovers should be triggered instead. One S1 handover usually involves up to 9 messages over S1 whereas X2 handovers only 2 messages. Given the high number inter-femto handovers when employees and visitors move across the enterprise, it is obvious that MME would be hit by much traffic and processing induced by micro-mobility only. This justifies the inter-CSG case. 
Proposal 1: the inter-CSG Enhanced Mobility is beneficial

This is also to be balanced with the complexity to achieve the inter-CSG X2 handovers. The main difficulty lies in the access control and that is actually the reason why it has been de-scoped from the release 10.
As a key requirement the access control must take place in the MME. There are several reasons for that. First the HeNB GW is optional and should have a solution that doesn’t mandate the deployment of an HeNB GW. Also the HeNB GW is seen by the MME as an eNB, so transferring the allowed CSG List to the HeNB GW would be seen from the MME as transferring this allowed CSG list to the eNB. Another reason is that inter-CSG mobility can be related to charging aspects of which the MME should be made aware.
Assuming the access control is in the MME there are potential two ways of triggering this access control: either from the source side or from the target side.
2.1
Access control triggered from the source side
The access control triggered from the source side is depicted in the following figure:
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Figure 1 Access Control successful at source side
The source HeNB can query the MME for access control before the handover.
The advantage of this solution is that it aligns with the S1 handover when the access control is also triggered from the source eNB within the S1 HO Required message. Another advantage is that it minimizes the number of messages in  the unsuccessful case: if the access is denied, the HO Request will not even been sent to target HeNB as shown below:
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 Figure 2 Access Control unsuccessful at source side

However this solution also has severe drawbacks:  
- the access control query will delay the handover preparation,

- if there is a mismatch of the CSG Id the MME cannot check that the CSG Id used for the access control effectively belongs to the target HeNB; this is because there is no message back like the HO Request Acknowledge in the S1 Handover.

In contrast, if the access query is triggered from the target side these two problems would not occur as shown below:

2.2
Access control triggered from the target side
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Figure 3 Access Control successful at target side

In the above call flow:
· the target HeNB is prepared as soon as possible allowing fast re-establishment in case too quick HO is needed,

· the target HeNB would include its real CSG-id in the Access Query message, removing the need of any further check of error of this CSG-Id.

The access control at target side is therefore preferable. Of course in case of un-success more messages are involved as shown below:
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 Figure 4 Access Control unsuccessful at target side

But we think that this unsuccessful case is very exceptional considering that this “network access control” is a second-step access control following the one done by the mobile. It would happen for rogue UEs.
Proposal 2: the access control triggered from the target side should be selected.
3
Conclusion and Proposals
This paper has analysed the inter-CSG case as part of the Release 11 SID on Enhanced Mobility and made two proposals:

Proposal 1: agree the inter-CSG Enhanced Mobility is beneficial.
Proposal 2: agree that for this scenario, the access control triggered from the target side should be selected.
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