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1
Introduction
The last RAN3 meeting decided to first consider the HeNB-HeNB enhanced mobility when source HeNB is Open/hybrid and target HeNB is hybrid. For hybrid HeNB, all UEs can get access, but the member UE get preferential access. Especially, when the target HeNB does not have enough resources to support the incoming HO, the target HeNB may move the non-member UE to other cells, or release the non-member UE in order to support the member UE. So we need to consider whether the UE is a member of target HeNB during the X2 HO.  This paper presents possible solution options for further evaluation.
2
Solution options

In this section various solution alternatives for LTE system are discussed and the suitability for inter-CSG mobility is evaluated. 
Solution option 1: CSG access control in MME before the X2 based handover request.
Principles:
1. The source (H)eNB requests the MME for CSG access control every time before sending the Handover Request  over X2 towards the target cell.

2. The MME informs the source cell whether the target candidate is allowed for the UE.

Evaluation:

This option has rather limited benefit. As disadvantage, the signaling load in MME is increased compared to the normal X2 mobility procedure, no real gain reached compared to the current S1 based handover procedure with CSG access control in MME.
Solution option 2: CSG subscription information delivered to source RAN
Principles:

1. The UE’s CSG subscription information is delivered to the source cell from the MME 

2. Based on this information the source cell is able to perform access control for target cell CSG2. 

3. In case the UE is allowed to access CSG2 the HO can be executed over X2 if X2 connection exists.

Evaluation:

The benefits of this option are that the UE’s permission to access the target CSG cell is known before the handover request, even though the CSG Whitelist in the UE would be out of date. The source (H)eNB could utilize the CSG subscription information for optimizing measurement configurations. The option could be applicable for both, target cell operating in hybrid or in closed access mode.

However during 3GPP Rel-8 discussions it was considered to be a security thread if the CSG subscription information would be delivered to the RAN nodes (i.e. HeNBs), because the HeNBs may be located outside operator premises. Additionally the CSG access control would be part of two network entities, MME and (H)eNB, requiring updates in two places in case CSG White list changes for a UE.

Solution option 3: MME indicating the UE’s target cell restrictions
Principles:

1. During the connection setup the Initial UE Message sent over to the serving HeNB contains the list of the CSG IDs of the neighboring CSG/hybrid access cells (to which the serving HeNB has a X2 connection for mobility)

2. MME checks the received CSG ID list against the UE’s CSG subscription information like already now doing for the serving cell CSG access control during the connection setup.
3. In the response message the MME will indicate which CSG IDs of the neighbouring cells are allowed for the UE.
4. The source CSG cell will use this information when selecting target cell for a X2 handover based on UE reporting.
Evaluation:

This option has the same benefits as in option 2, but there are also additional benefits like: the MME will make ”pre-access control” based on the request from the source cell and extra signaling towards the CN can be avoided.
Compared to the option 2 the source HeNB will know only the subset of the full CSG subscription of the UE. That part of the UE’s CSG subscription is actually only providing information about the handover restrictions applying for that particular UE, similar manner as the information about the not allowed Tracking Areas etc. Because the source (H)eNB would need this subset of the UE’s CSG subscription for the proper handover decisions, delivering the relevant part of the UE’s CSG subscription is not considered as a potential security threat. This presented option could be used for both scenarios, the target cell is either a hybrid or closed access cell.
Regarding the required changes to the spec, Solution option 3 requires adding new IE for neighboring CSG IDs in the INITIAL UE MESSAGE, and the subset of CSG IDs in the response message (e.g. DL NAS TRANSPORT message).
Solution option 4: initial UE based access control in source, membership verification after the handover

Principles:
1. The UE informs the serving cell whether the reported cell is a member cell for the UE.
2. The source eNB includes the UE’s membership received from the UE, in the X2 HO Req message. The target HeNB then reserves the resource accordingly.
3. The final access control, to recognize out-of-date CSG white list scenarios in the UE, is done in MME during the path switch procedure between target cell and CN. The MME includes the UE’s membership status in the PATH SWITCH REQUEST ACKNOWLEDGE message.
Evaluation:

This solution would rely on the UE based initial CSG access control, because the source cell would rely only on membership indication for the target cell received from the UE. In case the access control in MME would conclude the UE to be a non-member of the cell, the target cell would still be able to serve the UE (as non-member). 

Regarding the required changes to the spec, Solution option 4 only requires adding membership status IE in the PATH SWITCH REQUEST ACKNOWLEDGE message.

Conclusions:

From the presented solution alternatives the option 3 and option 4 are considered to be most feasible. The option 4 is recommended as the preferred approach due to less impact to the spec.
3
mobility enhancement when source is eNB or open HeNB
When the source is eNB or open HeNB, the mobility enhancement also needs to consider whether the UE is a member in target hybrid HeNB. The above discussed Solution options also apply. The inter-CSG solution can be considered to handle the scenario when the target has a different CSG to source, or source eNB does not have a CSG at all. Please note that the inter-CSG solution can also be used for Closed HeNB ( hybrid HeNB mobility enhancement. 

Proposal 2: Reuse the same inter-CSG solution for eNB – hybrid HeNB mobility enhancement, and Open HeNB – hybrid HeNB mobility enhancement.
4
Proposal
This paper identifies the most feasible solution for the CSG access control during the handover procedure towards a hybrid HeNB. Our proposals are:
Proposal 1: Includes Section 2 in the TR, and select the solution option 4 as the solution base line for inter-CSG mobility approach.
Proposal 2: Reuse the same inter-CSG solution for eNB – hybrid HeNB mobility enhancement, and Open HeNB – hybrid HeNB mobility enhancement.
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