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1
Introduction
This document describes possible deployment scenarios and analysis for femto-femto enhanced mobility for 3G, and suggests reflecting in the TR 37.803[2].
2
Description and Analysis of the deployment scenarios
At the last RAN3 meeting, the following femto-femto usecases have been prioritized.
Mobility Enhancement femto-femto usecases for UMTS
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*
 O= open, H = Hybrid, C= closed. 
In summary, there is no new deployment scenarios needed in the highest priority above.
2.1
No AC and MV needed
In case of no AC (Access Control)/MV (Membership Verification) needed, the specification up to Rel-10 described in Table 4.1 Supported Mobility Functions of the TR 37.803[2] can be used with some text modification.
· C > O (No AC/MV): Same mechanism as HNB(C) to macro can be applied
· 1) H > O, 2) H > C, 3) C > H (No AC/MV): Same mechanism as 1) O > O or C > O (above), 2) C > C, 3) C > C, can be applied respectively 
Proposal 1: Specification work for the usecases other than inter-CSG case can be performed by mere modification of existing Rel-10 stage 2 specification text without the necessity to introduce new function. 
2.2
AC and MV needed
2.2.0
General
In case AC/MV are needed, i.e. inter-CSG case (H > H, O > H) should be further studied.
Solution options for access control and membership verification in LTE system were presented in [3].

The inter-CSG enhanced mobility scenarios assume that the target HNB is always a hybrid access cell.

Following aspects needs to be considered:

· security concerns

· methods for supporting differentiated charging (if UE leaves/enters a CSG)

· whether methods are equally applicable for hard handover and soft handover

· feasibility of distributed access control/membership verification

In 3G HNB system following solution options could be considered:
2.2.1
Solution option 1: CSG access control in MSC/SGSN before triggering an HHO (RNSAP (Iurh) enhanced relocation) or SHO
Principles:

1. The source HNB requests the MSC/SGSN for CSG access control every time before sending the Enhanced Relocation Request over Iurh towards the target cell or adding a RL in the drift HNB.

2. The MSC/SGSN informs the source cell whether the CSG-Id of the target candidate is allowed for the UE.

Evaluation:

This option has rather limited benefit. As disadvantage the MSC/SGSN has to get involved again to the intra-HNB GW relocations, which was just removed in Rel-10 for intra-CSG scenarios. The intention to reduce signalling/processing load in the MSC/SGSN is not really reached compared to the current Iu based relocation procedure with CSG access control in MSC/SGSN. Additionally in case the target cell is a hybrid cell the awareness in source RAN about the membership in the target RAN is not relevant, because the target cell would be in principle accessible for all UEs. Only the target would need information about the CSG membership before the relocation for admission control.
This scheme would support the principle of leaving the access control within the Serving HNB in case of SHO, but would even for SHO require the involvement of the CN.

2.2.2
Solution option 2: CSG subscription information delivered to the source RAN

Principles:

1. The UE’s (complete) CSG subscription information is delivered to the source/serving HNBl from the MSC/SGSN. In case of pre-Rel-9 UE the HNB-GW would provide the information to the source/serving HNB .
2. Based on this information the source/serving HNB is able to inform the target cell during the relocation procedure about the membership of the UE. 

Evaluation:

The benefit of this option is that the UE’s permission to access the target CSG cell is known before the handover request, so that the source RAN can inform the target RAN about the membership status. The option could be applicable for both, target cell operating in hybrid or in closed access mode.

However during 3GPP Rel-8 discussions it was considered to be a security thread if the CSG subscription information would be delivered to the RAN nodes (i.e. HNBs), because the HNBs may be located outside operator premises. Additionally the CSG access control would be part of two network entities, MSC/SGSN and HNB, requiring updates in two places in case CSG White list changes for a UE – this may be, however, regarded as rare case.

2.2.3
Solution option 3: MSC/SGSN indicating the UE’s target cell restrictions

Principles:

1. During the connection setup the Initial UE Message sent by the serving HNB contains the list of the CSG IDs of the neighboring hybrid access cells (to which the serving HNB has a Iurh connection for mobility)
2. MSC/SGSN checks the received CSG ID list against the UE’s CSG subscription information like already now doing for the serving cell CSG access control during the connection setup.
3. In the response message the MSC/SGSN will indicate which CSG IDs of the neighbouring cells are allowed for the UE.

4. The source CSG cell will use this information to inform the target RAN about the membership status when initiating the intra-GW relocation over Iurh.
5. After RNSAP (Iurh) relocation, the new source RAN continues to query the CN about the UE access rights of the direct neighbours.
Evaluation:

This option has the same benefits as in option 2, but there are also additional benefits like: the MSC/SGSN will make “pre-access control” based on the request from the source cell and extra signaling towards the CN can be avoided. The MSC/SGSN is however still involved to the intra HNB-GW relocation procedure.
Compared to the option 2 the source HNB will know only the subset of the full CSG subscription of the UE. That part of the UE’s CSG subscription is actually only providing information about the handover restrictions applying for that particular UE, similar manner as the information about the not allowed Location Areas etc. Because the source HNB would need this subset of the UE’s CSG subscription for the proper handover decisions, delivering the relevant part of the UE’s CSG subscription is not considered as a potential security threat. This presented option could be used for both scenarios, the target cell is either a hybrid or closed access cell.

2.2.4
Solution option 4: Membership verification after the relocation
Principles:

1. The relocation preparation phase in source RAN is executed as in case of intra-CSG relocation. 
2. The target cell will check during the relocation procedure if the source and target cell have different CSG IDs. 
3. In case of different CSG IDs the target HNB sends the Location Report message to the MSC/SGSN after successful relocation and includes the CSG ID of the new serving cell to the message. The MSC/SGSN responds back with COMMON ID message including the CSG Membership Status IE.
Evaluation:

This solution would rely on the CSG Membership verification on target RAN side and would be feasible only for hybrid target cell scenarios. An option to have initial information about the CSG membership status in advance (i.e. before the relocation execution) in the target RAN would be to forward from source RAN to target RAN the  CSG membership status information originally reported by the UE to the source RAN.

2.2.5
Solution option 5: UEs Whitelist cached at the HNB-GW
Principles:
1. At connection setup, the MSC/SGSN provides the UE’s whitelist to the HNB-GW, which does not forward this information to the HNB due to already mentioned security concerns.
2. The relocation preparation phase in the source RAN is executed as in case of intra-CSG relocation.
3. The target HNB will check during the relocation procedure if source and target cell have different CSG IDs.
4. In case the CSG IDs of source and target cells are different, the target HNB performs AC/MV at HO preparation with the HNB-GW, allowing the source HNB to be immediately informed about the UEs access rights and the target HNB about the UEs membership wrt the target cell.
Evaluation:

This solution avoids signaling between the HNB system and the MSC/SGSN, assuming the HNB-GW to be a safe place for subscription information. 

New signalling would need to be introduced 

-
between the CN and the HNB-GW intercepting the Iu signalling in order to remove sensible subscription information when relaying the Iu signalling messages towards the HNB.
-
between the HNB-GW and the HNB (actually signalling which was finally removed for Rel-10)
2.2.6
Conclusions:
Various solution alternatives have been described. 
The solution alternatives can be divided to two categories:

a) the CSG membership verification remains in MSC/SGSN in case of intra GW, inter-CSG relocation.
Consequences: additional signalling from HNB system to MSC/SGSN cannot be avoided to inform the MSC/SGSN about the CSG ID of the new target cell.
b) the CSG membership verification done in HNB system in case of intra GW, inter-CSG relocation.
Consequences: CSG subscription information has to be delivered to the HNB system (to the HNB GW or to the HNBs), the CSG access control/membership verification functionality is in CN (for Iu based relocation) and in HNB system (for intra HNB GW relocation and always for Pre-Rel-9 UEs)
As part of the solution evaluations it should be also clarified if the CN should always receive a notification about the changed CSG ID (e.g. for charging purpose). 
From the presented solution alternatives the options 3, 4 and 5 are considered to be most feasible, because those avoid additional signalling between the HNB system and the CN. In option 3 the target RAN would have reliable information about the CSG Membership status already before the relocation execution, which would be required to have proper priority treatment for the CSG members also in congestion case.
However as MSC/SGSN is expected to inform the serving RAN always about the change in the CSG membership related to the current serving cell, notifying the MSC/SGSN about the serving cell CSG ID change (actually caused by the serving cell change) might be necessary.

Proposal 2:  It is proposed to discuss the presented solution options and capture them in the TR 37.803 [2].
3
Proposal
Proposal 1: Specification work for the usecases other than inter-CSG case can be performed by mere modification of existing Rel-10 stage 2 specification text without the necessity to introduce new function. 
Proposal 2: It is proposed to discuss the presented solution options and capture them in the TR 37.803 [2].
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