3GPP TSG RAN WG3 #73bis meeting 













   R3-112425
Zhuhai, P.R.China, Oct 10-14, 2011
Title: 
Macro to femto enhanced mobility for LTE
Source: 
Nokia Siemens Networks
Agenda item:
15.1.2
Document for:
Discussion and Approval
1   Introduction 
This contribution presents and analyzes the different solutions for macro-to-femto enhanced mobility in various scenarios for LTE. The different scenarios are presented in Section 2. Section 3 discussed the issues need further investigation. Section 4 concludes the paper by summarizing the main proposals.
2   Description and Analysis of the deployment scenarios
Femto and macro node directly X2 connected, femto directly S1 connected
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Figure 1 - Femto and macro node directly X2 connected, femto directly S1 connected
This deployment variant represents the basic scenario. In this deployment, no HeNB-GW needs to be used. This deployment is usually used when the operator just starts the HeNB deployment, and not many HeNBs are deployed. 

There is no optimisation foreseen in terms of catering for a scalable X2-connecitity solution, since there are not many neighbouring HeNBs to the eNB. . 

The advantage of this scenario lays not so much on the fact that neighbour-relations are managed in a scalable way, rather on the fact that such mobility signalling is reduced compared to HO via S1. Since both nodes connect to the same MME, there is no reason to stay with S1 HO in Rel-11. Direct X2 interface can be used between the eNB and HeNB.
Proposal 1: The X2 based handovers between the HeNB and eNB directly connected to the same MME should be supported in order to reduce mobility signalling in MME as compared to HO via S1.  

Femto and macro node directly X2 connected, femto S1 via GW
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Figure 2 - Femto and macro node directly X2 connected, femto S1 via GW
This deployment variant represents the same possibility as in the previous sub-section. The operator has considered the scalability issue, so they choose to deploy the HeNB-GW. It is quite reasonable that the operator also considers the scalability issue for the eNB. Not using an X2-proxy for X2 connectivity between femto and macro node is like wasting an excellent opportunity to overcome with scalability issues. 
Proposal 2: Support of a deployment variant of X2 connectivity between a macro and femto node, where the femto node is HeNB-GW connected but direct X2 connectivity is used, should be carefully examined during work on the SI.

Femto and macro node via X2-proxy, femto S1 via GW
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Figure 3 - Femto and macro node vias X2-proxy, femto S1 via GW
This deployment variant should represent – in our opinion – the typical deployment scenario for X2 connectivity between macro and femto nodes, especially for the deployment of open/hybrid HeNBs. When many Open/hybrid HeNBs are depolyed, the S1 HO between the eNB and Open/hybrid HeNB will cause a big signalling load to the MME. In a typical S1 HO, the MME needs to process 9 S1 messages (5 incoming S1 messages, and 4 outgoing S1 messages). While a typical X2 HO only requires the MME to process 2 S1 messages. Therefore, using X2 HO can significantly reduce the signaling load in the MME, in comparison to S1 HO. Relieving the CN load is the major driving force to enhance the eNB-Open/hybrid HeNB mobility for large scale Open/hybrid HeNB deployment.
In a large scale Open/hybrid HeNB deployment also a second scaling issue may appear: if high a number of HeNBs are neighboring cells to the macro cell(s) served by an eNB, the number of X2 connections at the eNB may become insufficient for the direct X2 connections with each neighboring HeNB. The deployment of HeNB-GW is beneficial to minimize the required number of SCTP/S1 interfaces to be supported/maintained in the MME. Towards the neighboring eNB(s) the HeNB GW could act as a X2 proxy minimizing the required number of X2 connections to be supported/maintained in the neighboring eNB(s). In addition, using the X2-proxy can reduce the IOT. When X2-proxy is used, the eNB vendor only needs to have IOT with X2-proxy, rather have IOT with HeNBs from each HeNB vendor.
Proposal 3:  In case of dense Open/hybrid access HeNB deployments within macro cell coverage, the X2 based HOs will reduce the signalling load in MME. The HeNB GW as X2 proxy can reduce the required number of X2 connections towards HeNBs in eNB.  

Femto and macro node via X2-proxy, femto S1 via GW, 2 GWs involved
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Figure 4 - Femto and macro node via X2-proxy, femto S1 via GW, 2 GWs involved
Following the architectural variants between HeNBs, there are two deployment cases identified (redundancy deployment of HeNB-GWs, HeNB-GWs serving HeNBs in overlapping areas) which need further discussion and justification. 

However, it is rather likely and very reasonable, in case femto-macro X2 connectivity via an X2-proxy is implemented, that the macro node is connected to all HeNB-GWs that are serving the same overlapping area. 

Proposal 4: A multi-HeNB-GW scenario for femto-macro X2 connectivity via X2 proxy functions shall NOT be supported, as it is not necessary. 

Target is hybrid HeNB
When the HeNB is hybrid, the major issue to support the enhanced mobility is the access control. There is no access control issue for the HeNB to macro scenario. For macro to hybrid HeNB mobility, the X2 HO need to consider whether the UE is a member or not. Similar issue exists for HeNB-HeNB mobility enhancement. If a solution can be developed for inter-CSG HeNB-HeNB mobility enhancement, the same solution can be reused here. For example, one possible solution is first HO the UE to the target based on the membership indication from the UE, then the MME performs final access check during the path switch procedure. 
The inter-CSG issue will be discussed for HeNB-HeNB mobility enhancement. If RAN3 agree inter-CSG solution for HeNB-HeNB, we need to consider reuse the same solution for eNB-HeNB mobility enhancement.
Proposal 5: Need to consider reusing the inter-CSG solution for eNB-hybrid HeNB mobility enhancement. 

3   Areas requiring further study to support macro – femto enhanced mobility

For direct X2 based enhanced mobility 

· Any issues?
For X2-GW based enhanced mobility

· How to establish connectivity between femto and macro nodes via a HeNB-GW?

-
transport session establishment (SCTP): 

-
The HeNB receives basic configuration data at startup from the HeMS, including HeNB-GW’s S1 interface IP address. When the HeNB detects the eNB, the HeNB can initiate the TNL address discovery procedure towards the eNB. The transport session between the macro node and the GW is initiated by the HeNB-GW, based on information received via the S1 eNB/MME Configuration Transfer procedures exchanged for the establishment of connectivity between the macro node and the first femto node connecting to that HeNB-GW. Based on the received MME Configuration Transfer message, the HeNB can also know the HeNB-GW’s X2 interface IP address, and thus initiate the transport session establishment towards the HeNB-GW.
-
X2 establishment

-
The S1-based information exchange between femto and macro nodes is base on the existing S1 eNB/MME Configuration Transfer procedure.

-
The HeNB-GW behaves like a macro node towards the HeNB, as well as it behaves like a neighbour eNB to the macro node to which the X2 connectivity shall be established.

-
The requesting HeNB initiates the establishment of X2 RNL connectivity with initiating the X2 Setup procedure
-
The first HeNB<->eNB X2 connectivity towards the same eNB is performed end-to-end

-
For any subsequent request, the HeNB-GW may terminate the X2 Setup procedure and reply directly to requesting femto node.

A possible call flow is shown as below:

[image: image5.emf]eNB1

(adr1)

HeNB3

(adr3)

HeNB-GW

(adr2)

5.S1:eNB CONFIGURATION 

TRANSFER

(HeNB ID3, TAI3, eNB ID1, TAI1, 

adr1)

2.S1:eNB CONFIGURATION 

TRANSFER

(eNB ID1, TAI1, HeNB ID3, TAI3)

6.S1:MME CONFIGURATION 

TRANSFER

(HeNB ID3, TAI3, eNB ID1, TAI1, 

adr1)

7.S1:MME CONFIGURATION 

TRANSFER

(HeNB ID3, TAI3, eNB ID1, TAI1, 

adr2)

3.S1:eNB CONFIGURATION 

TRANSFER

(eNB ID1, TAI1,HeNB ID3, TAI3)

4.S1:MME CONFIGURATION 

TRANSFER

(eNBID1, TAI1, HeNB ID3, TAI3)

1. HeNB3detects a cell served by eNB1, and got 

respective E-CGI1.HeNB2decidesto initiate the TNL 

Address Discovery procedure to get the X2 information

MME

HeNB4

(adr 4)

12. HeNB4detects cell served by 

eNB1, and got respective E-CGI1.

HeNB4decidesto initiate the TNL 

Address Discovery procedure to get 

the X2 information

8.X2: X2 SETUP REQUEST

(HeNB ID3, E-CGI3, Nbr: eNB1's 

cells)

9: X2: X2 SETUP REQUEST (eNB ID2, E-CGI3)

10: X2: X2 SETUP RESPONSE (eNB ID1, E-CGI1 ff)

11.X2: X2 SETUP RESPONSE

(eNB ID1, E-CGI1 ff)

13.S1:eNB CONFIGURATION TRANSFER

(eNB ID1, TAI1, HeNB ID4, TAI4)

15.S1:MME CONFIGURATION TRANSFER

(HeNB ID4, TAI4, eNB ID1, TAI1, adr2)

14. HeNBGW has already X2 connectivity data from 

eNB1 and responds back to HeNB4 accordingly.

16.X2: X2 SETUP REQUEST (HeNB ID4, E-CGI4, Nbr: eNB1's cells)

17: X2: X2 CONFIGURATION UPDATE REQUEST (to add: E-CGI4)

18: X2: X2 CONFIGURATION UPDATE RESPONSE ()

19.X2: X2 SETUP RESPONSE (eNB ID1, E-CGI1 ff)

 Figure 5 – X2 setup 

· How can HeNB determine whether X2 HO can be used towards an eNB?

This can be similar to relay. The HeNB can initiate the X2 HO when the GUMMEI is supported in target eNB, and there is X2 between the eNB and HeNB-GW.
· How can eNB determine whether X2 HO can be used towards a HeNB?

The eNB only have one X2 with the HeNB-GW. The eNB treat those HeNBs connecting to the HeNB-GW as the HeNB-GW’s serving cells. The eNB can initiate the X2 HO when the GUMMEI is supported in HeNB, and there is X2 between HeNB-GW and HeNB. 
4   Conclusion and Proposals
In this contribution, we analyses the various scenarios for enhanced eNB-HeNB mobility, and possible solutions to use HeNB-GW as X2-proxy. Our proposals are:
Proposal 1: The X2 based handovers between the HeNB and eNB directly connected to the same MME should be supported in order to reduce mobility signalling in MME as compared to HO via S1.  

Proposal 2: Support of a deployment variant of X2 connectivity between a macro and femto node, where the femto node is HeNB-GW connected but direct X2 connectivity is used, should be carefully examined during work on the SI.

Proposal 3:  In case of dense Open/hybrid access HeNB deployments within macro cell coverage, the X2 based HOs will reduce the signalling load in MME. The HeNB GW can as X2 proxy can reduce the required number of X2 connections towards HeNBs in eNB.  

Proposal 4: A multi-HeNB-GW scenario for femto-macro X2 connectivity via X2 proxy functions shall NOT be supported, as it is not necessary. 
Proposal 5: Need to consider reusing the inter-CSG solution for eNB-hybrid HeNB mobility enhancement. 

Proposal 6: Includes Section 2 and 3 in the TR 37.803. 
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12. HeNB4 detects cell served by eNB1, and got respective E-CGI1. HeNB4 decides to initiate the TNL Address Discovery procedure to get the X2 information
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14. HeNB GW has already X2 connectivity data from eNB1 and responds back to HeNB4 accordingly.
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