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1. Introduction
In RAN3#69bis meeting, it is agreed that Mobility between two HeNBs may be supported via X2 handover if both are directly connected to the same MME or the same HeNB GW and only in the following use cases:

· Between two open access HeNBs;

· Between two closed/hybrid HeNBs only if they have the same CSG ID 
· From closed/hybrid HeNB to open access HeNB;
As discussed, if X2 handover is supported between two closed/hybrid HeNBs, we have to ensure that they have the same CSG ID. This document analyse how we should confirm this situation. 

2. Discussion
There are mainly three methods to let HeNB know the CSG ID of its neighbor HeNBs.
· O&M

This requires huge efforts due to the quantity of HeNB, and if HeNB’s location is changed, more configuration is needed. Obviously it’s not a good choice.
· ANR

According to ANR function in LTE, HeNB can get enough information(E-CGI, PCI, Freq, CSG ID) for its neighbour HeNBs. So if HeNB will not initiate a X2 setup procedure unless the target has the same CSG ID.

However, we have to consider one important issue:

Could the CSG ID provided by UE be trusted by network? Lack of checking the validation of CSG ID in network will bring the following problem: When required by HeNB to report the target cell’s information(through ANR), the illegal UEs may provide correct E-CGI but fake CSG ID, which leads HeNB initiate a X2 setup procedure to corresponding HeNB, but in fact, they have different CSG IDs.If the problem comes up, it will cause serious problem, and the possibility of UE reporting fake CSG ID has been considered in R9. So it’s recommended that this issue should also be concerned in R10.
· Backhaul

We can use X2 setup procedure to indicate the CSG ID of the source HeNB, so the target can decide whether  accept it or not according to the restrictions. Though this solution has to do some modification on the specification, adding CSG ID in X2 setup request message will not take too much effort. Most important, it provides the validation from the network aspect, and keeps the procedure under the control of operator. Meanwhile, if the CSG ID changes, HeNB should inform its neighbours through eNB CONFIGURATION UPDATE message
3. Conclusion
Though above analyse, it is proposed to take the backhaul solution:
Proposal 1: It is proposed to consider adding CSG ID IE in X2 Setup Request message and eNB CONFIGURATION UPDATE message and agree` the corresponding CR in [1].
4 Reference
[1] 3GPP R3-103242: “Additional information needed in X2 setup procedure”; CATT
PAGE  
1

