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1 Introduction

At the RAN3#69bis meeting, the following agreements upon the X2 based mobility enhancement between HeNBs were agreed [1]:

X2-based HO between HeNBs is allowed if no access control at the MME is needed, i.e. when the handover is between closed/hybrid access HeNBs having the same CSG ID or when the target HeNB is an open access HeNB.
According to the above agreements, the X2-based HO is allowed between a HeNB directly under MME and a HeNB under HeNB GW, as long as no access control at the MME is needed. Such an enhanced mobility feature is reflected by the corresponding X2 connection relationship depicted in Fig. 1.
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Fig.1: Overall E-UTRAN Architecture with deployed HeNB GW. [1]
In this contribution, we focus on the issue that how MME routes the eNB Configuration Transfer message between a HeNB directly under MME (referred to as HeNB A in the sequel) and an HeNB under HeNB GW (referred to as HeNB B in the sequel) during the Automatic Neighbour Relation (ANR) Transport Network Layer (TNL) address discovery procedure. Furthermore, a solution is proposed to solve this issue.

2 Issues in routing of the eNB Configuration Transfer message
A HeNB can reuse the existing ANR mechanism defined in Rel-8/9 for discovering neighbouring HeNBs and then automatically trigger the TNL address discovery procedure for the establishment of X2 connection relationship. Since the HeNB addressing issue is solved by the method proposed in [2], the HeNB can properly derive the eNB-ID or HeNB-ID from the E-UTRAN Cell Global ID (E-CGI) reported by the UE.
Concerning routing the eNB Configuration Transfer message at the MME, there will be two scenarios as described below.

2.1. Routing from HeNB A to HeNB B
If HeNB A finds HeNB B as a detected cell in the ANR measurement report from the UE, HeNB A creates the eNB Configuration Transfer message where the HeNB-ID and Tracking Area Identity (TAI) of HeNB B are included as the Target eNB-ID. The Target eNB-ID will be used to assist the MME in routing the message.
However, in this case an issue would be that the MME is unable to forward this message to HeNB B, which is hidden under the associated HeNB GW. Recall that when HeNB GW is present, it appears to the MME as an eNB [3]. Hence, the MME can only recognise the 20-bit eNB-ID of the HeNB GW instead of the targeted 28-bit HeNB-ID of HeNB B.
2.2. Routing from HeNB B to HeNB A
In the other scenario, HeNB B will include the HeNB-ID and TAI of HeNB A as the Target eNB-ID in the eNB Configuration Transfer message when triggering the TNL address discovery procedure towards HeNB A. In this case, the MME can perform the routing operation without incurring the issue stated in Section 2.1, since it has a direct connection with HeNB A.
3 Proposed solution
There are two possible solutions:
· Relay-like solution
· TAI-based  routing solution
3.1. Relay-like solution

In the current Relay architecture, the RN has the same eNB-ID as its DeNB’s. The MME can route the messages targeting the RN to the RN’s DeNB based on their eNB-ID, while the RN’s DeNB will be responsible for establishing an X2 connection with the source eNB as well as informing the RN about the result thereafter.
However, the HeNB scenario is not the same as in the Relay case, since no X2 proxy functionality is allowed at the HeNB GW in Rel-10. Nonetheless, some part of the Relay concept may be reused to solve the above-mentioned message routing issue, by adding a restriction that the HeNB GW’s 20-bit eNB-ID should be the same as the leftmost 20 bits in the 28-bit HeNB-ID. Furthermore, a slight change in the MME’s behaviour is required, such that when the MME receives an eNB Configuration Transfer message containing a 28-bit Target eNB-ID that does not belong to any HeNB connecting to itself, it will route the message based on the leftmost 20 bits of that Target eNB-ID. As a result, the HeNB GW will receive the MME Configuration Transfer message and can then forward it to the target HeNB.
One drawback of such a Relay-like solution is that extra efforts may be needed for configuring the HeNB’s and associated HeNB GW’s eNB-ID. For instance, the HeNB may be removed and placed in different locations, thus requiring a different eNB-ID when it connects to a different HeNB GW. Another problem is that in such a solution, at most 256 HeNBs can be allowed to connect to one HeNB GW entity, due to the restriction of associating the GW eNB-ID with the HeNB-ID as required by this solution, although the HeNB GW is expected to support a large number of HeNBs [3].
3.2. TAI-based solution

Alternatively, a TAI-based solution may be employed. The TAI-based routing functionality is already enabled in the MME supporting HeNBs [3]:
- Routing of handover messages towards HeNB GWs based on the TAI contained in the handover message.
When the MME receives a Handover Required message containing a 28-bit Target eNB-ID, which does not belong to any HeNB connected to itself, the TAI-based routing can be triggered. Considering that both the eNB Configuration Transfer message and the Handover Required message have the same type of routing information, no extra effort expect for permission is needed for the MME to route the Configuration Transfer message to the HeNB GW.

Comparing the above two solutions, our recommendation is that:
Proposal 1: The MMEs supporting HeNBs shall have the following function: 
- Routing of Configuration Transfer messages towards HeNB GWs based on the TAI contained in the transferred message.
4 Conclusion

Based on the discussions in Section 2 and 3, we suggest that RAN3 agrees on the following proposals:
Proposal 1: When supporting HeNB, the MME shall host the following function: 

- Routing of Configuration Transfer messages towards HeNB GWs based on the TAI contained in the transferred message.
A stage-2 CR is also provided to address the above proposal in [4].
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