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1 Introduction

One problem of R10 MRO enhancements, as defined in [1], is to enable the full functionality of MRO in case of re-establishment attempt in an unprepared cell, which has been discussed in previous meetings ([2], [3]).
In this meeting, the requirement of Enabling MRO in case of re-establishment request in unprepared eNB will be discussed further. In another paper [4] it is shown that enabling UE-originated RLF reporting after RRC connection setup is the best way to deal with the problem of unprepared cell. So in this paper we focus on the additional information which is needed in the RLF report when UE goes through the idle state transaction.
2 Discussion

2.1 The information to be provided

As discussed in [4], the solution agreed for R9 MRO is only suitable for successful RRC re-establishment. The establishment procedure is different from re-establishment because the information provided from the UE is different. Some information that is provided in the RRCConnectionReestablishmentRequest is missing in RRCConnectionRequest, e.g., identification of the last cell that served the UE or the identification of the UE in that cell are missing in RRC fresh setup procedure.

Furthermore, there is no time guarantee concerning the establishment: it may happen much later after the connection failed and in significant distance from the cell that last served the UE (a typical scenario in case of a large coverage hole). In this case, the eNB with successful connection setup may not be the neighbour of the eNB where connection failure happens. Thus the following information is proposed:
· The PCI, E-CGI and the shortMAC-I of the last cell that served the UE before connection failure; 
· The C-RNTI of the UE in the last cell that served the UE before connection failure.

Furthermore, because there is no time guarantee to send RLF INDICATION message, the Tstore_ue_cntxt, which is used to distinguish between too late and wrong cell HOs, may have been expired when the source eNB receives the RLF INDICATION, which definitely leads wrong MRO evaluation. To enable correct evaluation of the situation in a way compatible to the Rel.9 solution, it is proposed that UE records the time interval between the completion of the last HO (i.e. the HO to the cell that the connection later failed) if HO happened before, and the time point UE initialises the first re-connection attempt. The interval may not be available because there maybe no HO happens before. But once the interval is available, it should be sent together with the rest of RLF report.

· Time interval (1) between last HO and first re-connection attempt (Optional, there may be no HO happens before)

· Timer start: UE sends RRCConnectionReconfigurationComplete;

· Timer stop: RRC re-establishment attempt: RRCConnectionReestablishmentRequest; or

· Timer stop: first RRC establishment attempt: RRCConnectionRequest;
eNB receiving the above time interval (1) will compare with a time value (corresponding to the Tstore_ue_cntxt in Rel.9) to evaluate the causes of MRO: if there is no such time interval or the time interval is greater than the time value, it is Too Late HO; else if the time interval is smaller than the time value, it is Too Early HO or HO to wrong cell. 
It is also important to note that there are two possible scenarios after connection failure: 1). If AS security is active upon connection failure, UE will try RRC re-establishment immediately. If RRC re-establishment fails, UE will go to IDLE and may choose a different cell to do RRC connection setup later; 2). If AS security has been deactivated upon connection failure, UE will go to IDLE, but it will try cell reselection at the same time, if suitable cell is found it will do RRC connection setup..If connection setup fails, UE will go to IDLE again and may choose another cell to do RRC connection setup later. In a word, the info of the first eNB to which UE does RRC re-establishment/RRC connection setup is very important to get the correct MRO evaluation (Too Early HO/HO to wrong cell). So the following info is also proposed:

· PCI and E-CGI of the cell that the first re-establishment/connection setup attempt after connection failure
Summarising the above analysis, the RLF report provided from the UE should contain following information:

· Already defined data, i.e. set of measurements made before connection failure;

· The PCI, E-CGI and the shortMAC-I of the last cell that served the UE before connection failure;

· PCI and E-CGI of the cell that the first re-establishment/connection setup attempt after connection failure

· The C-RNTI of the UE in the last cell that served the UE before connection failure.
· Time elapsed between last HO and the first re-connection attempt;

Proposal 1: RAN3 shall agree to request RAN2 to add the information proposed above to the RLF report and to ask RAN2 to decide on the technical details of the solution.
2.2 Enhancements
In case of 2) mentioned above, but also in case of coverage hole, it is hard to predict the UE’s behaviour after it goes to IDLE, i.e., UE may do RRC connection setup very late. Although the info of eNB with first connection attempt can be obtained, the wrong MRO evaluation may still be obtained, so a second timer interval may be useful for CCO evaluation
· Time interval (2) between connection failure and the final successful RRC connection setup

· Timer start: UE detects connection failure;

· Timer stop: successful RRC setup: RRCConnectionSetupComplete;
This directly informs how much time the UE passed while in idle mode and if the RSRP/RSRQ measurements are still valid. The information may also be used for coverage optimisation purposes, to assess the size of possible coverage hole, if users trajectory is known (e.g. when the coverage hole is over train tracks or a highway). According to the R9 MRO solution, the RLF report is forwarded to the peer eNB in the RLF INDICATION message, so this timer information can be used at the source cell, too. The list from the above chapter may therefore be extended with one more item:

· Time elapsed between the connection failure and successful connection setup;

Proposal 2: RAN3 shall agree to request RAN2 to consider importance of the second timer and if it is found relevant, to enable its reporting, too.
3 Summary

In the paper the problem of supporting MRO in case of re-establishment in unprepared cell is further analysed. RAN3 shall discuss what information is needed for MRO in this case for correct MRO evaluation. This is enclosed in the two proposals listed above:

1. RAN3 shall agree to request RAN2 to add the information proposed above to the RLF report and to ask RAN2 to decide on the technical details of the solution.
2. RAN3 shall agree to request RAN2 to consider importance of the second timer and if it is found relevant, to enable its reporting, too.
Once this information is defined, it should be included in the LS to RAN2 so that necessary support from the UE is enabled. Draft of the LS is presented for acceptance in [5].
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