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1. Introduction
This document analyzes each HeNB mobility enhancement case and clarifies the prioritization of HeNB mobility enhancement cases for the way forward.
2. Discussion
In the last RAN3 meeting, it was agreed that X2 based mobility may be defined between eNBs/HeNBs and HeNBs in the following three cases:

•
Between eNB and open access HeNB
•
Between two open access HeNBs 

•
Between two closed access HeNBs only if they have the same CSG ID

However there are other HeNB mobility enhancement cases which can be possibly discussed. Therefore we analyze each HeNB mobility enhancement case in the viewpoint of deployment scenario and access control procedure, and propose the prioritization for the way forward.
2.1 Mobility between HeNBs
Whole cases of mobility between HeNBs are shown in the following table.
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Table 1: The cases of mobility between HeNBs
The following two cases were agreed in the last RAN3 meeting to be treated first.

•
Between two open access HeNBs 

•
Between two closed HeNBs only if they have the same CSG ID
In this paper, we analyse the remaining cases as follows:
•
Between two hybrid access HeNBs [2.1.1]
•
Between closed access HeNB and hybrid access HeNB [2.1.2]
•
Between closed/hybrid access HeNB and open access HeNB [2.1.3]
2.1.1 Mobility between two hybrid access HeNBs   *with the same CSG ID
	Deployment scenario
	It is clear.

	Access control procedure
	It is needed to implement to HeNB and update X2.


For enterprise deployment scenario, deploying multiple hybrid access HeNBs with the same CSG ID is considered. Therefore this deployment scenario is clear.
On the other hand, not only authorized UE but also unauthorized UE can use hybrid access HeNB with priority control, In consequence, access control procedure is needed for this handover. In the presence, the principle of access control is that CN provides its function. If we ignore this existing principle and implement HeNB access control function in order to omit CN access control, there is one possible solution implementing HeNB access control function as follows.
1. Source HeNB checks whether target HeNB is hybrid access and has same CSG ID.
2-1. If target HeNB is hybrid access and has same CSG ID, HeNB decides to omit CN access control, put X2 handover into operation and report the UE’s membership status to target HeNB via X2-IF.
2-2. If target HeNB doesn’t have same CSG ID, HeNB decides to put S1 handover into operation for CN access control.
However,to realize this possible solution, source HeNB needs the method to know whether target HeNB is hybrid access or not, and also report the UE’s membership status to target HeNB via X2-IF. After all these mean HeNB access control function and stage3 impact on X2 are needed.
It is proposed that HeNB mobility enhancement without X2 impact should be treated first, and the solution which needs additional X2 update should be treated next.

2.1.2 Mobility between closed and hybrid access HeNB   *with the same CSG ID
	Deployment scenario
	It is unclear.

	Access control procedure
	It is needed to implement to HeNB.


The deployment scenario of deploying multiple closed access HeNB and hybrid access HeNB together with the same CSG ID is unclear. Therefore the use case should be clarified first to treat this case.
Moreover “mobility from hybrid access HeNB to close access HeNB” needs HeNB access control function in order to omit CN access control as described in 2.1.1.
It is proposed that deployment scenario needs to be clarified first for this case.
2.1.3 Mobility between closed/hybrid access HeNB and open access HeNB
	Deployment scenarios
	It is unclear and inefficient.

	Access control procedure
	It is needed to use CN access control.


The deployment scenario of deploying multiple closed/hybrid access HeNB and open access HeNB together is unclear. Therefore the use case should be clarified first to treat this case.
Moreover “mobility from closed/hybrid access HeNB to open access HeNB” can be applicable X2-based handover without access control procedure, on the other hand “mobility from open access HeNB to closed/hybrid access HeNB” always needs CN access control procedure, in other words it is natural to use S1 handover. Therefore even if X2-IF is set between HeNB and eNB, X2-handover is applicable for only one way, from closed/hybrid access HeNB to open access HeNB. In other words this is inefficient considering limitation of X2 SCTP connection capacity.
It is proposed that deployment scenario needs to be clarified first for this case.

Proposal for mobility between HeNBs:
· “Mobility between two hybrid access HeNBs” which needs new HeNB access control function and X2 update should be treated as second priority.
· “Mobility between closed access HeNB and hybrid access HeNB” and “Mobility between closed/hybrid access HeNB and open access HeNB” need to clarify the deployment scenario first, otherwise these should not be treated.
· Therefore “Mobility between two open access HeNBs” and “Mobility between two closed HeNBs with the same CSG ID” should be treated as first priority.
2.2 Mobility between HeNB and eNB
Whole cases of mobility between HeNB and eNB are shown in the following table.
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Table 2: The cases of mobility between HeNB and eNB
The following case which requirements and deployment scenarios were noted [1] was agreed in the last RAN3 meeting to be treated first.

•
Between open access eNB and open access HeNB
In this paper, we analyse the remaining cases as follows:

•
Between open access eNB and closed/hybrid access HeNBs [2.2.1]
•
Between closed/hybrid access eNB and open/closed/hybrid access HeNB [2.2.2]
2.2.1 Mobility between open access eNB and closed/hybrid access HeNBs
	Deployment scenarios
	It is inefficient and out of WID scope.

	Access control procedure
	It is needed to use CN access control.


The deployment scenario of deploying closed/hybrid access HeNB inside open access eNB is clear.
Next “mobility from closed/hybrid access HeNB to open access eNB” can be applicable X2-based handover without access control procedure, however “mobility from open access eNB to closed/hybrid access HeNB” always needs CN access control procedure. Therefore even if X2-IF is set between eNB and HeNB, X2-handover is applicable for only one way, from closed/hybrid access HeNB to open access eNB. In other words this is inefficient considering limitation of X2 SCTP connection capacity. Moreover this case is out of WID scope [2].
It is proposed not to treat this case because of out of WID scope.
2.2.2 Mobility between closed/hybrid access eNB and HeNB
	Deployment scenarios
	It is unclear and out of WID scope.


The deployment scenario of deploying closed/hybrid access eNB and HeNB together is unclear. Moreover this case is out of WID scope [2].
It is proposed not to treat this case because of out of WID scope.
Proposal for mobility between HeNB and eNB:

· “Mobility between open access eNB and closed/hybrid access HeNB” and “Mobility between closed/hybrid access eNB and HeNB” should not be treated because of out of WID scope.
· “Mobility between open access eNB and open access HeNB” should be treated as first priority.
3. Summary and proposal
Summary:

· The cases which are out of WID scope or which deployment scenario is unclear should not be treated.

· The case which needs new HeNB access control function and X2 update should be treated as second priority.
· The cases which deployment scenario is clear and utilize existing X2 should be treated as first priority.
Therefore it is proposed that the following three cases should be treated as first priority,

•
X2 based mobility between eNB and open access HeNB
•
X2 based mobility between two open access HeNBs 

•
X2 based mobility between two closed access HeNBs only if they have the same CSG ID
and the following case should be treated as second priority.

•
X2 based mobility between two hybrid access HeNBs only if they have the same CSG ID
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