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1 Introduction
In last RAN3 meeting, two step attach procedure has been presented and provided in [1], and this document will be the baseline for further discussion in this meeting. And in this contribution, one issue in this procedure is discussed, and three candidate solutions are provided.
2 Discussion
In the description of two step attach procedures of RN, the RN is assumed to attach to the E-UTRAN/EPC as UE at power-up and retrieve initial configuration parameters from RN OAM for pre-configuration parameters, e.g. the list of DeNBs supporting RN. However, if the RN attaches the E-UTRAN/EPC as normal UE, those entities allow RN to access might not support RN at all, e.g. eNB/MME belonging to Rel-8/9, how does the RN access to its OAM and retrieve its parameters. Because the OAM system of operators should be separated in order to be protected from the malicious attack, therefore, normal UEs have no chance to access this system.

In order to solve this problem, there are three candidate solutions on the table:

(1) Update the architecture of core network for relay, and deploy a security gateway before the RN specific OAM system;
In this case, the architecture of core network should be modified for pre-configuration of RN. The architecture is similar to HeNB, and indicated in Figure 1.
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Figure 1. RN OAM architecture 1 for pre-configuration
For this solution, the RN could access the network if it passes the authentication of security gateway. Because the RN attaches the network as normal UE in the first step, and access part of the operator’s OAM system, it seems those part of OAM system are open to the normal UEs. Furthermore, the architecture of SA should be modified for this implementation and the interface X should be specified.
(2) Connect the RN specific OAM after the SGW/PGW, and rely on application layer authentication for relay verification;

In this case, the architecture of core network will not be changed. Operators could only connect the RN’s OAM to the SGW/PGW, as indicated in Figure2.


[image: image2.emf]Relay-UE’s 

SGW/PGW

S

1

1

 

(

R

e

l

a

y

)

S1-U

(Relay)

Relay-UE’s

MME

Donor-eNB

function

E-UTRA-

Un

(Relay)

S

1-MM

E

(R

elay)

UE eNB

Relay

Relay Network Elements

IP

RN OAM


Figure 2. RN OAM architecture 2 for pre-configuration

In this solution, OAM relies on application layer authentication mechanism to verify the identity of relay, the RN’s OAM system is open, and each UE accidentally tries to access the OAM should be verified. And this solution leaves much homework for operator to do if the RN is deployed.

(3) Re-consider the pre-configuration agreement in RAN2, and choose another way.

If the above two solutions are not agreed, we think we’d better to revisit the agreement of pre-configuration, and choose a much more direct and better way to attach the RN to the network.

We prefer not to push this issue towards SA, because there may be a big impact on architecture. Anyway, we have the proposal as follows:
Proposal 1: If solution 1 or 2 is selected, corresponding LS should be sent to SA2/SA3/SA5 to see whether there is a risk for OAM system


Proposal 2: If solution 3 is selected, corresponding LS should be sent to RAN2 with the suggestion of RAN3.

3 Conclusion
In this contribution, the open issue about RN attach in RAN3 has been deeply addressed and our proposals are as follows:
Proposal 1: If solution 1 or 2 is selected, corresponding LS should be sent to SA2/SA3/SA5 to see whether there is a risk for OAM system


Proposal 2: If solution 3 is selected, corresponding LS should be sent to RAN2 with the suggestion of RAN3.
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