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1   Introduction
In RAN3 Beijing meeting, it was agreed that the option to terminate the S1 Handover at the HeNB GW is excluded from HeNB-to-HeNB mobility scenario. As a result, only X2 based handover procedure and the enhancement are left open to discussion. One possible enhancement is to terminate the X2 handover procedure at HeNB GW which is expected to eliminate the signalling impact on the core network. 
This discussion paper analyses the issues to introduce the termination of X2 handover at HeNB GW, it is focusing on UP aspects.
2   Discussion

The X2 based handover procedure is shown in the Annex [1]. In step12, after the UE connected to Target node, the Target node will send a "Path switch request" to the MME. 
In case of X2 terminated in the HGW:
· If the HeNBs are not directly connecting to MME, and according to present mechanism, the target eNB firstly send a "Path switch request" to the HeNB GW and HeNB GW forwards the "Path switch request" message to the MME.
·  The enhancement terminating X2 handover procedure at HeNB GW means HeNB GW avoid forwarding "Path switch request" message to MME. 
As a result the CN will not perceive UE's mobility between HeNBs and consequently signaling impact on the CN is saved. This is the main benefit, but the following point are unclear…
According to present mechanism, the "Path switch request" message and "Path switch response" message standardized in TS 36.413 [2] may assist the special handling at eNB, MME and SGW, which including

-
Security Key Update

-
Switch the DL tunnel end point
-
Trigger end marker 

-
Trigger SGW relocation

-
UE security capability check
All theses aspects are analysed below.
2.1   Security Key Update
"Path switch response" is used to carry the updated the security key set of NCC and NH. The NH will be used to deduce the KeNB* used at the target eNB. The target eNB may trigger an intra-cell handover procedure to update the security key according to the updated NCC and NH which are received in the "Path switch response" message from MME.
It is still open in this scenario if change Key is needed and how to manage it without CN involvement?
2.2   Switch the DL tunnel end point
"Path switch request" message is used to help SGW to switch the DL tunnel end point from source side to the target side. If User plane of both source HeNB and target HeNB connect through the same HeNB GW to SGW, this procedure may be clear; The HeNB GW should act as a proxy and manipulated the TEID. 

In case of any other configuration, e.g if User plane of source HeNB and target HeNB connect directly to SGW, or there is a local breakout (LIPA) this procedure is complex … and not clear…
2.3   Trigger end marker
To help the target eNB to identify the last packet from DL data forwarding tunnel, the SGW will add the "end marker" to the last DL packet before switching the DL tunnel end point from source side to the target side. If User plane of both source HeNB and target HeNB connect through the same HeNB GW to SGW, the HeNB GW may be enhanced to generate the end marker. 
In case of any other configuration, e.g if User plane of source HeNB and target HeNB connect directly to SGW, or there is a local breakout (LIPA) this procedure is complex … and not clear…
2.4   Trigger SGW relocation
As defined in TS 23.401[3], if the source eNB and target eNB belong to different SGW serving area, the MME will trigger the SGW relocation procedure after the "path switch request" is received. The HeNB GW be should able to determine whether the X2 handover procedure from source HeNB to the target HeNB need to involve SGW relocation procedure … It is question if in this case the HeNB GW is allowed to terminate "path switch request" message. 
2.5   UE security capability check
In order to guarantee the UE security capability received from source eNB during X2 handover preparation stage is intact, the target eNB will send the UE security capability to the MME in the "path switch request" message. The MME check the integrity of UE security capability by comparing the UE security capability received from target eNB with the UE security capability stored in UE's context. The HeNB GW should be able to check the integrity of UE security capability if "path switch request" message is terminated at HeNB GW.
3   Conclusion
In this contribution, we analyze the comprehensive some impact on present X2 handover procedure by terminating X2 handover procedure at HeNB GW.
We kindly ask RAN3 to discuss the above issues, and clarify the feasibility of the solution before to take any decision,
4   Annex
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Figure1 X2 handover procedure
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