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1. Introduction
In RAN3#66 meeting, it was agreed that if CSG ID validation failed when handover to CSG cell, the target HeNB should not allow the UE to access and inform the source about the reason of handover failure. However, for the case that the target HeNB is operated in hybrid mode, there is no conclusion if the target should permit the UE to access or reject the HO request. This contribution discusses the scenario of CSG id validation failure and gives the corresponding proposal.
2. Discussion
In RAN WG2#68 meeting, RAN2 has agreed to add CSG id reporting to ANR. So when source eNB reports target CSG id to MME in case of inbound mobility, it has two possibilities:
1) Source eNB has the NRT of target cell, it drives the CSG id of target cell from ANR information.
2) Source eNB does not have the NRT of target cell and it requests UE to report the CSG ID information. Then it will keep the NRT of the target cell.
2.1 Source eNB has the NRT of target cell
For the first scenario, if CSG ID of the target cell changed and source eNB still keeps the old CSG ID of target cell, CSG ID validation failure will happen. It may have the following possibilities.
a) Both the new CSG ID and the old CSG ID are in the allowed CSG list of UE.

b) Neither the new CSG ID nor the old CSG ID is in the allowed CSG list of UE.

c) The new CSG ID is in the allowed CSG list of UE and the old one is not in the allowed CSG list of UE.
d) The old CSG ID is in the allowed CSG list of UE and the new one is not in the allowed CSG list of UE.
The target HeNB could not differentiate the four scenarios and it could not deduce whether its new CSG ID is in the allowed CSG list of UE just from the CSG membership status judged by MME with old CSG ID. It has been indicated in SA1 that HeNB may set different criteria for access control in a hybrid cell for CSG and non-CSG members. However, target cell has no idea that the UE is a CSG member or a non-CSG member and could not perform different Qos control in this case. 
Besides, if handover procedure is still successfully performed when CSG id validation failed, the source could not know that the NRT information of target cell need to be updated and still keep the wrong CSG ID of target cell.
2.2 Source eNB does not have the NRT of target cell
For the second scenario, if the UE is a rogue UE and it wants to access the target hybrid cell illegally as a CSG-member, it will report a false CSG ID which is in the allowed CSG list of the UE. Source eNB will keep the NRT of the target cell and report the CSG ID to MME. In this case, when CSG ID validation fails at the target, the most possible reason is that the UE is a rogue UE. Since the UE is unlawful, the target should not provide service to it and it should inform the source eNB of the handover failure with proper cause value, then the source could update the NRT of the target to avoid providing wrong CSG ID to the MME subsequently.
3. Conclusion
It is proposed to take above discussion into account and approve the following proposals.
Proposal 1: When CSG ID validation fails in case of handover to hybrid CSG cell, the target HeNB should not allow the UE to access.
Proposal 2: It is proposed to agree the corresponding CR in [4].
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