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1 Introduction 

Access control for inbound mobility to CSG cells for Ue-s in RRC CONNECTED mode has been discussed in several occasions with multiple possible options. An agreement was reached at RAN3#65-bis that 
a) the source R9 (H)eNB provides CSG-ID in the HO Required message;

b) the MME performs the access control; and 
c) the target HeNB performs the check if the CSG ID reported by the UE is the CSG ID of the target cell.
This agreement was based on the assumption that the UE would report the CSG ID of the target cell as part of the regular mobility measurement report.
However, when RAN2 discussed the issue of the CSG ID reporting as part of the regular mobility measurement report based on the LS from RAN3, see [4], RAN2 strongly preferred to minimise the overhead of the measurement report and suggested that the Ue would only report membership status only. The respective response is provided in reply LS [3].
Considering the above, network based solution should be defined.
2 Discussion and analysis
Three principle alternatives for network based final access control presented so far are analysed in the following sub-chapters.
2.1 Option 1

Every HeNB provides CSG ID of every CSG cell to the MME even in case of the deployment with HeNB GW and the target MME would perform the access control. 

The main benefit of this solution is that the access control could be performed before resource allocation in the target HeNB in case the initial access control was incorrectly successful.
This solution introduces the following problems:

a) the HeNB GW is made largely a redundant node as it makes every HeNB and HeNB cell visible to the MME, while the purpose of the HeNB GW is to hide HeNBs and HeNB cells from the MMEs;

b) the HeNB-s would be limited to single cell;

c) the final access control would have to be moved from source MME to target MME.

2.2 Option 2

The target HeNB sends the membership check request to the source MME before proceeding with the handover.
Similarly to option 1, the main benefit of this solution is that the access control could be performed before resource allocation in the target HeNB in case the initial access control was incorrectly successful. Implementation specific optimisations could be introduced for HeNBs with high intensity of inbound handovers where the MME has temporarily cached HeNB context containing the CSG ID of the target cell. The solution would also be usable if inter HeNB mobility via X2 is introduced in later releases.
This solution introduces the following problems:

a) if there is no cached HeNB context in the MME, this is the normal case for most HeNBs, the handover is delayed as the target HeNB has to request the serving MME to perform the membership check of the UE;

b) new S1AP procedure has to be introduced for the membership check;

c) new GTP-C procedure for S10 interface has to be introduced to forward the membership check from the target MME to the source MME.
2.3 Option 3

The source MME performs that access control upon reception of the Handover Request Acknowledge message if the MME does not have the CSG ID of the target cell. 

The main benefit of this solution is that it does not have the disadvantages of Option 1 and Option 2. Implementation specific optimisations could be introduced for HeNBs with high intensity of inbound handovers where the MME has temporarily cached HeNB context containing the CSG ID of the target cell, i.e. avoiding resource allocation in the target HeNB in case the final access control fails.  The solution would also be usable if inter HeNB mobility via X2 is introduced in later releases.
The drawbacks of this solution are

a) resources are allocated by the target HeNB even in case the final access control fails;
b) the source MME should trigger the resource release in the target MME and target HeNB in case the final access control fails.

3 Conclusion and proposal
Considering that 

a) vast majority of the UEs behave well, i.e. perform initial access control correctly and

b) it is very infrequent that the CSG ID lists in the MME and the UE are out of synch at the time of the handover,

Option 3 is the most beneficial and simplest way to perform the final access control.

Therefore we have the following proposals

Based on the discussion above, we 
· Proposal 1: The source MME performs the final access control when the CSG ID of the target cell is available to the source MME.
· Proposal 2: The target RAN node shall provide the CSG ID of the target cell to MME in Handover Request Ack in case the target cell is operating in closed mode.
· Proposal 3: Send an LS to SA2 and RAN2 that describes agreement in RAN3 based on proposals 1 and 2.
Respective CR on 36.413 and draft LS to SA2 can be wound in [1] and [2] respectively.
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