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1 Introduction

During RAN3#65 Access Control for CSG inbound mobility was discussed at length.  However, it was pointed out by some companies that not all the issues concerning the Access Control solutions available were treated during the meeting.  This paper tries to explain the advantages of Access Control for inbound CSG mobility when the CSG ID of the target cell is provided by the UE.

2 Discussion

The current RAN2 agreements on inbound CSG mobility captured in R2-095356 (for 3G) and R2-095342 (for LTE) state that before any handover/relocation procedure is started the UE decodes the relevant system information from the target cell and reports them to the serving RAN.  The UE will have to perform a preliminary access check on the target cell in order to ensure whether the target cell is accessible or not.  In order to do so the UE will have to retrieve the CSG ID of the target cell, namely such parameter is available at the UE at the time of measurement report generation.  It is considered to be feasible for the UE to report the CSG ID as part of the measurement report to the serving RAN as explained in R2-095522.
With the assumption described above, the solution proposed in this document is summarised below.  Figure 1 shows the instance where the HO procedure is successful, namely the UE is admitted in the target cell.
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Figure 1: Proposed Access Control Solution for CSG Inbound Mobility
1. The measurement report generated by the UE for CSG inbound mobility includes the CSG ID of the target cell in addition to already agreed target IDs for LTE or UMTS. The exact message to deliver the target IDs and CSG ID is FFS in RAN2.

2. The HO/RELOCATION required message includes the CSG ID of the Target CSG cell

3. On the basis of the received target CSG ID the EPC/CN performs access control.  If the Access Control is successful a HO/RELOCATION REQUEST to the target is generated.  Otherwise a HO/RELOCATION PREPARATION FAILURE is sent to the source.


4. The EPC/CN generates an HO/RELOCATION REQUEST including the Target CSG ID reported by the UE


5. The target base station validates the correctness of the CSG ID reported by the UE.  Namely, if the UE reported CSG ID is equal to the CSG ID broadcast by the target cell the validation is successful.  Otherwise the validation fails and an HO/RELOCATION failure is generated. 


6. If the validation is successful an HO/RELOCATION ACK if sent to the EPC/CN


7. The EPC/CN sends a HO/RELOCATION COMMAND to the serving base station


8. The HO/RELOCATION procedures continue as per standardised signalling flow

An alternative solution to the one described above has been presented during the RAN#65 meeting, where the CSG ID of the target cell is provided by the target base station upon reception of the HO/RELOCATION REQUEST.  The following sections compare the behaviour of the proposed solution and of its alternative in a number of relevant scenarios.
3 Relevant Scenarios for Access Control Solutions Comparison

3.1 Mobility to non-Allowed CSG Cells
This scenario could either be due to an expired UE Allowed CSG List (hence the UE accesses a CSG cell that it thinks is allowed) or it could be due to a UE deliberately accessing a cell that is not allowed.  Figure 2 shows the scenario where the proposed solution is applied.  Figure 3 shows the scenario where the alternative solution is applied.
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Figure 2. HO/RELOCATION failure scenario in cases where of CSG ID is provided by the UE
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Figure 3. HO/RELOCATION failure scenario in cases where of CSG ID is provided by the target base station

In Figure 3 the message sequences in red highlight the drawbacks of the solution where the CSG ID is provided by the target base station.  
The first drawback is that the HO/RELOCATION signalling needs to be propagated all the way to the target and back to the EPC/CN even in case of access control failure.  Figure 2 shows how in such case the HO/RELOCATION signalling is interrupted at the EPC/CN, where a HO/RELOCATION PREPARATION FAILURE is generated.  
The second drawback is the allocation of resources in the target cell even for cases of UEs not allowed to access that cell.

The third drawback is the need of an additional procedure for de-allocation of resources allocated for UEs not allowed in the CSG.
3.2 Inter MME/MSC/SGSN Mobility to non-Allowed CSG cells

This scenario could either be due to an expired UE Allowed CSG List (hence the UE accesses a CSG cell that it thinks is allowed) or it could be due to a UE deliberately accessing a cell that is not allowed.  The difference with the scenario in section 3.1 is that the HO/RELOCATION procedure requires a change of MME/MSC/SGSN.
As stated in S2-096103 the following agreement was taken in SA2:

“SA2’s understanding is that the source MME is the appropriate place to perform the CSG access control during the inbound handover if MME is relocated”.  

With the above agreement in mind Figure 4 and Figure 5 explain the procedures for HO/RELOCATION to a non-Allowed CSG cell involving MME relocation.  It is believed that equivalent procedures will be needed in case of for MSC/SGSN relocation.
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Figure 4. Inter MME/MSC/SGSN HO/RELOCATION failure scenario in the cases of CSG ID is provided by the UE
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Figure 5: Inter MME/MSC/SGSN HO/RELOCATION procedures to a non-Allowed CSG cell in the case of target CSG ID provided by the target base station
As in section 3.1 Figure 5 shows the drawbacks of providing the CSG ID from the target base station.  
In addition to the drawbacks already mentioned in section 3.1 the extra disadvantage in this case is the need of an additional procedure for de-allocation of resources at the target RAN over the S10 (MME to MME) interface and the Gn (MME to SGSN and SGSN to SGSN) interface. 

3.3 Mobility to Hybrid Cells

This scenario describes the procedures for UE handover/relocation to a hybrid cell with and without the case of MME/MSC/SGSN relocation.  In these cases, just like already agreed for UE access to hybrid cells, the access mode of the target hybrid cell will have to be sent to the EPC/CN and the UE membership status to the CSG part of the hybrid cell will have to be sent from the EPC/CN to the base station supporting the hybrid cell in order to allow for UE prioritisation. 

As in the previous section, Figure 6 shows the scenario where the proposed solution is used, while Figure 7 shows the scenario where the alternative solution is used. 
Note: the signalling charts include a target MME/MSC/SGSN in order to show the procedures needed in case of MME/MSC/SGSN relocation. 
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Figure 6. HO/RELOCATION to a hybrid cell in case of target CSG ID provided by the UE
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Figure 7. HO/RELOCATION to a hybrid cell in case of target CSG ID provided by the UE

The common aspects of the two procedures shown in Figure 6 and Figure 7 are the indication of the hybrid cell type to the EPC/CN and the notification of the UE Membership Status from the EPC/CN to the target RAN
.  However, while the proposed solution allows for such information exchange within existing HO/RELOCATION messages the alternative solution incurs in some drawbacks highlighted in red in Figure 7.

The first drawback is the impossibility of prioritising the UE at the time of resource allocation. In cases of saturated hybrid cells a CSG-member UE might be rejected from the cell despite it shall be granted access.

The second drawback is the need of an additional procedure for transmission of the UE Membership Status.  Due to the decision made by SA2 in S2-096103 this procedure will be needed both on the interface between the target MME and the target RAN (Iu/S1) and on the interface between the serving MME/MSC/SGSN and target MME/MSC/SGSN. Only after this information is sent to the target base station the UE will be prioritised based on its membership status.
Finally, the late prioritisation due to late reception of the Membership Status might cause QoS discontinuities (e.g. if a UE was by default admitted under a certain QCI and if the QCI was changed after the Membership Status was received).   

4 Conclusions

This paper addresses the request presented during RAN3#65 for explaining the advantages of the access control solution based on CSG ID reporting by the UE.

The paper presents some of the scenarios where the difference in performance and the impact on the specifications/equipment caused by the choice of an access control solution is clearly noticeable. 

From the scenarios described above it can be deduced that the access control solution based on UE reporting of the CSG ID is:

1. Robust: due to the presence of CSG ID validation at the target base station on top of access control at the MME

2. Performing: due to the reduction in signalling propagation, avoidance of unnecessary resource allocation and possibility for timely UE prioritisation in target hybrid cell


3. Easy to implement: due to the much reduced impact on standardisation work in Rel9 and on the S1, Iu, S10 and Gn interface procedures  

It is therefore proposed to agree to the following proposal:

Proposal: The access control solution for mobility to CSG/hybrid cells shall be based on reporting of the target CSG ID from the serving RAN to the core network and consequently to the target RAN via existing HO/RELOCATION messages.   
It is also proposed to agree to the Stage 2 and Stage 3 CRs in R3-092526, R3-092527, R3-092528 and R3-092529. 








































� In case of Figure 4 the serving RAN can be preconfigured with a range of PCI/PSC purely used for hybrid cells in order to identify target hybrid cells and include the hybrid access mode indicator in the HO/RELOCATION REQUIRED. RAN2 has already agreed about the fact that the RAN is aware of the hybrid PCI/PSC split.








