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1. Introduction

In the last RAN3#65 meeting, exhaustive offline and online discussions were held which resulted the following:

1. Agreement that the access control is performed in the MME
2. The following two alternative solutions were identified:

· Solution1: (UE based solution) 
(CSG ID is reported from the UE and conveyed to the MME in HO REQUIRED message. Access check is performed before the preparation in the target cell)

· Solution2: (NW based solution) 
(CSG ID is obtained from the target cell and conveyed to the MME in HO REQUEST ACK message. Access control is performed after the preparation in the target cell)
3. LS was sent to RAN2 asking for clarification on the feasibility of the CSG-ID reporting from the UE, and stating that several companies believe that solution 1 is better from network point of view, for the cases when UE is not allowed in the target cell.
Independent to the outcome of RAN2 reply on the feasibility of CSG-ID reporting, RAN3 still needs to discuss the extent of network optimisation gain of the two alternatives.
This document analyses the network optimisation gain of the alternative solutions in both cases of closed and hybrid target cell, This document also tries to take into account the case where the CSG-related function (i.e. E-CGI reporting and UE preliminary access check function) is optionally supported in the UE and proposes a way forward.
2. NW optimisation point of view
2.1 Closed Cell
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Figure1: Closed cell access control solution 1
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Figure2: Closed cell access control solution 2
Table 1: Comparison of closed cell access control solutions
	No
	Comparison Item
	Alternative 1
	Alternative 2

	1
	Required interface Changes
	(--)

-UE M.R: inclusion of CSG-ID

-HO REQUIRED: inclusion of CSG-ID 
-HO REQUEST: inclusion of CSG-ID

	(++)

-HO REQUEST ACK: inclusion of CSG-ID

	2
	Resource wasting in HO   Preparation
	(++)

-No resource wasting in HO preparation
	(-)

-Resource wasting in malicious UE and CSG subscription expired cases

	3
	Consistency Check
	(--)

-Each and every HO
-Logic to perform Consistency Check is needed.
	(++)

-No need


Figure1 and 2 describe the identified access control solution 1 and 2 in closed cell case.
Table 1 shows the comparison of the two solutions from NW optimisation perspective. 
Solution 1 has the advantage over solution 2 in the malicious UE (i.e. when a UE is not allowed to access) and CSG subscription expired case. However, these cases should not be considered as the typical cases and therefore they are not considered as a problem. 
The fact that solution 1 has to perform the consistency check can be seen as a big impact/disadvantage of this alternative since this needs to be performed in every handover. 
Looking from the NW access control design, solution 2 has the advantage over solution 1. The reason is the following. NW access control is a function allocated in the network performing a check on whether the UE is allowed to access a concerning CSG cell. NW access control is performed in addition to the UE preliminary access check that is previously done in the UE. NW access control needs to be defined because basically a UE is not a trusted entity.
Hence, ideally the information reported by the UE must not be used for NW access control.
Moreover, from the table, it is clear that the interface impact to solution 2 is smaller than alternative 1.
As an overall view, NW optimisation gain provided from solution 1 is not as significant comparing to the disadvantages that it caused. 
Hence, for closed cell case, solution.2 (NW based) is a better solution compare to alt.1 (UE based).

2.2 Hybrid Cell
As indicated in [1], [2], when the UE accesses via/to a hybrid cell, the target (H)eNB is expected to differentiate the treatment of the UE according to whether the UE is a member of the cell’s CSG ID or not. The differentiated treatment applies only to Uu resource perspective, e.g. CAC, scheduling rate.  

In order to do this differentiated treatment in inbound handover, the MME needs to tell the target HeNB whether a UE is a member or not a member of the concerning CSG cell. 
The following described how access control for hybrid cell is performed in each alternative solution:
1. Solution1: (see figure 3)
· MME has to understand that the ‘Access Mode’ of the target cell is a ‘hybrid’ cell, so that the MME will perform the access control,
Note that there are several ways to obtain ‘Access Mode’, i.e. via UE report (conveyed by Source eNB to MME)), S1 Setup procedure utilisation, PCI range reservation in the Source eNB (and conveyed by Source eNB to MME).
· MME sends ‘CSG membership indication’ to the target HeNB.

2.  Solution2:
In solution 2 the differentiated HO preparation can not be performed since the access control is conducted after the handover preparation in the target cell.
To perform access control purely based on the information within the NW (without involving UE), the following solution is necessary. 
3．Solution 3: (see figure 4)
· During S1 Setup procedure, the MME obtains the mapping of CSG-ID and HeNB-ID info from the HeNB-GW.
To enable this, Rel.8 S1 Setup procedure needs to be modified so that the HeNB-GW sends not only its own eNB-ID but also all eNB-IDs of the HeNBs that are connected to it, along with each corresponding CSG-ID.

· The actual Access Control is performed similar as in solution 1, i.e. after reception of HANDOVER REQUIRED, but without using the UE reported information. 
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Figure3: Alt.1 (UE based) solution for hybrid cell access control
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Figure4: Solution3 (NW based) for hybrid cell access control

Table 2: Comparison of hybrid cell access control solutions
	No
	Comparison Item
	Solution 1
	Solution 2
	Solution 3

	1
	Required interface changes
	(++)

-HO REQUIRED: inclusion of CSG-ID , access mode
-HO REQUEST: inclusion of CSG-ID , CSG membership indication
	Solution 2 can not perform differentiated HO preparation.

	(-)

-S1 SETUP REQUEST: inclusion of HeNB-ID and CSG ID mapping info
-HO REQUIRED: inclusion access mode
-HO REQUEST: inclusion of CSG membership indication

	2
	Resource wasting in HO   Preparation
	(++)

-No resource wasting in HO preparation
-The preparation will always be based on the latest subscription status
	
	(++)

-No resource wasting in HO preparation
-The preparation will always be based on the latest subscription status

	3
	Consistency Check
	(--)

Each and every HO
Logic to perform Consistency Check is needed
	
	(++)

Not needed




To support access control in hybrid cell, solution1 requires interface modification, i.e. inclusion of access mode IE in HO REQUIRED and CSG membership indication IE in HO REQUEST. Hence, the additional function to support access control for hybrid cell is relatively small compared to the function defined for closed cell access control.

In solution 2, the target HeNB can not perform differentiated HO preparation according to the CSG membership since the access control is done after HO REQUEST reception. 
Solution 3 provides a NW based solution which allows an access control procedure without using UE reported information; hence consistency check is not necessary. The impact of solution 3 is the modification of S1 Setup procedure such that the MME will obtain the mapping between HeNB-ID and CSG ID info from the HeNB-GW of all the HeNBs that are connected to it.
Note that solution 3 works also for closed cell case, and if solution 3 is applied for hybrid cell case, then it shall be applied also for closed cell case.
3. CSG function support in the UE 
E-CGI reporting and preliminary access check function will likely to be specified in Rel.9 UE, however it is FFS whether those functions are specified as a mandatory or optional.

Considering a case of a NW without PCI confusion, the support of inbound handover even for those UEs with no E-CGI reporting and preliminary access check function is necessary. In order to do this, NW based access control needs to be defined. 
4. Conclusion and proposal
This document analysed the network optimisation gain of the two alternative solutions identified in RAN3#65 in both cases of closed cell and hybrid cell, and introduced the third solution, i.e. NW based solution that enables access control without using any UE-reported information and differentiated HO preparation in hybrid cell case.
In the case where the inbound HO of the UEs with no E-CGI reporting and preliminary access check function needs to be supported in a NW with no PCI confusion, solution 3 is the only available access control solution for closed and hybrid cell case. 
Therefore, we propose the following:

· to discuss the necessity to support inbound handover for the UE with no E-CGI reporting and preliminary access check function in the NW with no PCI confusion. 

· to confirm that support of the abovementioned case is necessary, and hence define NW based access control solution 3. 

· NW based access control solution shall be applied as the common solution for both closed and hybrid cell case. Hence, in this case UE based solution is not needed. 
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