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1 Introduction

In RAN3#65, access control for inbound mobility in E-UTRAN was discussed and the agreement had been made [1]: But the final access control in UTRAN has not been discussed. So this paper continues the discussion on the final access control in the network for UMTS and gives the proposal.
2 Discussion
In [2], we have discussed the final access control performing in source RNC, CN (i.e. MSC/SGSN) or target HNB-GW and find that source RNC is not an appropriate place to perform access control. Because it will bring additional signalling overhead and delay, or new interface is introduced to get target CSG configuration.
But there still left some problems to discuss.
2.1 CN performs access control
In EUTRAN, it is agreed to perform final access control in MME and converge on two main solutions. The first solution is based on reporting the CSG ID by UE and CSG ID check is performed at the target EUTRAN. The second solution is based on MME retrieving the CSG ID from the target E-UTRAN after resource allocation procedure in the target E-UTRAN. These two solutions can also be used in UTRAN.
If UE reports CSG ID, additional check in target HNB-GW is needed [3]. It will have the radio resource cost for UE measurement report containing CSG ID. Also it will affect several handover messages. 
If UE does not report CSG ID, MSC/SGSN may perform final access control based on CSG ID receiving in RELOCATION REQUEST ACKNOWLEDGE message (see the figure below). If it is failed, Iu release procedure should be initiated to release the resource allocated for UE. This will bring some signalling overhead and resource consumption in HNB.
But when a handover is performed towards the non-CSG HNB, the GW shall necessarily perform access control. Therefore, we think it is not a good approach two entities are involved for same functionality.
From above analysis, it is evident that CN is not a appropriate place to perform access control. 
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Figure 1 CN performs access control when UE does not report CSG ID.
2.2 The Target HNB-GW performs access control
In UMTS, HNB-GW has the function to perform access control for non CSG UEs or non CSG HNBs by the allowed IMSI list for the HNB. 
There are two problems for HNB-GW to perform the access control:

1. The HNB-GW can get what kind of IMSI list for access control, only for non-CSG capable UE or for both CSG capable UE and non-CSG capable UE?. 

For non CSG UEs, it is agreed that the access control is mandatory in HNB-GW, and there will be no access control in CN after the access control in HNB-GW [4] . So HNB-GW shall get the Allowed IMSI list for non CSG UEs without any doubts. When a user subscribe a member for a CSG, the IMSI will be used to identify the user only and there is no indication of the user will using CSG UE or non-CSG UE in CSG subscription data. There will be no restriction for the user insert the USIM card in which type of UE, either CSG capable UE or non-CSG capable UE. The operator can’t preclude the user will use CSG capable UE or non-CSG capable UE. So the HNB-GW shall get/store all the IMSIs subscribed to HNBs whatever the USIM is inserted into a CSG capable UE or a non-CSG capable UE. 
2.If the UE’s access is failed, the HNB-GW can originate failure message or not.
It is agreed in [1] that for the intra HNB-GW and intra-CSG Handover HO related signaling is terminated at HNB-GW and RANAP procedure is used. So if the access control in HNB-GW is failed, the HNB-GW has the capability to generate and use the RANAP Relocation Failure message to terminate the relocation procedure using a new cause (Not authorized for this CSG).
So the HNB-GW has no problem to perform access control for all UEs.
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Figure 2 Inbound handover to HNB
2.3 Comparison

Below table compares the HNB-GW and CN performs access control. 
Table1: CN and HNB-GW performing access control comparison
	Axis
	AC in HNB-GW 
	AC in CN

(UE reports CSG ID)
	AC In CN 

(Retrieve CSG ID from target HNB/GW)

	Air Interface Impact
	No 
(
	This will require all UEs to report CSG ID in measurement report message, which may be a big impact on air interface.
(
	No 
(

	Failure handling
	No extra procedure
(
	No extra procedure 
(
	Iu release procedure is needed when final access control is failed.

(

	Handover procedure and messages impact
	 No impacts. The already agreed mechanism for HNB to HNB mobility can be reused.
(
	Additional check is needed in HNB-GW/HNB.
Several messages (Relocation Require, Relocation Request…) are affected.

(
	CSG ID is added in Relocation Request ACK
(


From the analysis above, CN performs final access control will have much standards impact than target HNB-GW. If UE reports CSG ID, it also leads to radio resource cost and additional action both in CN (access control) and target HNB-GW (CSG ID check). If UE does not report CSG ID, it will bring signalling overhead on Iu release procedure when it the access control is failed in CN.
Final access control in the target HNB-GW has little impact on current handover procedure. So it prefers to locate final access control at the target HNB-GW:
Proposal：The HNB-GW shall perform the final access control for inbound handover using the “IMSI list” stored in the HNB-GW and UE is not required to report CSG ID.
3 Proposal

Based on the analysis above, it is proposed to agree the proposal as the way forward and related CR for TS 25.467 and TS 25.413:
Proposal：The HNB-GW shall perform the final access control for inbound handover using the “IMSI list” stored in the HNB-GW and UE is not required to report CSG ID.
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