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1 Introduction 

The deployment of HeNB Gw may provide basis to discuss if the HeNB Gw could be used as mobility anchor provided that both the source- and the target-HeNB are connected to the EPC via the same HeNB Gw as this may reduce the MME load for those handovers. Further, it could be asked if S1AP would be able to support handover signalling termination even in case both the source- and the target-HeNB are connected to EPC via the same HeNB Gw. We hereby analyse potential issues and propose a simple way forward.  
2 Discussion and analysis
2.1 HeNB deployment options

HeNB-s can be deployed using one or any combination of the three options illustrated on Figure 1:
a) HeNB connected directly to MME pool and SGw pool;

b) HeNB connected to MME pool and SGw pool via HeNB Gw; and

c) HeNB connected to MME pool via HeNB Gw and directly to SGw pool.
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Figure 1 HeNB deployment options

It is obvious that HeNB Gw can not be used as mobility anchor in case source- or target-HeNB is connected directly to the MME and SGw pools, as is the case for mobility to/from eNB. However, the same applies even if the source- or target-eNB is directly connected only to SGw pool (option (c) on Figure 1). The latter is not only because the handover signaling procedures do not support it but also it would not provide the desired optimization – offload of EPC nodes.

Hence, the HeNB Gw could act as mobility anchor only in case the source- and target-HeNB are both connected to MME and SGw pools via the HeNB Gw so that the HeNB Gw also terminates the respective GTP paths to HeNB-s and SGw-s.

2.2 Access control
The access control is not applicable for HeNB-s operating in open or hybrid access mode but the location of the final access control for closed mode does impact the decision whether any optimization for handover signaling is viable. 

The following aspects motivate to perform the final access control in MME:

a) Rel-8 HeNB-s should be able to serve the Ue-s within the Rel-8 functional scope, hence (H)eNB-s should not be forced to reject incoming handovers/initial context setups just because they can not do access control.

b) In order not to create third access control stage, the two-stage access control shall be able to reliably detect and block serious attempts to use network resources the Ue is not entitled to and hence shall be detected in the node that can be trusted independent of deployment option.

c) There is access control function already defined in Rel-8 at RRC IDLE to RRC CONNECTED transition. That access control is performed by MME. Support of multiple locations to perform final access control adds complexity. Further, not every RAN node is trusted node and hence placement of final access control to RAN would require the MME to select the access control method before every handover, i.e. "hop by hop".

d) The information used for final access control shall come from reliable resource. However, HeNB Gw does not have direct access to such reliable source.

Considering the above aspects it is more efficient not to use the HeNB Gw as mobility anchor if the target-HeNB is operating in closed mode.
2.3 Termination of HO signalling in MME
It could be asked if handover signaling could be terminated in MME in case the source- and target-HeNB are both connected via the same HeNB Gw as there is only one S1 interface instance. However, this is not an issue as the S1 handover routing algorithm in the MME would find the right target HeNB Gw, it just happens to be the same as the source HeNB Gw. The easiest way then to distinguish the Ue S1 signaling association between the source and the target would be if the MME and HeNB Gw would allocate new pair of MME Ue S1AP ID and eNB Ue S1AP ID respectively for the Ue S1 signaling association for the target. While the old Ue S1 signaling association would be released upon successful completion of the S1 handover.
It should be noticed that such handling would provide common solution for all three of the deployment options and even any combination of the three deployment options described in chapter 2.1.

3 Conclusion and proposal
Number of aspects related to S1 handover signalling termination for the Ue-s in RRC Connected has been discussed in chapter 2. Based on the analysis of deployment options, location of final access control and S1AP protocol support, we hereby propose to agree that 
Proposal 1: current architecture is kept and independent of (the combination of) the HeNB deployment option(s), the handover signalling is terminated in the MME.
Proposal 2: capture in 36.300 the aspect that new pair of MME Ue S1AP ID and eNB Ue S1AP ID for the Ue S1 signaling association for the target shall be allocated even if both the source- and target-HeNB are connected to EPC via the same HeNB Gw. The CR proposal can be found in [1].
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