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1. Introduction
Mobility Robustness Optimization (MRO) is one of the SON use cases described in [1]. This contribution addresses the HO to a Wrong Cell, and provides a method to detect and report it.
1.1. Motivation

HOs to a wrong cell are associated with incorrect settings of Cell Individual Offset (CIO) parameters. For radio access technologies (RAT) with soft handover capabiliites, such as UMTS, HO to a wrong cell would typically result in the wrong cell being added to the set of active radio links (Active Set) and subsequently dropped, hence minimizing the impact on the failure rate. On the other hand, for RATs employing hard handovers, such as GSM, HO to a wrong cell is known to be an important contributor to HO failure rate. Cell reselection to a wrong cell is also a major cause of Out of Service (OOS) conditions in UMTS. Since LTE also employs hard handovers, HO to a wrong cell is expected to be an important cause of failures that needs to be properly addressed by the MRO function. 

With SON and LTE, automatic tuning of CIO parameters becomes a feasable option, where different entities will cooperate in a distributed control/optimization algorithm. If incorrect CIO are set temprarily, the detection mechanism for HO to a wrong cell can better tune MRO. Therefore the case of HO to a wrong cell (as already recognized in [1], section 4.5.2.3) complements the other standardized mechanisms for HO optimization.
2. Discussion
2.1. Detection

The signature of a HO to a wrong cell is summarized in [1] as follows:
1. RLF occurs during HO procedure (either in the source cell or in the target cell)

2. UE re-establishes the connection in a cell other than the source cell or the target cell

If the RLF occurrs in the source eNB, the source cell will receive a RLF report and will be able to classify this scenario as HO to a wrong cell based on the cell from which the report is received. 
If the RLF ocurrs in the target eNB, the target eNB will be the one to receive the RLF report and therefore the source eNB will not be aware of the handover to a wrong cell. Moreover, the RLF report may indicate a too late HO to the target eNB. 

2.2. Reporting

In order to allow correct identification of this scenario as a HO to a wrong cell originating in the source cell, the RLF report received by the target cell needs to be forwarded to the source eNB. This is achieved by the following mechaism:

eNB B shall forward to eNB A an RLF report received from a third eNB C, if eNB B has sent the UE Context Release message to eNB A related to the completion of an incoming HO for the same UE within the last Tstore_UE_cntxt seconds. 
If the “wrong” cell belongs to the same eNB as the target cell, the target eNB needs to generate the RLF event report and send it to the source eNB.
3. Conclusion
The following proposals describe eNB behaviour that needs to be specified for detection and reporting of HO to a wrong cell.

Proposal: eNB B shall forward to eNB A an RLF report received from a third eNB C, if eNB B has sent the UE Context Release message to eNB A related to the completion of an incoming HO for the same UE within the last Tstore_UE_cntxt seconds. 
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