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1 Introduction

In the last RAN3 meeting discussions on how to route handover messages to a HeNB GW were carried out.  Two main solutions are currently on the table: 

1. Sub-netting of eNB ID between HeNB GW and supported HeNBs.  Routing of HO messages in this case is based on HeNB ID of the target HeNB 
2. Routing of the HO message based on the TAI of the target HeNB.

This paper discusses briefly general aspects of the two methods above and proposes a solution with minimum impact on the current specifications and implementation
2 Discussion
The Pros and cons of the two solutions listed in the introduction have been discussed already in a number of contributions.  Let’s briefly go through them.  

For the eNB ID sub-netting solution the advantages are:
· The HO message routing can still happen via eNB ID

· TAI distribution between HeNBs supported by a HeNB GW and other eNBs can be free from any constraint (i.e. a TAI is not uniquely assigned to a HeNB GW)

The disadvantages are:

· Inefficient and constrained use of eNB ID spaces 

· Risk of HO message routing confusion in case the eNB ID of eNBs has the same n main significant bits of a HeNB GW’s one.

· Re-location of HeNBs implies changes in the HeNB ID and as a consequence of the CGI of the femto cell

· In case the HeNB is not geographically relocated but just assigned to a different HeNB GW a change in HENB ID will still be needed

For the TAI based routing solution the advantages are:

· No constraints on eNB IDs and CGI deployment/management

The disadvantages are:

· Constrained distribution of TAIs, namely a TAI is claimed not to be sharable between HeNB GWs and other eNBs or HeNBs not served by that HeNB GW

· New routing mechanism needed at MME

Although both solutions are not free of disadvantages it is considered that the constraints put by the subnetting solution on eNB ID usage/management and on the consequent effect on CGI management would cause serious drawbacks on the Femto deployment and on the Femto mobility scenarios.

For the above reasons next section shows how some of the disadvantages believed to affect the TAI based routing solution are only misconceptions and that the TAI based routing technique can work without constraining network deployment and routing procedures.

2.1 Clarifications on TAI Based HO Message Routing
The main disadvantage attributed to the TAI based HO message routing is that of constraining TAI distribution within the PLMN, namely forcing the use of a TAI for a HeNB GW only.  This is seen as a drawback because HOs to/from a HeNB served by a HeNB GW will cause inter MME HO procedures.
However, this is not the case.  A TAI can be freely assigned to HeNB GWs and other nodes like eNBs and still the HO message routing based on TAI can work effectively.
Indeed, at S1 SETUP each node will report to the MME its list of supported TAIs and its Global eNB ID.  The Global eNB ID could be of 20 bits or 28 bits depending on whether the node is an eNB or a HeNB.  The MME will therefore maintain a table similar to the following:

	
	Supported TAIs
	Global eNB ID

	eNB1
	TAI1, TAI2
	eNB ID1 (20 bits)

	eNB2
	TAI2, TAI3
	eNB ID2 (20 bits)

	HeNB3
	TAI3
	HeNB ID3 (28 bits)

	:
:
	
	

	eNB n
	TAI2
	eNB ID n (20 bits)


Table 1: MME mapping between TAIs and Global eNB IDs
When a HO REQUIRED message is received by the MME it will contain the TARGET ID, which contains the Global eNB ID of the target node and the TAI of the selected target cell.
Suppose that eNB2 and a HeNB GWm share the same TAI, namely TAI3. They will however have different Global eNB IDs. 
If the MME receives a HO REQUIRED message where the target is a HeNBm under the HeNB GWm domain the MME will see in the HO REQUIRED TARGET ID the following:

	TAI3
	HeNB IDm (28 bits)


The MME will look in its TAI/eNB ID mapping table (i.e. similar to Table 1) and will not find a match for the TAI/HeNB ID in the TARGET ID contained in the HO REQUIRED message received.  However, the TAI in the TARGET ID is still within the MME domain.  Hence, the MME can deduce that the HO is to a HeNB “hidden” behind a HeNB GW.  The MME will therefore forward the HO REQUEST to the HeNB GW supporting the TAI in the TARGET ID of the received HO REQUIRED message.
Also, the complexity of the routing mechanism the MME will have to follow in case of TAI based routing is minimal.  

The MME will in fact have to maintain a table mapping supported TAIs and global eNB IDs for nodes registered via S1 SETUP.  The MME already needs to do this.  

Further, the MME will have to check the information received in the TARGET ID of the HO REQUIRED message and compare it to the content of the mapping table.  This is very easy to achieve from a computational point of view.  

If there is no match between TARGET ID parameters and parameters stored in the mapping table, the MME will select the MME supporting the TAI listed in the TARGET ID and forward the message to that node.  Again, no complexity there.  

3 Conclusions 
In conclusion, it has been explained how the TAI based routing of HO messages does not put any constrain on network deployment and planning.  

After the above explanation the advantages of the TAI based routing of HO messages are:
· No constraints on eNB IDs and CGI deployment/management

· No impact on implementation complexity

The disadvantages are:

· A TAI should not be shared by more than one HeNB GW

However, the mentioned disadvantage is believed to be very marginal and not impacting network deployment/planning.

It is therefore proposed to agree on the TAI based HO message routing technique.
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