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1. Introduction
As discussed in [1], an RN can be seen as another eNB from DeNB/MME perspective. This document discusses, from the point of view where the RN as eNB, about the necessity of S1 termination in the Relay Node, the possible protocol stack alternatives, and proposes the alternatives that should be studied further based on the requirement defined in [1].
2. Discussion1: S1-C protocol
2.1 Objective and Requirement
Similar with Rel.8 wired network, the objective of establishing S1-C-like protocol between the RN node and the MME, is to provide a mean for signalling transmission between NW nodes, to convey the following signallings:
- Non UE associated signalling, such as Setup and Configuration Update procedure.
- UE-associated signalling, such as EPS Bearer Establishment related to a specific UE
Hence, it can be said that S1-C-like application protocol must be terminated in RN.

As proposed in [1], the following requirements towards the TNL should be considered when designing the protocol stack of S1-C-like protocol between RN and MME:
- Reliability, i.e. functions to provide endpoint keep alive, in-sequence delivery and re-transmission.
- Security, i.e. functions to provide Integrity Protection and Ciphering.
2.2 S1-C interface alternatives

Based on the abovementioned requirement, S1-C protocol stack alternatives can be considered from the following metrics:
Metric#1: S1-AP termination, i.e. whether S1AP is terminated in the RN or DeNB
Metric#2: TNL reliability (SCTP) function termination, i.e. whether SCTP is terminated in the RN or in the DeNB.
Metric#3: IP address, security (IPSec) function termination, i.e. whether IPSec function is terminated in the RN or in the DeNB.
Metric#4: Transporting the AP message via RN-SGW

From the combination of the abovementioned 4 metrics there are 6 protocol stack alternatives, they are as the following:
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Alternative 1: S1-AP, TNL reliability, Security (IPSec) is terminated between end-to-end node
Figure1: C-plane protocol stack alternative1
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Alternative 2: S1-AP and TNL reliability are terminated end-to-end, Security is terminated per interface (RN-eNB, eNB-MME).

Figure2: C-plane protocol stack alternative 2
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Alternative 3: S1-AP and security are terminated end-to-end (RN-MME), and TNL reliability function is terminated per interface (RN-eNB, eNB-MME)
Figure 3: C-plane protocol stack alternative 3
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Alternative 4: S1-AP is terminated end-to-end, and TNL reliability and security are terminated per interface.
Figure 4: C-plane protocol stack alternative 4

Alternative 5: AP signalling, TNL reliability and security are terminated per interface.
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Figure 5: C-plane protocol stack alternative 5
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Alternative 6: S1-AP and SCTP and IP layer are terminated end-to-end, security is terminated per interface, AP/SCTP packet is transported via RN S-GW.
Figure 6: C-plane protocol stack alternative 6

2.3 Alternative Comparison

Table1: S1-C protocol stack alternative comparison table
	Comparison Item
	Alt.1:
	Alt.2:
	Alt.3:
	Alt.4:
	Alt.5:
	Alt.6:

	Alternative description
	AP, TNL Keep Alive and Security is directly terminated between RN-MME
	-AP and TNL Keep Alive are directly terminated in RNL-MME

-Security is indirectly terminated, via eNB
	-AP and Security  are directly terminated in RN-MME

-TNL Keep Alive is terminated indirectly via eNB
	-AP is directly terminated in RN-MME

-TNL Keep Alive and Security terminated  indirectly, via eNB.
	-AP, Keep Alive function and Security  is indirectly terminated: eNB-RN, RN-MME
	-AP, Keep Alive function is directly terminated betw. RN-MME

-AP/SCTP packet is transported via RN S-GW

	New AP
	Not necessary
	Not necessary
	Not necessary
	Not necessary
	Necessary (Similar with S1AP)
	Not necessary

	Overhead caused by TNL
	Large
(SCTP, IPSec  over Un)
	Medium
(SCTP over Un)
	Medium
(IPSec over Un)
	No Overhead
	No Overhead
	Medium
(SCTP over Un)

	Keep Alive effectiveness
	Effective
(End to End SCTP)
	Effective
(End to End SCTP)
	Needs additional feature
(for an endpoint in one link to be aware of the other endpoint in the other link)
	Needs additional feature

(for an endpoint in one link to be aware of the other endpoint in the other link)
	Less Effective
(2 sets of AP with their own TNL Keep Alive)
	Effective (End to End SCTP)

	MME impact
	No impact
	No impact
	Big impact
(Different from Rel.8 Protocol Stack）
	No impact
	No impact
	-No standardisation impact.

	S-GW impact
	No impact
	No impact
	No impact
	No impact
	No impact
	No impact

	DeNB impact
	IP routing function
	DeNB Native IP@ and IP@ for RN routing and identification (mapping) purpose needs to be differentiated.
	Necessitates to utilise SCTP Stream for S1AP identification in RN. （or DeNB native IP@ and IP@ for routing and identification purpose should be differentiated).
	Necessitates to utilise SCTP Stream for S1AP identification in RN. （or DeNB native IP@ and IP@ for routing and identification purpose should be differentiated).
	-Implementing new AP

-mapping between new AP and S1AP
	No impact

	NW Delay
	Less Delay
	Less Delay
	Less Delay
	Less Delay
	Less Delay
	More Delay

	RN Mobility Support
	Need IP routing update in DeNB for each mobility
	Need IP routing update in DeNB for each mobility
	Need IP routing update in DeNB for each mobility
	Need IP routing update in DeNB for each mobility
	Need IP routing update in DeNB for each mobility
	Supported

	Handover Preparation Delay
	Less Delay
	Less Delay
	Less Delay
	Less Delay
	Less Delay
	More Delay
(especially when involved RN is increased)

	Total evaluation
	5
	5
	2
	4
	4.5
	5


From the comparison table it can be seen that:
· Alternative 3 can be excluded because of the big MME protocol stack impact

· All alternatives but alt.6 would require some impact on DeNB,
but Alt.2 and 4 seem less attractive due to following concerns:
· Alt.2:
The stack separates SCTP from IP in the RN, which necessitates the DeNB to differentiate its IP@s (native IP@ and IP@ for RN routing, identification purpose)

· Alt.4:
The keep alive function is done per link which makes it difficult for each endpoint (which each resides in different link) to be aware about the liveness of the other endpoint.

· Alternative 6 incurs more delay towards the NW delay performance due to the number of NW nodes that needs to be involved. This due to the fact that for every RN, the RN’s S-GW needs to be involved.
When considering different kind of handover scenarios that might need be supported, this alternatives may cause long handover preparation delay.

· From the total evaluation, DOCOMO thinks that alternative 1,5 and 6 needs to be further studied.
3. Discussion2: S1-U protocol
3.1 Objective and Requirement

In the same manner of S1-C protocol discussion, the objective of establishing S1-U-like protocol between the RN node and the MME is to provide a mean for transferring UE’s U-plane data between the RN and the network.

Hence, it also can be said that S1-U-like protocol must be terminated in RN.

As proposed in [1], the following requirements towards the TNL should be considered when designing the protocol stack of S1-U-like protocol between RN and S-GW:

-Security, i.e. functions to provide Ciphering.

-User identification, i.e. functions to provide identification of user’s PDUs.
3.2 S1-U interface alternatives

Based on the abovementioned requirement, S1-U protocol stack alternatives can be considered from the following metrics:

Metric#1: Use of RN S1 bearer, i.e. whether RN S1 bearer is used to transport UE S1 bearer.
Metric#2: RN S1 bearer configuration, i.e. whether UE S1 bearers are multiplexed in RN S1 bearer or configured per UE.

Metric#3: RN EPS radio bearer configuration, i.e. whether UE S1 bearers are multiplexed in RN EPS radio bearer or RN EPS Radio Bearer is configured per UE. 

Metric#4: Transporting the UE’s U-plane data via RN-SGW.

From the combination of the abovementioned 4 metrics there are 6 protocol stack alternatives, they are as the following:

Alternative 1: RN S1 bearer is not configured, UE S1 bearers are multiplexed in RN EPS radio bearer.
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Figure 7: U-plane protocol stack alternatives 1

Alternative 2: RN S1 bearer is configured, UE S1 bearers are multiplexed in both RN EPS radio bearer and RN S1 bearer.
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Figure 8: U-plane protocol stack alternatives 2
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Figure 9: U-plane protocol stack alternatives 3

Alternatives 4: RN S1 bearer is configured, RN S1 bearer is configured per UE, UE S1 bearers are multiplexed in RN EPS radio bearer.
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Figure 10: U-plane protocol stack alternatives 4

Alternatives 5: RN S1 bearer is configured, Both RN EPS radio bearer and RN S1 bearer are configured per UE. 

[image: image11.emf]S-GW

DeNB

RN

RN S1 Bearer

RN EPS Radio Bearer (per UE)

UE EPS Bearer / E-RAB = UE EPS RB + UE_RN EPS RB + S1 Bearer

UE

MAC

RLC

PHY

PDCP

MAC

RLC

PHY

PDCP

MAC

RLC

PHY

PDCP

MAC

RLC

PHY

PDCP

UE GTP-U

NW L2

IP

NW L1

UDP

UE GTP-U

NW L2

IP

NW L1

UDP

GTP-U

UE 

EPS Radio Bearer

S-GW

DeNB

RN

RN S1 Bearer

RN EPS Radio Bearer (per UE)

UE EPS Bearer / E-RAB = UE EPS RB + UE_RN EPS RB + S1 Bearer

UE

MAC

RLC

PHY

PDCP

MAC

RLC

PHY

PDCP

MAC

RLC

PHY

PDCP

MAC

RLC

PHY

PDCP

UE GTP-U

NW L2

IP

NW L1

UDP

UE GTP-U

NW L2

IP

NW L1

UDP

MAC

RLC

PHY

PDCP

MAC

RLC

PHY

PDCP

MAC

RLC

PHY

PDCP

MAC

RLC

PHY

PDCP

MAC

RLC

PHY

PDCP

MAC

RLC

PHY

PDCP

MAC

RLC

PHY

PDCP

MAC

RLC

PHY

PDCP

UE GTP-U

NW L2

IP

NW L1

UDP

UE GTP-U

NW L2

IP

NW L1

UDP

GTP-U

UE 

EPS Radio Bearer


Figure 11: U-plane protocol stack alternative 5

Alternative 6: RN S1 bearer is configured, UE’s U-plane data is transported via RN-SGW, UE S1 bearers are multiplexed in both RN EPS radio bearer and RN S1 bearer.
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Figure 12: U-plane protocol stack alternative 6

3.3. Alternative Comparison

Table2: S1-U protocol stack alternative comparison table
	Comparison Item
	Alt. 1
	Alt. 2
	Alt. 3
	Alt. 4
	Alt.5
	Alt. 6

	Alternative description
	RN S1 bearer is not configured, UE S1 bearers are multiplexed in RN EPS radio bearer.
	RN S1 bearer is configured, UE S1 bearers are multiplexed in both RN EPS radio bearer and RN S1 bearer.
	RN S1 bearer is configured, UE S1 bearers are multiplexed in RN S1 bearer, RN EPS radio bearer is configured per UE. 
	RN S1 bearer is configured, RN S1 bearer is configured per UE, UE S1 bearers are multiplexed in RN EPS radio bearer.
	RN S1 bearer is configured, Both RN EPS radio bearer and RN S1 bearer are configured per UE. 
	RN S1 bearer is configured, UE’s U-plane data is transported via RN-SGW, UE S1 bearers are multiplexed in both RN EPS radio bearer and RN S1 bearer.

	RN as a UE
	S1 bearer is not configured
	No impact
	No impact
	No impact
	No impact
	No impact

	Number of U-plane bearers per UE
	constant
	constant
	In proportion to the number of UEs connected
	constant
	In proportion to the number of UEs connected
	constant

	Un overhead
	large (UE GTP-U + UDP + IP) 【-1】
	middle (UE GTP-U)
	Small
	middle (UE GTP-U)
	small
	large (UE GTP-U + UDP + IP)【-1】

	S-GW impact
	No impact
	Big impact

(Different from Rel.8 Protocol Stack）【-1】
	Big impact

(Different from Rel.8 Protocol Stack）【-1】
	No impact
	No impact
	No impact

	DeNB impact
	IPsec termination and IP routing function
	GTP-U routing function
	GTU-U for both UE and RN is terminated
	GTP-U routing function
	No impact
	No impact

	QoS control per UE over Un
	difficult
	difficult
	possible
	possible
	possible
	possible

	UE Context Mapping
	Reuse existing mapping: GTP-U TEID ⇔ Bearer ID
	Reuse existing mapping: GTP-U TEID ⇔ Bearer ID
	New context mapping is required: RN Bearer ID ⇔ UE Bearer ID
	Reuse existing mapping: GTP-U TEID ⇔ Bearer ID
	New context mapping is required: RN Bearer ID ⇔ UE Bearer ID
	Reuse existing mapping: GTP-U TEID ⇔ Bearer ID

	C-plane processing load
	Small (RN bearer establishment is not required for the UE in RRC CONNECTED)
	Small (RN bearer establishment is not required for the UE in RRC CONNECTED)
	Medium (RN radio bearer establishment is required for the UE in RRC CONNECTED
	Medium-Small (RN radio bearer establishment is not required for the UE in RRC CONNECTED, but S1 bearer is required)
	Big (RN bearer establishment is required for the UE in RRC CONNECTED)
	Small (RN bearer establishment is not required for the UE in RRC CONNECTED)

	Multihop affinity
	Not good
	Not good
	good
	Not good
	good
	poor（large Un overhead）【-1】

	MAC impact
	No impact
	No impact
	Need to be considered the bearer management
	No impact
	Need to be considered the bearer management
	No impact

	C-plane dependency
	Alt.1 has high affinity （any alternatives are possible）
	Alt.1 has high affinity （any alternatives are possible）
	Alt. 5
	Alt. 5
	Alt. 5
	Alt.6

	Total evaluation
	4
	4
	3
	6
	6
	6


From the comparison table it can be seen that:

· Alternative 2 and 3 can be excluded because of the big MME protocol stack impact

· Although Alternative 1 has no impact with regard to MME protocol stack point of view, the RN is not compliant with some part of RN as UE role, i.e. due to non-configuration of RN S1 bearer. 
· Although alternative 6 has no impact to all legacy network elements, Un overhead is an issue to be concerned with. In addition, considering the multihop support (if necessary), Un overhead is larger and larger as the number of hops increases.
4. From the total evaluation, DOCOMO thinks that alternative 4,5 and 6 needs to be further studied.
5. Summary and proposal
Proposal 1: It is proposed that alternative 1, 5 and 6 of the C-plane protocol stack are the candidates and needs to be further studied.
Proposal 2: It is proposed that alternative 4, 5 and 6 of the U-plane protocol stack are the candidates and needs to be further studied.
6. Reference
[1]. R3-091228, “Relay Requirements & Use Case Study in LTE-Advanced”, NTT DOCOMO
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