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Discussion and decision
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Introduction
In the last meeting, we discussed UE based access control or network access control. It is RAN2 resposibility to make the decision. In our understanding, UE based access control is preferred since it sovle the PCI collision problem. Below discussion is based on UE performing preliminary access control.

2 Discussion
Below, we take HeNB as one example.

1. Access Control for inbound mobility

In order to perform access control, the decision node should have information of UE allowed CSG list and target HeNB CSG Id.
In case without GW architecture, during the S1 interface establishment, the HeNB send the (Global HeNB Id, CSG Id and CSG mode) to the MME. In case of handoff to target HeNB, MME is already know the target CSG Id. And MME store the UE allowed CSG list in the UE context. MME is a nature entity to do the access control for inbound mobility.
Proposal 1: MME performs access control for inbound mobility in case of without GW architecture.
In case of with GW architecture, MME need to get the target CSG Id from the target side, since MME can not trust the UE reported target CSG Id. This will introduce a little delay to perform access control. And the resource in the target side is already comsumed before MME performing access control. If the UE is not allowed to access the target, MME need to release the resource in HeNB afterwards. It is not common for failured access control if UE based access control is applied. In our view, target GW performing access control or MME performing access control have no big difference. Target GW have one advantage of not consuming target HeNB resource in case of UE is not allowed to handover to the target H(e)NB.
Proposal 2: HeNB GW perform access control in case of with GW architecture.
2.  Neighbouring information for target CSG cell at source side
Regarding the UE based access control, UE need to report target CGI with PCI when CSG cell meet the measurement reporting criteria. In our view source eNB don’t need to maintain HeNB in the NRT.
· UE send a normal Measurement Report to source eNB.

· Source eNB find a new PCI which is not stored in NRT, in case of new PCI is reserved PCI for HeNB, source eNB don’t need to rquest UE to report target CGI and don't need to get target side TNL information.
· CSG UE moves into source eNB coverage. Detecting a new HeNB. When it is UE allowed accessing CSG cell, UE report PCI/CSG to the source eNB.

Proposal 3: Neighboring information is from UE reporting.
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Proposals
Proposal 1: MME perform access control for inbound mobility in case of without GW architecture.
Proposal 2: GW performs access control in case of with GW architecture.

Proposal 3: Neighboring information is from UE reporting.
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