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8.3.1
Initial Context Setup
8.3.1.1
General
The purpose of the Initial Context Setup procedure is to establish the necessary overall initial UE Context including E-RAB context, the Security Key, Handover Restriction List, UE Radio capability and UE Security Capabilities etc. The procedure uses UE-associated signalling.

8.3.1.2
Successful Operation
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Figure 8.3.1.2-1: Initial Context Setup procedure. Successful operation.
In case of the establishment of an E-RAB the MME must be prepared to receive user data before the INITIAL CONTEXT SETUP RESPONSE message has been received.

The INITIAL CONTEXT SETUP REQUEST message shall contain within the E-RAB to be Setup List IE the information required by the eNB to build the new E-RAB configuration consisting of at least one additional E-RAB. 

The E-RAB to be Setup List IE may contain:

-
the NAS-PDU IE 

The INITIAL CONTEXT SETUP REQUEST message may contain

-
the Trace Activation IE
-
the Handover Restriction List IE, which may contain roaming, area or access restrictions 

-
the UE Radio Capability IE.

-
the Subscriber Profile ID for RAT/Frequency priority IE
-
the CS Fallback Indicator IE.
-
the SRVCC Operation Possible IE
The INITIAL CONTEXT SETUP REQUEST message shall contain the Subscriber Profile ID for RAT/Frequency priority IE, if available in the MME.

Upon receipt of the INITIAL CONTEXT SETUP REQUEST the eNB shall
-
attempt to execute the requested E-RAB configuration.

-
store the UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE.

-
pass the value contained in the E-RAB ID IE and the NAS-PDU IE received for the E-RAB for each established Data radio bearer to the radio interface protocol. The eNB does not send the NAS PDUs associated to the failed Data radio bearers to the UE.

store the received Handover restriction List in the UE context. 


store the received UE Radio Capability in the UE context.

-
store the received Subscriber Profile ID for RAT/Frequency priority in the UE context and use it as defined in [14].

-
store the received SRVCC operation possible in the UE context and use it as defined in [9].
-
store the received UE Security Capabilities in the UE context

-
store the received Security Key in the UE context and take it into use as defined in [15]

For the Intial Context Setup an initial value for the Next Hop Chaining Count is stored in the UE context.
The allocation of resources according to the values of the Allocation and Retention Priority IE shall follow the principles described for the E-RAB Setup procedure.

The eNB shall use the information in Handover Restriction List IE if present in the INITIAL CONTEXT SETUP REQUEST message to determine a target cell for handover. If the Handover Restriction List IE is not contained in the INITIAL CONTEXT SETUP REQUEST message or if it contains the No Restriction Indication IE, the target eNB shall consider that no roaming, area or access restriction applies to the UE.
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8.3.4
UE Context Modification
8.3.4.1
General
The purpose of the UE Context Modification procedure is to modify the established UE Context partly (e.g. with the Security Key or Subscriber Profile ID for RAT/Frequency priority). The procedure uses UE-associated signalling.

8.3.4.2
Successful Operation
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Figure 8.3.4.2-1: UE Context Modification procedure. Successful operation.
The UE CONTEXT MODIFICATION REQUEST message may contain

-
the Security Key IE 
-
the Subscriber Profile ID for RAT/Frequency priority IE
-
the UE Aggregate Maximum Bit Rate IE
-
the CS Fallback Indicator IE
-
the Handover Restriction List IE, which may contain roaming, area or access restrictions.
Upon receipt of the UE CONTEXT MODIFICATION REQUEST the eNB shall
-
store the received Security Key IE, take it into use and associate it with the initial value of NCC as defined in [15]. 

-
store the Subscriber Profile ID for RAT/Frequency priority IE and use it as defined in [14].
If the UE Aggregate Maximum Bit Rate IE is included in the UE CONTEXT MODIFICATION REQUEST the eNB shall
-
replace the previously provided UE Aggregate Maximum Bit Rate by the received UE Aggregate Maximum Bit Rate in the UE context; the eNB shall use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE. 

If the UE Aggregate Maximum Bit Rate IE is not contained in the UE CONTEXT MODIFICATION REQUEST message, the eNB shall use the previously provided UE Aggregate Maximum Bit Rate which is stored in the UE context. 
If the CS Fallback Indicator IE is included in the UE CONTEXT MODIFICATION REQUEST message, it indicates that the concerned UE Context is subject to CS Fallback. The eNB shall then act as defined in [17].
The eNB shall use the information in Handover Restriction List IE if present in the UE CONTEXT MODIFICATION REQUEST message to determine a target cell for handover. If the Handover Restriction List IE is not contained in the UE CONTEXT MODIFICATION REQUEST message, the eNB shall consider that previously received roaming, area or access restrictions, if any, apply to the UE. If the Handover Restriction List IE contains the No Restriction Indication IE, the eNB shall consider that no roaming area or access restrictions apply to the UE.
The eNB shall report, in the UE CONTEXT MODIFICATION RESPONSE message to the MME, the successful update of the UE context:

After sending the UE CONTEXT MODIFICATION RESPONSE message, the procedure is terminated in the eNB.

8.3.4.3
Unsuccessful Operation
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Figure 8.3.4.3-1: UE Context Modification procedure. Unsuccessful operation.
In case the UE context update cannot be performed successfully the eNB shall respond with the UE CONTEXT MODIFICATION FAILURE message to the MME with an appropriate cause value in the Cause IE. 
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8.4.2
Handover Resource Allocation

8.4.2.1
General

The purpose of the Handover Resource Allocation procedure is to reserve resources at the target eNB for the handover of a UE. 

8.4.2.2
Successful Operation
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Figure 8.4.2.2-1: Handover resource allocation: successful operation
The MME initiates the procedure by sending the HANDOVER REQUEST message to the target eNB. The HANDOVER REQUEST message may contain the Handover Restriction List IE, which may contain roaming area or access restrictions.

If the Handover Restriction List IE is contained in the HANDOVER REQUEST message, the target eNB shall store this information in the UE context.

The eNB shall use the information in Handover Restriction List IE if present in the HANDOVER REQUEST message to determine a target cell for handover. If the Handover Restriction List IE is not contained in the HANDOVER REQUEST message or if it contains the No Restriction Indication IE, the target eNB shall consider that no access restriction applies to the UE.
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8.4.4
Path Switch Request

8.4.4.1
General

The purpose of the Path Switch Request procedure is to request the switch of a downlink GTP tunnel towards a new GTP tunnel endpoint.

8.4.4.2
Successful Operation
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Figure 8.4.4.2-1: Path switch request: successful operation

The eNB initiates the procedure by sending the PATH SWITCH REQUEST message to the MME. 

If the ‎E-RAB To Be Switched in Downlink List IE in the PATH SWITCH REQUEST message does not include all E-RABs previously included in the Ue Context, the MME shall consider the non included E-RABs as implicitly released by the eNB.

After all necessary updates including the UP path switch have been successfully completed in the EPC for at least one of the E-RABs included in the PATH SWITCH REQUEST E-RAB To Be Switched in Downlink List IE, the MME shall send the PATH SWITCH REQUEST ACKNOWLEDGE message to the eNB and the procedure ends. 

In case the EPC failed to perform the UP path switch for at least one, but not all, of the E-RABs included in the PATH SWITCH REQUEST E-RAB To Be Switched in Downlink List IE, the MME shall include the E-RABs it failed to perform UP path switch in the PATH SWITCH REQUEST ACKNOWLEDGE E-RAB t To Be Released List IE. In this case, the eNB shall release the corresponding data radio bearers, and the eNB shall regard the E-RABs indicated in the E-RAB To Be Released List IE as being fully released.
Upon reception of the PATH SWITCH REQUEST ACKNOWLEDGE message the eNB shall store the received Security Context IE in the UE context and the eNB shall use it for the next X2 handover or Intra eNB handovers as specified in [15].

The PATH SWITCH REQUEST ACKNOWLEDGE message may contain 

· the UE Aggregate Maximum Bit Rate IE
-
 the Handover Restriction List IE, which may contain roaming, area or access restrictions. 
If the UE Aggregate Maximum Bit Rate IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE the eNB shall
· replace the previously provided UE Aggregate Maximum Bit Rate by the received UE Aggregate Maximum Bit Rate in the UE context; the eNB shall use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE. 
If the UE Aggregate Maximum Bit Rate IE is not contained in the PATH SWITCH REQUEST ACKNOWLEDGE message, the eNB shall use the previously provided UE Aggregate Maximum Bit Rate which is stored in the UE context.
The eNB shall use the information in Handover Restriction List IE if present in the PATH SWITCH REQUEST ACKNOWLEDGE message to determine a target cell for handover. If the Handover Restriction List IE is not contained in the PATH SWITCH REQUEST ACKNOWLEDGE message, the eNB shall consider that previously received roaming, area or access restrictions, if any, apply to the UE. If the Handover Restriction List IE contains the No Restriction Indication IE, the eNB shall consider that no roaming area or access restrictions apply to the UE.
In case the EPC decides to change the uplink termination point of the tunnels it may include the E-RAB To Be Switched in Uplink List IE in the PATH SWITCH REQUEST ACKNOWLEDGE message to specify a new uplink transport layer address and uplink GTP-TEID for each respective E-RAB for which it wants to change the uplink tunnel termination point. 

When the eNB receives the PATH SWITCH REQUEST ACKNOWLEDGE message and if this message includes the E-RAB To Be Switched in Uplink List IE, the eNB shall start delivering the uplink packets of the concerned E-RABs to the new uplink tunnel endpoints as indicated in the message.

8.4.4.3
Unsuccessful Operation
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Figure 8.4.4.3-1: Path switch request: unsuccessful operation
If the EPC fails to switch the downlink GTP tunnel endpoint towards a new GTP tunnel endpoint for all E-RAB included in the E-RAB To Be Switched in Downlink List IE during the execution of the Path Switch Request procedure, the MME shall send the PATH SWITCH REQUEST FAILURE message to the eNB with an appropriate cause value. In this case, the eNB is expected to decide the subsequent actions.
8.4.4.4
Abnormal Conditions

If the MME receives a PATH SWITCH REQUEST message containing several E-RAB ID IEs (in the E-RAB To Be Switched in Uplink List IE) set to the same value, the MME shall send the PATH SWITCH REQUEST FAILURE message to the eNB.
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8.6.2.2
DOWNLINK NAS TRANSPORT
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Figure 8.6.2.2-1: DOWNLINK NAS Transport Procedure

If the MME only need to send a NAS message transparently via the eNB to the UE and a UE-associated logical S1-connection exists for the UE or if the MME have received the eNB UE S1AP ID IE in an INITIAL UE MESSAGE message, the MME shall send a DOWNLINK NAS TRANSPORT message to the eNB including the NAS message as a NAS-PDU IE. If the UE-associated logical S1-connection is not established the MME shall allocate a unique MME UE S1AP ID to be used for the UE and include that in the DOWNLINK NAS TRANSPORT message. By the reception of MME UE S1AP ID IE in eNB the UE-associated logical S1-connection is established.

The NAS-PDU IE contains an MME – UE message that is transferred without interpretation in the eNB.

The DOWNLINK NAS TRANSPORT message may contain the Handover Restriction List IE, which may contain roaming area or access restrictions.

If the Handover Restriction List IE is contained in the DOWNLINK NAS TRANSPORT message, the target eNB shall store this information in the UE context.

The eNB shall use the information in Handover Restriction List IE if present in the DOWNLINK NAS TRANSPORT message to determine a target cell for handover. If the Handover Restriction List IE is not contained in the DOWNLINK NAS TRANSPORT message and there is no previously stored Handover restriction information or if the Handover Restriction List IE contains the No Restriction Indication IE, the target eNB shall consider that no access restriction applies to the UE.
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9.1.4.8
UE CONTEXT MODIFICATION REQUEST

This message is sent by the MME to provide UE Context information changes to the eNB.
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	Security Key
	O
	
	9.2.1.41
	A fresh KeNB is provided after performing a key-change on the fly procedure in the MME, see [15]
	YES
	reject

	Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.1.39
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	O
	
	9.2.1.20
	
	YES
	ignore

	CS Fallback Indicator
	O
	
	9.2.3.21
	
	YES
	reject

	Handover Restriction List
	O
	
	9.2.1.22
	
	YES
	ignore
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9.1.5.9
PATH SWITCH REQUEST ACKNOWLEDGE

This message is sent by the MME to inform the eNB that the path switch has been successfully completed in the EPC.

Direction: MME ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	O
	
	9.2.1.20
	
	YES
	ignore

	E-RAB To Be Switched in Uplink List
	O
	
	
	
	YES
	ignore

	> E-RABs Switched in Uplink Item IEs
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	ignore

	>> E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>> Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>> GTP-TEID
	M
	
	9.2.2.2
	
	-
	

	E-RAB To Be Released List
	O
	
	E-RAB List 

9.2.1.36
	
	YES
	ignore

	Security Context
	M
	
	9.2.1.26
	One pair of {NCC, NH} is provided
	YES
	reject

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore

	Handover Restriction List
	O
	
	9.2.1.22
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RABs for one UE. Value is 256.
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9.2.1.22
Handover Restriction List 
This IE defines area roaming or access restrictions for handover. If the eNB receives the Handover Restriction List, it shall overwrite previously received restriction information.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Serving PLMN
	M
	
	9.2.3.8
	
	-
	-

	Equivalent PLMNs
	
	0..<maxnoofEPLMNs>
	
	Allowed PLMNs in addition to Serving PLMN.

This list corresponds to the list of “equivalent PLMNs” as defined in [TS 24.008].
	-
	-

	>PLMN Identity
	M
	
	9.2.3.8
	
	-
	-

	Forbidden TAs
	
	0..<maxnoofEPLMNsPlusOne>
	
	intra LTE roaming restrictions
	-
	-

	>PLMN Identity
	M
	
	9.2.3.8
	The PLMN of forbidden TACs
	-
	-

	>Forbidden TACs
	
	1..<maxnoofForbTACs>
	
	
	-
	-

	>>TAC
	M
	
	9.2.3.7

	The TAC of the forbidden TAI
	-
	-

	Forbidden LAs
	
	0..<maxnoofEPLMNsPlusOne>
	
	inter-3GPP RAT roaming restrictions
	-
	-

	>PLMN Identity
	M
	
	9.2.3.8
	
	-
	-

	>Forbidden LACs
	
	1..<maxnoofForbLACs>
	
	
	-
	-

	>>LAC
	M
	
	OCTET STRING(2)
	
	-
	-

	Forbidden inter RATs
	O
	
	ENUMERATED(ALL, GERAN, UTRAN, CDMA2000, …)
	inter-3GPP and 3GPP2 RAT access restrictions
	-
	-

	No Restriction Indication
	O
	
	ENUMERATED (norestriction, …)
	Indicates mobility restrictions are not applicable
	YES
	ignore


	Range bound
	Explanation

	maxnoofEPLMNs
	Maximum no. of equivalent PLMN Ids. Value is 15.

	maxnoofEPLMNsPlusOne
	Maximum no. of equivalent PLMN Ids plus one. Value is 16.

	maxnoofForbTACs
	Maximum no. of forbidden Tracking Area Codes. Value is 4096.

	maxnoofForbLACs
	Maximum no. of forbidden Location Area Codes. Value is 4096.
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-- **************************************************************

--

-- Path Switch Request Acknowledge

--

-- **************************************************************

PathSwitchRequestAcknowledge ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { { PathSwitchRequestAcknowledgeIEs} },


...

}

PathSwitchRequestAcknowledgeIEs S1AP-PROTOCOL-IES ::= {



{ ID id-MME-UE-S1AP-ID




CRITICALITY ignore
TYPE MME-UE-S1AP-ID

 


PRESENCE mandatory
} |


{ ID id-eNB-UE-S1AP-ID




CRITICALITY ignore
TYPE ENB-UE-S1AP-ID
 


PRESENCE mandatory
}|


{ ID id-uEaggregateMaximumBitrate

CRITICALITY ignore
TYPE UEAggregateMaximumBitrate

PRESENCE optional
}|


{ ID id-E-RABToBeSwitchedULList

CRITICALITY ignore
TYPE E-RABToBeSwitchedULList
PRESENCE optional }|


{ ID id-E-RABToBeReleasedList

CRITICALITY ignore
TYPE E-RABList



PRESENCE optional
}|


{ ID id-SecurityContext



CRITICALITY reject
TYPE
SecurityContext


PRESENCE mandatory}|


{ ID id-CriticalityDiagnostics

CRITICALITY ignore
TYPE CriticalityDiagnostics


PRESENCE optional
}|

{ ID id-HandoverRestrictionList

CRITICALITY ignore
TYPE HandoverRestrictionList

PRESENCE optional
},

...
}

E-RABToBeSwitchedULList ::= E-RAB-IE-ContainerList { {E-RABToBeSwitchedULItemIEs} }

E-RABToBeSwitchedULItemIEs S1AP-PROTOCOL-IES ::= {


{ ID id-E-RABToBeSwitchedULItem

CRITICALITY ignore
TYPE E-RABToBeSwitchedULItem
PRESENCE mandatory
},


...

}

E-RABToBeSwitchedULItem ::= SEQUENCE {


e-RAB-ID






E-RAB-ID,


transportLayerAddress



TransportLayerAddress,


gTP-TEID






GTP-TEID,


iE-Extensions





ProtocolExtensionContainer { { E-RABToBeSwitchedULItem-ExtIEs} }


OPTIONAL,


...

}

E-RABToBeSwitchedULItem-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}
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-- **************************************************************

--

-- UE Context Modification Request

--

-- **************************************************************

UEContextModificationRequest ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { { UEContextModificationRequestIEs} },


...

}

UEContextModificationRequestIEs S1AP-PROTOCOL-IES ::= {



{ ID id-MME-UE-S1AP-ID




CRITICALITY reject
TYPE MME-UE-S1AP-ID

 


PRESENCE mandatory
} |


{ ID id-eNB-UE-S1AP-ID



CRITICALITY reject
TYPE ENB-UE-S1AP-ID



PRESENCE mandatory
} |



{ ID id-SecurityKey




CRITICALITY reject
TYPE SecurityKey

 


PRESENCE optional
}|


{ ID id-SubscriberProfileIDforRFP

CRITICALITY ignore
TYPE SubscriberProfileIDforRFP
PRESENCE optional
}|


{ ID id-uEaggregateMaximumBitrate

CRITICALITY ignore
TYPE UEAggregateMaximumBitrate

PRESENCE optional
}|


{ ID id-CSFallbackIndicator



CRITICALITY reject

TYPE CSFallbackIndicator

PRESENCE optional
}|

{ ID id-HandoverRestrictionList

CRITICALITY ignore
TYPE HandoverRestrictionList

PRESENCE optional
},

...
}

----------------------------------
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9.3.4
Information Element Definitions

-- **************************************************************

--

-- Information Element Definitions

--

-- **************************************************************

S1AP-IEs { 

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

eps-Access (20) modules (3) s1ap (1) version1 (1) s1ap-IEs (2) }
DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

IMPORTS


id-E-RABInformationListItem,


id-E-RABItem,


id-Bearers-SubjectToStatusTransfer-Item,

id-NoRestrictionIndication,

maxNrOfCSGs,

maxNrOfE-RABs,


maxNrOfInterfaces,


maxNrOfErrors,


maxnoofBPLMNs,


maxnoofPLMNsPerMME,


maxnoofTACs,

maxnoofEPLMNs,


maxnoofEPLMNsPlusOne,


maxnoofForbLACs,


maxnoofForbTACs,


maxnoofTACs,


maxnoofGUMMEIs,


maxnoofCells,


maxnoofCellID,


maxnoofEmergencyAreaID,


maxnoofTAIforWarning,


maxnoofCellinTAI,


maxnoofCellinEAI,


maxnoofeNBX2TLAs,


maxnoofRATs,


maxnoofGroupIDs,


maxnoofMMECs

FROM S1AP-Constants

----------------------------------
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-- H

HandoverRestrictionList ::= SEQUENCE {


servingPLMN




PLMNidentity,


equivalentPLMNs



EPLMNs




OPTIONAL,


forbiddenTAs



ForbiddenTAs


OPTIONAL,


forbiddenLAs



ForbiddenLAs


OPTIONAL,


forbiddenInterRATs



ForbiddenInterRATs


OPTIONAL, 


iE-Extensions



ProtocolExtensionContainer { {HandoverRestrictionList-ExtIEs} }
OPTIONAL,

...

}

HandoverRestrictionList-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {

{ ID id-NoRestrictionIndication
CRITICALITY ignore

EXTENSION NoRestrictionIndication

PRESENCE optional
},

...

}
----------------------------------
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-- N

NAS-PDU ::=  OCTET STRING

NASSecurityParametersfromE-UTRAN ::= OCTET STRING

NASSecurityParameterstoE-UTRAN ::= OCTET STRING
NoRestrictionIndication ::= ENUMERATED {

no-restriction,


...

}

NumberofBroadcastRequest ::= INTEGER (0..65535)

NumberofBroadcast ::= INTEGER (0..65535)

----------------------------------
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9.3.6
Constant Definitions

-- **************************************************************

--

-- Constant definitions

--

-- **************************************************************

S1AP-Constants { 
itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

eps-Access (20) modules (3) s1ap (1) version1 (1) s1ap-Constants (4) } 

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

-- **************************************************************

--

-- IE parameter types from other modules.

--

-- **************************************************************

IMPORTS


ProcedureCode,


ProtocolIE-ID

FROM S1AP-CommonDataTypes;

-- **************************************************************

--

-- Elementary Procedures

--

-- **************************************************************

id-HandoverPreparation 



ProcedureCode ::= 0

id-HandoverResourceAllocation 

ProcedureCode ::= 1

id-HandoverNotification 


ProcedureCode ::= 2

id-PathSwitchRequest 



ProcedureCode ::= 3

id-HandoverCancel 




ProcedureCode ::= 4

id-E-RABSetup





ProcedureCode ::= 5

id-E-RABModify 





ProcedureCode ::= 6

id-E-RABRelease





ProcedureCode ::= 7

id-E-RABReleaseIndication


ProcedureCode ::= 8

id-InitialContextSetup



ProcedureCode ::= 9

id-Paging






ProcedureCode ::= 10

id-downlinkNASTransport



ProcedureCode ::= 11

id-initialUEMessage




ProcedureCode ::= 12

id-uplinkNASTransport



ProcedureCode ::= 13

id-Reset






ProcedureCode::= 14

id-ErrorIndication




ProcedureCode ::= 15

id-NASNonDeliveryIndication


ProcedureCode ::= 16
id-S1Setup






ProcedureCode ::= 17

id-UEContextReleaseRequest


ProcedureCode ::= 18

id-DownlinkS1cdma2000tunneling

ProcedureCode ::= 19

id-UplinkS1cdma2000tunneling

ProcedureCode ::= 20

id-UEContextModification


ProcedureCode ::= 21

id-UECapabilityInfoIndication

ProcedureCode ::= 22

id-UEContextRelease




ProcedureCode ::= 23

id-eNBStatusTransfer



ProcedureCode ::= 24

id-MMEStatusTransfer



ProcedureCode ::= 25

id-DeactivateTrace




ProcedureCode ::= 26
id-TraceStart





ProcedureCode ::= 27

id-TraceFailureIndication


ProcedureCode ::= 28

id-ENBConfigurationUpdate


ProcedureCode ::= 29

id-MMEConfigurationUpdate


ProcedureCode ::= 30

id-LocationReportingControl


ProcedureCode ::= 31

id-LocationReportingFailureIndication
ProcedureCode ::= 32

id-LocationReport




ProcedureCode ::= 33

id-OverloadStart




ProcedureCode ::= 34
id-OverloadStop





ProcedureCode ::= 35

id-WriteReplaceWarning



ProcedureCode ::= 36
id-eNBDirectInformationTransfer


ProcedureCode ::= 37
id-MMEDirectInformationTransfer


ProcedureCode ::= 38
id-PrivateMessage




ProcedureCode ::= 39

id-eNBConfigurationTransfer


ProcedureCode ::= 40
id-MMEConfigurationTransfer


ProcedureCode ::= 41
id-CellTrafficTrace




ProcedureCode ::= 42

-- **************************************************************

--

-- Extension constants

--

-- **************************************************************

maxPrivateIEs 





INTEGER ::= 65535

maxProtocolExtensions 



INTEGER ::= 65535

maxProtocolIEs





INTEGER ::= 65535

-- **************************************************************

--

-- Lists

--

-- **************************************************************

maxNrOfCSGs







INTEGER ::= 256

maxNrOfE-RABs






INTEGER ::= 256

maxNrOfInterfaces





INTEGER ::= 3   --FFS

maxnoofTAIs







INTEGER ::= 256

maxnoofTACs







INTEGER ::= 256

maxNrOfErrors






INTEGER ::= 256

maxnoofBPLMNs






INTEGER ::= 6

maxnoofPLMNsPerMME





INTEGER ::= 32 -- FFS
maxnoofEPLMNs






INTEGER ::= 15

maxnoofEPLMNsPlusOne




INTEGER ::= 16

maxnoofForbLACs






INTEGER ::= 4096



maxnoofForbTACs






INTEGER ::= 4096



maxNrOfIndividualS1ConnectionsToReset
INTEGER ::= 256

maxnoofGUMMEIs






INTEGER ::= 256 -- FFS
maxnoofCells






INTEGER ::= 16



maxnoofTAIforWarning




INTEGER ::= 65535 

maxnoofCellID






INTEGER ::= 65535 

maxnoofEmergencyAreaID




INTEGER ::= 65535 
maxnoofCellinTAI





INTEGER ::= 65535 

maxnoofCellinEAI





INTEGER ::= 65535 
maxnoofeNBX2TLAs





INTEGER ::= 2

maxnoofRATs







INTEGER ::= 8

maxnoofGroupIDs







INTEGER ::= 65535

maxnoofMMECs







INTEGER ::= 256

-- **************************************************************

--

-- IEs

--

-- **************************************************************

id-MME-UE-S1AP-ID








ProtocolIE-ID ::= 0

id-HandoverType








ProtocolIE-ID ::= 1

id-Cause









ProtocolIE-ID ::= 2

id-SourceID









ProtocolIE-ID ::= 3

id-TargetID









ProtocolIE-ID ::= 4

id-eNB-UE-S1AP-ID







ProtocolIE-ID ::= 8

id-E-RABSubjecttoDataForwardingList


ProtocolIE-ID ::= 12

id-E-RABtoReleaseListHOCmd




ProtocolIE-ID ::= 13

id-E-RABDataForwardingItem




ProtocolIE-ID ::= 14

id-E-RABReleaseItemBearerRelComp


ProtocolIE-ID ::= 15

id-E-RABToBeSetupListBearerSUReq


ProtocolIE-ID ::= 16

id-E-RABToBeSetupItemBearerSUReq


ProtocolIE-ID ::= 17

id-E-RABAdmittedList





ProtocolIE-ID ::= 18

id-E-RABFailedToSetupListHOReqAck


ProtocolIE-ID ::= 19

id-E-RABAdmittedItem





ProtocolIE-ID ::= 20

id-E-RABFailedtoSetupItemHOReqAck


ProtocolIE-ID ::= 21

id-E-RABToBeSwitchedDLList




ProtocolIE-ID ::= 22

id-E-RABToBeSwitchedDLItem




ProtocolIE-ID ::= 23

id-E-RABToBeSetupListCtxtSUReq



ProtocolIE-ID ::= 24

id-TraceActivation







ProtocolIE-ID ::= 25

id-NAS-PDU









ProtocolIE-ID ::= 26

id-E-RABToBeSetupItemHOReq




ProtocolIE-ID ::= 27

id-E-RABSetupListBearerSURes



ProtocolIE-ID ::= 28

id-E-RABFailedToSetupListBearerSURes

ProtocolIE-ID ::= 29

id-E-RABToBeModifiedListBearerModReq

ProtocolIE-ID ::= 30
id-E-RABModifyListBearerModRes



ProtocolIE-ID ::= 31
id-E-RABFailedToModifyList




ProtocolIE-ID ::= 32
id-E-RABToBeReleasedList




ProtocolIE-ID ::= 33
id-E-RABFailedToReleaseList




ProtocolIE-ID ::= 34

id-E-RABItem







ProtocolIE-ID ::= 35

id-E-RABToBeModifiedItemBearerModReq

ProtocolIE-ID ::= 36

id-E-RABModifyItemBearerModRes



ProtocolIE-ID ::= 37

id-E-RABReleaseItem






ProtocolIE-ID ::= 38

id-E-RABSetupItemBearerSURes



ProtocolIE-ID ::= 39

id-SecurityContext






ProtocolIE-ID ::= 40

id-HandoverRestrictionList





ProtocolIE-ID ::= 41

id-UEPagingID 








ProtocolIE-ID ::= 43

id-pagingDRX 








ProtocolIE-ID ::= 44

id-TAIList









ProtocolIE-ID ::= 46

id-TAIItem









ProtocolIE-ID ::= 47

id-E-RABFailedToSetupListCtxtSURes


ProtocolIE-ID ::= 48

id-E-RABReleaseItemHOCmd




ProtocolIE-ID ::= 49

id-E-RABSetupItemCtxtSURes




ProtocolIE-ID ::= 50

id-E-RABSetupListCtxtSURes




ProtocolIE-ID ::= 51

id-E-RABToBeSetupItemCtxtSUReq



ProtocolIE-ID ::= 52

id-E-RABToBeSetupListHOReq




ProtocolIE-ID ::= 53

id-GERANtoLTEHOInformationRes




ProtocolIE-ID ::= 55

id-UTRANtoLTEHOInformationRes




ProtocolIE-ID ::= 57

id-CriticalityDiagnostics 





ProtocolIE-ID ::= 58

id-Global-ENB-ID







ProtocolIE-ID ::= 59

id-eNBname









ProtocolIE-ID ::= 60

id-MMEname









ProtocolIE-ID ::= 61

id-ServedPLMNs








ProtocolIE-ID ::= 63
id-SupportedTAs








ProtocolIE-ID ::= 64

id-TimeToWait








ProtocolIE-ID ::= 65

id-uEaggregateMaximumBitrate





ProtocolIE-ID ::= 66

id-TAI










ProtocolIE-ID ::= 67

id-E-RABReleaseListBearerRelComp


ProtocolIE-ID ::= 69

id-cdma2000PDU








ProtocolIE-ID ::= 70

id-cdma2000RATType







ProtocolIE-ID ::= 71

id-cdma2000SectorID







ProtocolIE-ID ::= 72

id-SecurityKey








ProtocolIE-ID ::= 73

id-UERadioCapability






ProtocolIE-ID ::= 74

id-GUMMEI-ID








ProtocolIE-ID ::= 75

id-E-RABInformationListItem




ProtocolIE-ID ::= 78

id-Direct-Forwarding-Path-Availability


ProtocolIE-ID ::= 79

id-UEIdentityIndexValue






ProtocolIE-ID ::= 80
id-cdma2000HOStatus







ProtocolIE-ID ::= 83

id-cdma2000HORequiredIndication




ProtocolIE-ID ::= 84

id-E-UTRAN-Trace-ID







ProtocolIE-ID ::= 86

id-RelativeMMECapacity






ProtocolIE-ID ::= 87

id-SourceMME-UE-S1AP-ID






ProtocolIE-ID ::= 88

id-Bearers-SubjectToStatusTransfer-Item


ProtocolIE-ID ::= 89

id-eNB-StatusTransfer-TransparentContainer

ProtocolIE-ID ::= 90

id-UE-associatedLogicalS1-ConnectionItem

ProtocolIE-ID ::= 91

id-ResetType








ProtocolIE-ID ::= 92

id-UE-associatedLogicalS1-ConnectionListResAck
ProtocolIE-ID ::= 93
id-E-RABToBeSwitchedULItem




ProtocolIE-ID ::= 94

id-E-RABToBeSwitchedULList




ProtocolIE-ID ::= 95

id-S-TMSI









ProtocolIE-ID ::= 96

id-cdma2000OneXRAND







ProtocolIE-ID ::= 97

id-RequestType








ProtocolIE-ID ::= 98

id-UE-S1AP-IDs








ProtocolIE-ID ::= 99

id-EUTRAN-CGI







ProtocolIE-ID ::= 100

id-OverloadResponse







ProtocolIE-ID ::= 101

id-cdma2000OneXSRVCCInfo





ProtocolIE-ID ::= 102

id-E-RABFailedToBeReleasedList



ProtocolIE-ID ::= 103

id-Source-ToTarget-TransparentContainer
ProtocolIE-ID ::= 104

id-ServedGUMMEIs







ProtocolIE-ID ::= 105
id-SubscriberProfileIDforRFP




ProtocolIE-ID ::= 106
id-UESecurityCapabilities





ProtocolIE-ID ::= 107
id-CSFallbackIndicator






ProtocolIE-ID ::= 108

id-CNDomain









ProtocolIE-ID ::= 109

id-E-RABReleasedList





ProtocolIE-ID ::= 110

id-MessageIdentifier






ProtocolIE-ID ::= 111
id-SerialNumber








ProtocolIE-ID ::= 112
id-WarningAreaList







ProtocolIE-ID ::= 113
id-RepetitionPeriod







ProtocolIE-ID ::= 114
id-NumberofBroadcastRequest





ProtocolIE-ID ::= 115
id-WarningType








ProtocolIE-ID ::= 116
id-WarningSecurityInfo






ProtocolIE-ID ::= 117
id-DataCodingScheme







ProtocolIE-ID ::= 118
id-WarningMessageContents





ProtocolIE-ID ::= 119
id-BroadcastCompletedAreaList




ProtocolIE-ID ::= 120

id-Inter-SystemInformationTransferTypeEDT


ProtocolIE-ID ::= 121

id-Inter-SystemInformationTransferTypeMDT


ProtocolIE-ID ::= 122
id-Target-ToSource-TransparentContainer


ProtocolIE-ID ::= 123
id-SRVCCOperationPossible





ProtocolIE-ID ::= 124
id-SRVCCHOIndication






ProtocolIE-ID ::= 125
id-NAS-DownlinkCount






ProtocolIE-ID ::= 126
id-CSG-Id









ProtocolIE-ID ::= 127
id-CSG-IdList








ProtocolIE-ID ::= 128
id-SONConfigurationTransferECT




ProtocolIE-ID ::= 129
id-SONConfigurationTransferMCT




ProtocolIE-ID ::= 130
id-TraceCollectionEntityIPAddress



ProtocolIE-ID ::= 131

id-MSClassmark2








ProtocolIE-ID ::= 132

id-MSClassmark3








ProtocolIE-ID ::= 133

id-RRC-Establishment-Cause





ProtocolIE-ID ::= 134
id-NASSecurityParametersfromE-UTRAN



ProtocolIE-ID ::= 135

id-NASSecurityParameterstoE-UTRAN



ProtocolIE-ID ::= 136

id-DefaultPagingDRX







ProtocolIE-ID ::= 137
id-NoRestrictionIndication





ProtocolIE-ID ::= xxx
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