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1 Introduction

Inbound handover has been discussed in SA2, RAN2 and RAN3. Access control is one of the most important features. RAN3 has discussed it and got some work assumptions. As RAN2 has not made a decision between UE-based solution and network-based solution, there are many optional solutions for access control. This paper wants to summarize all these optional solutions and gives some conclusions. 
2 Discussion
2.1 UE reports CSG ID of target cell
If inbound handover just used for Rel-9 UE and RAN2 decides that Rel-9 UE should report CSG ID in measurement report, UE should read system information of target home cell and report CSG ID of target cell to source RNC/eNB. UE may perform initial access control before measurement report, e.g. UE excludes home cells which are not in allowed CSG list in measurement report or UE reports all home cells but indicates which are available. 
Considering some reasons, e.g. ACL in UE not synchronised with ACL in network, network can not completely trust information reported by UE, whether UE is able (or even mandated) to do access control or not, an additional access control has to be performed in the network. 
Network access control may be done at core network, source RNC/eNB or both. If UE has performed initial access control, source RNC/eNB does not need to perform access control again. As we know, normal access control, e.g. for attach, TAU/LAU/RAU and service request is performed in MME/SGSN/MSC, normal access control at MME/SGSN/MSC can be easily reused for handover access control. In summary, if UE has initial access control capability, performing network access control at MME/SGSN/MSC has following advantages: 
1 Avoiding function duplication. As MME/SGSN/MSC has normal access control function, RNC/eNB does not need to have this function again.
2 Reducing change to RNC/eNB. 
3 Avoiding make network more complex. SA2 has discussed how to keep Allowed CSG List synchronized in HSS, MME/SGSN/MSC and UE, the solution is complex and difficult. If involve RNC/eNB, it makes system more complex. 

If UE can not perform initial access control, source RNC/eNB must perform access control at first, or UE may be handover to a home cell not in its ACL. Whether MME/SGSN/MSC performs access control is FFS.
In addition, as network can not trust CSG ID reported by UE completely, CSG ID check at target HNB/HeNB is needed. Network should pass CSG ID reported by UE to target HNB/HeNB, if not match, target HNB/HeNB should reject this handover.
2.2 UE does not report CSG ID of target cell
If RAN2 decides UE dose not report CSG ID in measurement report or legacy UE is supported in inbound handover, then UE does not report CSG ID. Source RNC/eNB must get neighbour home cell information and Allowed CSG List, or source RNC/eNB can not make handover decision. How to get neighbour home cell information and Allowed CSG List are FFS. How to solve PSC/PCI confusion is FFS and should be solved by RAN2. Whether MME/SGSN/MSC performs access control is FFS. And CSG check at target HNB/HeNB is not needed any more. 
3 Conclusion and Proposal
It is proposed to take above discussion into account and approve following conclusions.
Conclusion 1: If UE can report CSG ID and can not perform initial access control, source RNC/eNB performs access control.
Conclusion 2: If UE can report CSG ID and can perform initial access control, MME/SGSN/MSC performs access control.
Conclusion 3: If UE can report CSG ID, additional CSG ID check at target HNB/HeNB is needed. Network should pass CSG ID reported by UE to target HNB/HeNB, if not match, target HNB/HeNB should reject this handover.

Conclusion 4: If UE can not report CSG ID, source RNC/eNB performs access control.
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