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1
Introduction
TSG RAN WIs for Rel9 contains as one of the objectives to support Active Mode Mobility for the inbound handover to CSG cell from Macro cells. During the active mode mobility procedures the UEs access rights to the target cell should be checked in case the target cell is a closed access H(e)NB cell, a CSG cell.
This paper discusses the location alternatives for the CSG access control during the active mode mobility support.
2 Discussion
The entity checking the CSG access rights of a UE to a certain CSG cell is required to have valid information about the UE CSG subscription (e.g. Allowed CSG list of the UE) and the CSG ID of the target cell. 
There are following alternatives for the location of the CSG access control

· CSG Access control in UE

The UE will check always before reporting any CSG cells to the macro system that the CSG ID of the measured cell is within its Allowed CSG list.
This would require the UE to decode frequently the SIB of the target cell candidate containing CSG ID, which may impact the quality of the active service. Additionally there is the risk that the Allowed CSG list in the UE may be out of date and the UE may try to access a cell for which the CSG subscription has expired. The CSG access control cannot be carried out only via the UE.
· CSG Access control in source CN

Source CN will receive the UE CSG subscription information from HSS together with other subscription information when the UE registers with network. The serving CN however does not know the CSG ID of the target cell, if the target CSG cell is connected to another CN or if it is served by a H(e)NB GW. The source CN would need to get the CSG ID of the target cell during the handover preparation phase in order to check that it is an allowed CSG cell for the UE before forwarding the handover/relocation request to the target system. Additionally the CSG access control in the source CN would increase in the network internal signalling load due to the rejected handover/relocation attempts towards the not allowed CSG cells.
· CSG Access control in target CN

In a way similar to the source CN being responsible for CSG access control during active state mobility the target CN would need to know the CSG ID of the target cell. In case of H(e)NB GW supported deployments, the target CN does not have such parameter. This approach would also increase the network internal signaling load due to handover/relocation attempts towards the not allowed CSG cells, which would get rejected by the target CN. Additionally the target CN does not have the CSG subscription information (Allowed CSG list) of a UE before the handover has been executed, because the UE is still connected to the source CN.
· CSG Access in source RAN

The source RAN is responsible to initiate the handover/relocation preparation procedure. As part of the target cell selection the handover restriction information of the subscriber have to be taken into account, e.g. SNA Access Information (in UTRAN) and Handover Restriction list (in LTE).
If the CSG access rights of the UE are checked already in the source RAN, the “blind” handover/relocation attempts towards not allowed CSG cells, leading to increased handover signalling traffic due to rejected handover/relocation attempts can be avoided. 

The Allowed CSG list of the UE could be delivered to source RAN together with HO restriction IE (in LTE) and SNA list (in 3G). The open issue requiring further studies is how the source RAN will get more information than the PCI/PSC of the target cell candidate (e.g. Cell ID, CSG ID). It is expected to be solved as part of the general question, how the macro system is able to identify the target cell ID of the uncoordinated H(e)NBs.
· CSG Access in target RAN

The target RAN (i.e. H(e)NB GW) knows the CSG ID of a certain H(e)NB cell. The CSG access control is possible in the target RAN if the Allowed CSG list of the UE is delivered in Handover/Relocation Request together with other information. The main disadvantage of mandating the target RAN to do the CSG access control is the increased network signalling load due to the handover/relocation rejections of the not allowed subscribers and due to the rejections caused by the PCI/PSC confusion problem (i.e. multiple target cell candidates due to PCI/PSC reuse in source RAN). However this option could be advantageous in case the source RAN would not have enough information about the target cell. Indeed, the target RAN (i.e. the H(e)NB GW) could be able to know cell ID, CSG ID and PCI/PSC of the target cell and could easily block any handover/relocation request towards cells that are not accessible by the UE.
Based on the aspects discussed above it is proposed to use the source RAN system for the CSG access control for the case the CSG ID of the target cell can be identified in the source RAN. In case the CSG ID is not known by the source RAN the target RAN shall perform the CSG access control as part of the handover/relocation preparation phase.
3 Conclusions
Different alternatives for the location of the CSG access control during the active mode mobility have been evaluated. 
In order to minimize the network internal signalling load due to rejected handover/relocation attempts towards not allowed CSG cells, it is proposed to use the source RAN system for the CSG access control for the case that the CSG ID of the target cell can be identified in the source RAN. In case the CSG ID is not known by the source RAN the target RAN shall perform the CSG access control as part of the handover/relocation preparation phase.

Proposal: The source RAN system shall be responsible for the CSG access control for the case the CSG ID of the target cell can be identified in the source RAN. In case the CSG ID is not known by the source RAN the target RAN shall perform the CSG access control as part of the handover/relocation preparation phase.
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