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1. Introduction

This proposal is going to discuss the problem of current solutions and propose other principle to evaluate the handover solution.

2. Discussion
There are two solutions in the SA2 TR for which node performing inbound handover decision. The first one is source ENB, the second solution is MME. Below make comparison of these two methods.
· allowed CSG list handling:

In order to support the source eNB to perform access control, the allowed CSG list shall be transferred from MME to eNB via initial UE context setup. The source eNB will have to manage the subscriber’s information, as CSG list is kind of user’s subscription data. The security concerns of subscription data inserted into RAN node shall be studied.

MME store the allowed CSG list as UE context. No change if MME perform access control.

=> MME make decision is beneficial.

· CSG ID of the target HeNB
In order to support source eNB to perform access control, the source eNB shall get the CSG ID of the target HeNB. Then source eNB could compare if the target HeNB’ CSG Id is included in the UE Allowed CSG list. One mechanism of obtaining CSG Id of target node is from UE reporting. However, there is no agreement in RAN2 that a UE should be able to read SIB1 of a potential target cell before sending a measurement report. And the CSG reported from UE can not be always trustable by the network. 
Therefore, in order to support source eNB to perform access control, other mechanism such as, source eNB get the mapping of target HeNB and CSG Id from the network side should be used. This will introduce big overhead, considering the huge number and dynamic characteristic of potential target HeNBs.
In order to support MME to perform access control, MME need to get CSG Id from the target HeNB in the HO procedure message. This way is easier than source eNB get the target CSG Id from the network.
=>MME make decision is beneficial

=>MME needs to get the CSG Id from the target side. 

Proposal-1: HeNB report GSG Id to the decision node.

· Propose other nodes to decide access control, i.e. HeNB GW
If MME to perform access control, if the requested CSG is not in the allowed CSG list, the MME shall reject handover in the source eNB and release resource in the target HeNB. The source ENB may evaluate other proper cells to send handover require message to MME. Therefore, more handling procedure will be raised, and the delay on this shall be considered further.

Since HeNB GW can have the CSG list or CSG access mode, HeNB GW can be considered as the node to make the access control decision.

Proposal-2: If the delay is not acceptable, the other nodes, e.g. HeNB GW, shall be considered as the candidates to make access control decision.
· Hybird/open mode support

Since the node to make access control decision is based on the Allowed CSG list, if the requested CSG is not in the list, the handover require will be rejected. But, if the target HeNB is open or hybrid access mode, then the access control decision shall be based on knowing the access type too. Therefore, the access type mode shall be known in the decision node.

The relative solutions require the access mode shall be reported from the HeNB to the decision node.
Proposal-3: HeNB report the access mode to the decision node.
3. Proposal

In this contribution, we proposed three aspects when considering the inbound mobility for LTE HNB. According to these aspects, the MME is the suitable entity to make decision if the UE can mobility to the target. In order to support MME make the decision, below changed is necessary for S1AP.
Proposal-1: Target HeNB report GSG Id to the decision node.

Proposal-3: Target HeNB report the access mode to the decision node.
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