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1 Introduction

The initialization and registration procedure of HNB has been discussed in RAN3, while the similar procedure hasn’t been mentioned for HeNB. This contribution discusses the overall registration procedure of HeNB.
2 Discussion
HeNB is a plug and play equipment and can serve anywhere under the approval of operator. So it can’t be configured before putting into use since the environment couldn’t be foreseen. HeNB could be configured with the IP address or “name” of its OAM system. When HeNB is purchased and first installed, it should connect to the OAM system to be configured and provided with the address of the serving HeNB GW or MME, then the SCTP association towards the node could be established. After successfully setting up the connection with the CN nodes, HeNB could work as a normal eNB. The general registration procedure of HeNB is shown as follows:
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2.1 Provisioning 
HeNB is provisioned with the address of Security Gateway and OAM system. When initialization, HeNB connects to the Security Gateway to setup a secure tunnel, and then establishes the connection to the OAM system based on TR-069. During the interaction between the HeNB and its OAM system, the HeNB should provide with its location information, then the OAM system could verify the location of HeNB to confirm it is located in an authorized place .Once the location verification is successful, the OAM system should provide with a serving HeNB GW or MME based on HeNB’s location. Also the OAM system should configure the HeNB with a set of operation parameters.
2.2 HeNB Registration

When receiving the IP address or “name” of the serving HeNB GW or MME, the HeNB can establish the SCTP connection towards it. Then HeNB initiates the S1 connection at S1AP level. This could be done by initiating S1 SETUP REQUEST message, HeNB conveys the necessary parameters such as TAC, PLMN ID, Location Information to the HeNB GW or MME, it may verify the location information if HeNB provides this parameter. If the HeNB GW/MME considers the HeNB shouldn’t connect to it since it location isn’t proper, it could reject the S1 SETUP REQUEST by response with S1 SETUP FAILURE message and set the appropriate “cause” in this message. If HeNB receives the message indicating the S1 setup failure caused by its location reason. HeNB could return to its OAM system to execute the initiation or part of the initiation procedure to get a new HeNB GW/MME.

HeNB could connect to the serving HeNB GW/MME each time it is powered on without verifying the location by the OAM system. So it should provide its location information to the HeNB GW/MME and let it verify its location. 
2.3 HeNB Deregistration

When the HeNB is powered off, it should notify the serving node and terminate the S1 connection towards it. But there is no such procedure specified in the TS 36.413, there is a need to introduce the S1 Connection Termination Procedure.

3 Conclusion and Proposal
It is proposed to discuss and agree the procedure in section 2 and capture it into the Stage 2 specification.
4 References
[1] TS 22.220  “Service requirements for Home NodeBs and Home eNodeBs”
[2] TS 25.467 “UTRAN architecture for 3G Home NodeB”
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