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1. Introduction

HeNB-GWs have been introduced in LTE architecture for the network to scale nicely with the number of HeNBs. However, having HeNBs located behind HeNB-GWs raises an issue for routing messages related to handovers, as current specifications do not specify how a signalling message can reach a target eNB through such an indirect routing.

Several methods relative to handovers from macro-eNB to HeNB have been proposed at RAN3#61 [1]

 REF _Ref224656857 \r \h 
[2]. Another proposal along with a comparison of the different options was proposed [3] at RAN3#62, but no decision has been made so far. 

This contribution aims at refreshing memories on the different proposals on the table, and looks at how they can be applied to handovers scenarios between HeNBs taking into account how HeNBs are connected to the core network. 
2. Discussion
This contribution focuses on routing and addressing matters, and does not address access control, which is considered as an independent topic, currently under discussion in SA2.
Each eNB broadcasts in the cells it manages a Cell Global Identifier (CGI), which identifies uniquely a cell within a PLMN, plus a Tracking Area Code Identifier (TAI) which is also unique within a PLMN. 

In architecture with only MMEs and eNBs (i.e. without HeNB-GWs), routing signalling messages necessary to a S1-HandOver relies on the following parameters:

· Target TAI, which is used to identify an MME the target eNB is attached to

· Target eNB-id, which is extracted from the target CGI, and is used as destination identifier for routing from MME to target eNB
· Target CGI, which  is embedded in a container transparent to the MME and is used by the target eNB to identify the target cell
Issues arise with the introduction of a HNB-GW between MME and HeNB. Indeed, it is necessary to be able to identify the new node on the signalling path to the target eNB.
They are briefly listed here below. Options numbering is taken from [3].
2.1. Different addressing options

(a) Use of sub-netting

The HeNB-GW is identified by a portion of the eNB ID, which is also a part of the CGI. This gateway address part can be fixed or dynamic depending on coding and routing algorithm. This options put no restrictions on the TAI, but put constraints on eNB-Id allocations, and consequently on CGI allocations. 

Sub-netting can be further divided into two sub-options:

(a1)  Sub-netting algorithm is located in the MME.

eNBs provide the target eNB-Id to the MME, the MME derives the HeNB-GW ID from it.

(a2)  Sub-netting information is provided to eNBs

eNBs extract by themselves the HeNB-GW Id from the eNB-Id thanks to sub-netting rules knowledge. The MME sees HeNB-GWs as legacy eNBs.

(b) Use of TAI<->HeNB-Gateway ID mapping tables in eNBs
HeNB-GW is identified by a TAI (or a set of TAIs), and a mapping table giving the link between TAI and HeNB-GW Id is provided to eNBs. eNBs extract by themselves the HeNB-GW Id from the TAI.

There is no constraint on HeNB-Id allocation, but on TAIs assigned to HeNBs, which shall be unique in the PLMN.

(c) Use of TAI<->HeNB Gateway ID mapping tables in MME

HeNB-GW is identified by a TAI (or a set of TAIs), and the mapping table giving the link between TAI and HeNB-GW is located in the MME. eNBs provide the TAI to the MME, the MME derives the HeNB-GW ID from the TAI.

Indeed, these different options can be divided in two families:
1) HeNB-GW is transparent to the MME from routing point of view; options (a2) and (b) fall into this family,

2) HeNB-GW is transparent to the eNBs from routing point of view, as in options (a1) and (c).
Another way of classifying  the different options would be related to the constraint they put on deployment:
1) Deployment constraints are put on eNB-ID (and CGI), with options (a1) and (a2)

2) Deployment constraints are put on TAI, with options (b) and (c)

2.2. HeNB ->HeNB HO over S1

In this paragraph we examine how the 4 addressing schemes described previously can apply in case of inter HeNB handovers through S1 interface and considering HeNB-GWs. Such a scenario is typical of a business or campus deployment with HeNBs having no X2 connectivity.
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Figure 1: Inter HeNB S1-Hand-Over scenario 

We can distinguish between two different handovers: intra-HeNB-GW (e.g. F1->F2), or inter-HeNB-GW (e.g. F1->F3).

Inter HeNB-GW
This use case corresponds in Figure 1 to a mobile terminal moving from HeNB F1 to HeNB F3.

Step 1: It is assumed that, in the framework of ANR function, 

· a UE reports the Physical Cell Id of HeNB F3 to HeNB F1, 

· F1 requests the UE to further report corresponding CGI

· The UE reports CGI and TAI for cell managed by F3

It is assumed also that F1 has no entry for this PCI value in its Neighbour Relation table.

Step2: From reported CGI, noted CGI(F3), F1 detects that the neighbour is a HeNB thanks to CGI coding or from PCI split or from other mean, and extracts corresponding eNB ID, noted hereafter eNB-ID(F3).

Step3: F1 sends a HO-REQUIRED to the MME, including 

· Target eNB-ID

· TAI

· CGI(F3) in a container

Depending on the addressing option, the content of Target eNB-ID parameter is different.

(a1):  F1 fills the HO-REQUIRED message with Target eNB-ID corresponding to eNB-ID(F3). Thanks to internal tables and sub-netting rules, the MME translates eNB-ID(F3) into eNB-ID(G2) and relays the message to G2 in a HO REQUIRED command.

(a2):  F1 has knowledge of sub-netting rules. F1 is aware that eNB-ID(F3) corresponds to a HeNB below a gateway. F1 extracts from eNB-ID(F3) eNB-ID(G2) and puts it in the HO REQUIRED message to the MME as Target eNB-ID. MME routes a corresponding HO REQUEST message to F3 thanks to Target eNB-ID.

(b): F1 has a table mapping TAI into gateway identifiers of neighbouring gateways. From reported TAI, F1 finds that the target is below the gateway G2. F1 puts eNB-ID(G2) as Target eNB-ID in the HO-REQUIRED message. MME routes a corresponding HO REQUEST message to F3 thanks to Target eNB-ID.

(c): F1 fills HO-REQUIRED so as Target eNB-ID corresponds to eNB-ID(F3). The MME detects from Target eNB-ID, which is unknown for it, that the target is below a gateway, and then uses TAI to find the gateway G2. MME forward a corresponding HO REQUEST command to that destination.

Step 4: HeNB-GW forwards the HO REQUEST message to the final femto-base station thanks to CGI(F3) in the embedded container .

Step 5: F3 responds by sending a HO REQUEST ACK to HeNB-GW G2.
Step 6: Thanks to context identifiers, HeNB-GW G2 relays the HO REQUEST ACK message to the MME

Step 7: The MME sends a corresponding HO-COMMAND HeNB GW G1. REQUEST-ACK message does not include a source eNB-ID, but transaction identifiers. MME routes the message to G1 thanks to the transaction identifiers.

Step 8: G1 forwards the HO-COMMAND message down to F1 also thanks to transaction identifiers.

Intra HeNB-GW

This use case corresponds in Figure 1 to a mobile terminal moving from HeNB F1 to HeNB F2.

Procedure described for inter-GWs handover applies in the same manner.
3. Conclusion
 The 4 addressing options envisaged for Macro-eNb to HeNB may also work when applied to inter HeNB S1-Hand-Overs with no specific requirements. As previously highlighted in [3], all of them have pros and cons. 
Deployment constraints put on eNB-Ids by options relying on sub-netting appears more restrictive than constraints put on tracking area codes. 

Then the choice would be on whether is it better to have the gateway transparent from eNBs or from MMEs. Current work, on paging optimisation for example, tends to consider that the MME will have to be aware of the nature of the node, eNB or HeNB-GW, connected to it through a S1 interface. Indeed, our preferred option would be option (c), i.e. routing S1 HO messages thanks to TAI / HeNB Gateway ID mapping tables located in MME.
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