3GPP TSG RAN WG3 Meeting #63bis
R3-090766
Seoul, South Korea, 23rd – 26th March 2009
Agenda Item:
12.4
Source:
Mitsubishi Electric

Title:
ANRF in Campus Scenarios 
Document for:
Discussion & Approval
1. Introduction

Handovers between HeNBs is an important feature of campus and business scenarios.  Different addressing options have been presented in [1] in support of inter HeNB S1 handovers with the introduction of HeNB-GWs in the architecture. HeNB does not have to support an X2 interface in release 8 specifications, however such an X2 interface may bring benefits especially in case of these campus and business scenarios.

This contribution aims at evaluating the implications of the different addressing options on X2 handovers, and more specifically on the X2 IP discovery mechanism.
2. Discussion
Figure 1 depicts a typical business or campus architecture with X2 interconnection between eNBs. It is assumed that HeNBs may be directly connected to an MME (HeNB F3) or connected through a HeNB-GW (HeNBs F1and F2).
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Figure 1: Campus or business scenario

It is assumed that HeNBs have no entry corresponding to neighbouring cells in their Neighbour Relation (NR) table, nor they have X2 interfaces established. When an X2 interface has been set up, handovers through X2 no more depend on the presence or absence of the HeNB-GW. However, we don't want to rely on O&M to configure neighbour relations in the HeNBs, but would prefer having a SON mechanism as ANRF. 

ANRF has been designed for an architecture where eNBs are directly connected to MMEs. Indeed, the IP address discovery mechanism agreed at RAN#63 (Configuration Transfer procedures [2]) relies on S1 RNL routing with eNB-Id and TAI as routing addresses. The routing indirection introduced by a HeNB-GW may request modification in these procedures depending on the addressing option that has been chosen.  

We analyse hereafter how a HeNB is then able to establish an X2 interface with a neighbour discovered through ANRF depending on the different addressing options presented in [1].

These 4 options are the following:

(a1)  Sub-netting algorithm located in the MME.

(a2)  Sub-netting information provided to eNBs

(b) Use of TAI<->HeNB-Gateway ID mapping tables in eNBs

(c) Use of TAI<->HeNB Gateway ID mapping tables in MME

2.1. HeNBs behind a HeNB-GW

At first, we consider the case where both HeNBs are located behind a HeNB-GW. This corresponds on Figure 1 to HeNB F1 discovering HeNB F2. We will see further what happened when one of the HeNB is directly connected to the MME (HeNB F3).

Step 1: In the framework of ANR function, 

· a UE reports the PCI of HeNB F2 to HeNB F1, 

· F1 requests the UE to further report corresponding CGI and TAI of the cell with this PCI
· The UE reports CGI and TAI for cell managed by F2

Step2: From reported CGI, noted CGI (F2), F1 detects that the neighbour is a HeNB thanks to CGI coding, PCI split or other method; and extracts corresponding eNB ID, noted hereafter eNB-ID(F2).

Step3: F1 sends a eNB Configuration Transfer message to the MME, including:
· Target Global eNB-ID

· Target TAI

Depending on the addressing option, the content of the command is different.

2.1.1. Addressing option (a1): Sub-netting algorithm located in the MME
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Figure 2: IP address discovery with addressing option (a1)

0-1 F1 fills the message with Target Global eNB-ID corresponding to eNB-ID(F2) and sends the message to the MME.

2-3 Thanks to internal tables and sub-netting rules, the MME translates eNB-ID(F2) into eNB-ID(G2) and relays the message to G2. MME shall not touch initial routing information in the message. Thus, the MME actually routes the message to another destination than the one indicated in the target parameter of the message.

4-5 Again from Target Global eNB-ID which is equal to eNB-ID(F2), the gateway G2 routes the message to its final destination.

6- F2 embeds in the message its IP address, switches source and target routing identifiers, and sends the message to the MME.

Routing rules to reach F1 are the same then for initial path.

2.1.2. Addressing option (a2): Sub-netting information provided to eNBs
If we apply the same mechanism as described for option (a1),

- F1 has the knowledge of sub-netting rules. F1 can extract from eNB-Id (F2) the subnet-part corresponding to eNB-ID(G2) and use it as target Global eNB-ID.

- MME has no translation to make, it relays the message to G2

However the gateway G2 has no indication on how to route the message to F2.

In order to work, the initial message should include another piece of routing information, corresponding to the final target eNB.

A proposal is then that Configuration Transfer messages include in addition to Target eNB-ID and Source eNB-Id IEs the following elements in the SON IE:

Final Target eNB-ID (optional)
  - Global eNB-ID

Indeed, the IP discovery procedure could work as follow:
Figure 3: IP address discovery with addressing option (a2)

0-1 F1 has the knowledge of sub-netting rules. F1 extracts from eNB-Id (F2) the subnet-part corresponding to eNB-ID(G2) and use it as Target Global eNB-ID. Final Target eNB-ID is set to eNB-ID(F2)

2-3 MME has no translation to make, it relays the message to Target eNB-ID, i.e. to G2

4-5  Since Final Target eNB-ID is present and not equal to the G2's eNB ID, G2 has to forward the message. G2 sets Target eNB-ID equal to Final Target eNB-ID, removes Final Target eNB-ID and sends the message to Target eNB-ID , i.e. to F2

6- F2 embeds in the message its X2 IP address.  F2 has the knowledge of sub-netting rules. Routing identifiers are set according to rules already described in step 1.

Routing rules to reach F1 are the same then for initial path.

2.1.3. Addressing option (b): Use of TAI<->HeNB-Gateway ID mapping tables in eNBs
Similarly to addressing option (a2), a Final Target eNB ID IE is required.

1- F1 has a table mapping TAI into gateway identifiers of neighbouring gateways. From reported TAI, F1 finds that the target is below the gateway G2. F1 puts eNB-ID(G2)  as Target eNB-ID; and eNB-ID(F2) as Final Target eNB-ID.

2-4 MME has no translation to make, it relays the message to G2

4-6 Since Final Target eNB-ID is present and not equal to the G2's ID, G2 has to forward the message. G2 set Target eNB-ID equal to Final Target eNB-ID, remove the Final Target eNB-ID and sends the message to F2

2- F2 embeds in the message its IP address.  F2 has the knowledge of sub-netting rules. Routing identifiers are set according to rules already described in step 1.

Routing rules to reach F1 are the same then for initial path.
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2.1.4. Addressing option (c): Use of TAI<->HeNB Gateway ID mapping tables in MME
1- F1 fills eNB Configuration Transfer so as Target eNB-ID corresponds to eNB-ID(F2).
2-3 The MME detects from Target eNB-ID, which is unknown for it, that the target is below a gateway, and then uses TAI to find the gateway G2 and routes the message to that destination. The MME shall not touch initial routing information

Other steps are similar to addressing option (a1).

2.1. One HeNB is direcly connected to the MME

This scenario corresponds in Figure 1 to HeNB F1 discovering HeNB F3.

Mechanisms previously described for F1 discovering F2 apply.

Indeed, in addressing options (a1) and (c), the MME detects from target eNB-ID sub-netting or from TAI and target eNB-ID that the target is directly connected.

In addressing options (a2) and (b), this role is devoted to eNBs. Final Target eNB ID IE will not be set by femto F1, however F3 will fill one on the return path.
3. Conclusion

Discovering X2 IP addresses with Configuration Transfer procedures implies that the HeNB-GW decodes theses messages for getting the routing identifiers. 

It is necessary to add a Final Target eNB ID in Configuration Transfer procedure for addressing options based on gateway knowledge in the eNBs, i.e. for addressing options (a2) and (b) where HeNB-GW knowledge is in the eNBs. MME behaviour is not impacted.

Addressing options (a1) and (c) – HeNB-GW knowledge in the MME – can work with Configuration Transfer messages being kept unchanged. MME has to route them with the same algorithms that the ones used for routing S1-HO signalling messages.
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