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1. Problem Description
The problem of connection recovery following RLF has been discussed in CT1, RAN2/3 and SA2 previously ([1], [2]). The problem can be summarized as follows, and a more detailed problem description is available in [2].

1. After RLF, the UE performs cell selection.

2. If the UE finds a suitable E-UTRAN cell (i.e., an accessible cell having sufficient radio quality), the UE initiates the re-establishment procedure by sending the RRC Connection Re-establishment Request message.

3. If the eNB cell receiving the RRC Connection Re-establishment Request was “prepared” for handover, the re-establishment procedure succeeds.

4. If the eNB cell receiving the RRC Connection Re-establishment Request was not “prepared” for handover, the re-establishment procedure fails and the UE enters RRC_IDLE state.
As can be seen above, lack of preparation at the target cell causes the UE to transition to Idle state. 
In an LS sent from RAN2 [3], it was recognized that an AS solution to the above problem should be the most optimal one from a system point of view. This was in response to a CT1 LS [4] stating that AS recovery should be improved as much as possible. Nevertheless, a complete AS solution to the problem was not entertained  at that time due to the time constraints for completing Rel-8 and the late phase when this issue was recognized. As a consequence, the following NAS solution was adopted in Rel-8 by RAN2, with the intention of providing an AS solution in a future release [3]: 

Description of Rel-8 NAS based solution

The following message flow shows the Rel-8 agreed procedure for RLF recovery. 
After entering Idle state due to RLF, if the UE has no UL data to send, the UE will send a TAU to the network. This brings the UE out of idle state, and allows the network to send any necessary DL data to the UE. This is shown using the red markers in the figure below..
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Figure 1: TAU based solution
Issues of Concern
This solution outlines a number of concerns with requiring the UE to go through the idle state.
Idle Mode Transition: The UE has to go through idle mode, and depending on the implementation, this may result in closing some applications at the UE. Thus, a solution that avoids the UE going through Idle is preferred.

Latency: When the UE goes through idle mode, there is a larger delay before which application data can be delivered to the UE. This is due to the following  reasons

1) The Re-establishment request is rejected, and the time spent in the four step RACH process is wasted. 

2) Additional latency to send Service Request to the MME

Loss of data collected at the source: Loss of this data results in poor user experience. It causes TCP to reset, and causes non-recoverable loss of UDP flows. 

Surge of TAU messages:  In case a high capacity vehicle (bus/train) passes through a bad coverage area, all connected UEs in the vehicle will initiate TAU after regaining coverage. This causes a burst of load on the CN. 
Lack of configurability: In the NAS based solution, there is no way for the operator  to configure whether the TAU is to be triggered after the idle transition or not.
2. Context Fetch based Access Stratum Solution

An Access Stratum solution can help prevent the UE from going to Idle State in case 4 above. Under this solution, if the target cell is not prepared, it may fetch the UE context and data by sending a “context and data fetch” backhaul message to the source cell. This way, the RRC Connection can be re-established and Idle State may be avoided. This solution has the following advantages
· No Idle State transition for many RLF cases

· Reduced latency because the UE does not have to set up a fresh connection

· Delivery of data buffered at the source when RLF happened

· No surge of TAU or other message to the CN

· No change to UE: This solution works with Rel-8 UEs also.

The details of the context fetch solution are shown below, with the new message shown in red. In this message, the target eNB includes the source C-RNTI (from step 3). The new Context and Data Fetch Request message may be sent either over X2-AP or S1-AP to initiate the context transfer from the source to target eNB.  
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Figure 2: Context Fetch Solution

3. Conclusion

The access stratum based solution involving context fetch is a simple enhancement that provides efficient recovery in case of RLF. This solution should be considered to improve RLF recovery.
Proposal 1: Adopt context and data fetch by a target eNB as a solution for recovery from RLF failure in case the target cell is not prepared. 

Proposal 2: Add a new ‘Context and Data Fetch’ message to S1-AP and X2-AP.
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