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1. Introduction

Based on the discussion in the 3GPP TSG RAN WG3 3GHNB Adhoc Meeting RNC-id was agreed to have further contributions. Due to close relationship of the RNC-id to other identifiers also those are discussed within this contribution.

2. Discussion

In the HNB architecture the HNB-GW acts as the virtual RNC towards the core network, however it is the HNB which includes most of the RNC functions and actually terminates RANAP. Consequently both elements require identification via an RNC-id.  
2.1 Cell-id

The Cell-id is a 28bit length unique Cell Identity within a PLMN, which is broadcasted to UE:s. It may embed the RNC-id of the RNC controlling the cell and a C-id (Cell identifier with RNC-local significance), but the Cell-id may be also be assigned independent from the controlling RNC’s identity.  

If the RNC-id of the controlling RNC is embedded in the Cell-id, the RNC-Id is of either 12bit or 16bit length, which corresponds to a C-id of either 16bit or 12bit length. 

From a UE perspective, RNC-id and C-id within in the broadcasted Cell-id is of no significance. The C-id shall be defined by O&M (see [1], sub clause 6.1.5).

2.2 UC-ID

The C-Id together with the identifier of the controlling RNC (CRNC-Id) constitutes the UTRAN Cell Identity (UC-Id) and is used to identify the cell uniquely within the UTRAN (see [1]). 

2.3 RNC-id 

An RNC node is uniquely identified by its RNC Identifier among the nodes in UTRAN as defined in [2] sub-clause 12.4. With this respect, a 3G HNB-GW acts like an RNC node having its unique RNC-id within the UTRAN.  

The RNC-id of a HNB connected to the HNB-GW may assume a value, which is not unique within the PLMN. The RNC-id of an HNB may either correspond to the RNC-Id of the HNB-GW it is connected to, or assume any other value, up to the operator’s choice. The RNC-Ids of different HNBs connected to the same HNB-GW do not have to assume the same RNC-Id.
The RNC-Id is defined by the operator, and set in the RNC – i.e. both HNB and HNB-GW - via O&M (see [2] sub clause 12.4).

2.4 CSG-id

The CSG-id is an identifier of 28bit length, which uniquely identifies the closed subscriber group within a PLMN a CSG-cell is member of. 

The CSG-id of the cell is broadcasted to UEs, stored within the UE’s “white-list” of UEs which have access rights to that CSG for UE autonomous (re)selection purposes and is also reported to the CN for access control reasons. 

In case the CSG consists of a single cell only, the CSG-id may be used also as HNB identifier towards the HNB-GW  in order to manage the access control at HNB-GW (e.g. IMSI list mapping) for pre-Rel-8 UEs to each HNB and for paging filtering reasons.. 

A CSG-cell shall be member of one and only one CSG.

Note: 
modifying the CSG-Id of a CSG-cell has impact to access control, corresponding modifications to the white-list stored in affected UEs and probably related subscription data would need to be performed in a co-ordinated manner, and should be therefore avoided as far as possible. From that perspective the CSG-Id of a CSG cell can be regarded as a permanent identifier. 

The parameter is defined by the operator and provided to the HNB by O&M.

2.5 HNB-device identity

This globally unique and permanent identifier is used for HNB mutual authentication with the network. This identity shall also be used for O&M procedures like software/firmware down loading. This parameter is defined by the HNB manufacturer.   

3. Proposal

It is proposed that the content in section 2 above to be included in 25.467 3G HNB Stage-2 document.
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