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1. Description
The architecture currently assumed in RAN WG#3 for the HNB access network supposes a HNB to register with the HNB-GW before it can provide services. More importantly, RAN WG#3 makes some assumptions regarding HNB authentication as well as the secure tunnelling of the Iuh and TR-069. 
2. Actions
1. In light of RAN WG#3's progress in defining the Iuh interface for HNB as part of rel-8, RAN WG#3 kindly requests SA WG#3 to advise on the mechanisms for secure tunnelling between the HNB and Security Gateway as well as mechanisms for HNB authentication. 
2. A number of operators and vendors see an operational need to validate that those mandated parameters received by the HNB-GW from a HNB have in fact been provisioned by an allowed ACS. RAN WG#3 would like SA WG#3 to advise on appropriate security mechanisms for this.
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