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1. Introduction

Since pre release 8 UE do not support CSG access control, access control for pre release 8 UE shall be performed by network side.  As a result, there are limitations on the pre-release 8 UE as it will be agnostic to the type of network rolled out. The general requirements for any Access control method, hence, are discussed below. 
2. Discussion
2.1 Requirements of Access control
· Authorised UE can access its home HNB: The access control method shall enable an authorised UE to regain access its home HNB. 
· Avoid unnecessary Iu/Iuh Signaling: The access control method shall minimise or avoid Iu signaling towards the core network (e.g., MSC & SGSN) for unauthorised UE.
· Good UE standby time in Idle Mode: Access control method shall minimise the amount of new signalling & UE battery consumption in IDLE. Access control methods may create unwanted air-interface signaling when an unauthorised UE attempts to attach to a HNB. Increased signaling will reduce UE standby time. 
· Data Mobility Support: Access control method shall support PDP session continuity when an UE moves from femto to macro.
· SIM Support: Access control method shall support UEs that do not have a USIM.
· Emergency Call Support: Access control method shall allow an unauthorised UE to make an emergency call when no macro coverage.
· LAI Resource Usage: Access control method shall minimise the number of LAIs assigned to HNBs.
· LAI Core Network Compatibility:  Access control method shall minimise the number of HNB LAIs presented to the CN (MSC & SGSN).
· Stability & Scalability: Access control method shall not cause any system stability or scalability problem.
· 3GPP Standard Compliance: Access control method shall comply with existing 3GPP specifications. Changes to 3GPP specifications due to mobility schemes involving “hand-in” to HNB network in a “closed access control” mode are FFS. 
3. Conclusion

Any method chosen or recommended by 3GPP shall take into account the requirements in section 2.1. 
