3GPP TSG-RAN WG3 Meeting #61-BIS
R3-082574            
Prague, Czech Republic, 30thSept – 3rdOct 2008`
Agenda Item:
11.3.3 

Source: 
Kineto Wireless Inc, Motorola, NEC
Title: 
HNBAP Discovery Procedure (Stage 3)

Document for:

Approval

1 Introduction 
R3-082572 [1] described the discovery functions over the Iuh interface. This contribution provides the text proposal for the HNBAP messages (stage 3 aspects) in support of the discovery function.
2 Text proposal for HNBAP Discovery and Registration
==================Begin=================

X.A HNB Discovery Procedure

X.A.1
General
The purpose of the Discovery procedure is to allow the network to allocate a Serving HNB-GW to a HNB. This allocation consists of the IP address or FQDN of the Serving SEGW, and the IP address or FQDN and SCTP port of the Serving HNB-GW to be used for the Registration procedure. As long as the Serving HNB-GW is available in the network the HNB shall not perform Discovery procedure again.
X.A.2 Successful Operation
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Figure x.a.2: HNB Discovery Procedure: Successful Operation

This procedure shall be triggered after the HNB has gained IP connectivity (i.e. an IP address is allocated to the HNB in the “transport IP” layer) and the HNB has either no stored information about a Serving HNB-GW or if the previous HNB Registration procedure towards the Serving HNB-GW was unsuccessful. 

The HNB may initially be provisioned with information (i.e. an IP address or a FQDN) about the Provisioning HNB-GW and the corresponding Provisioning SEGW related to that HNB-GW. The provisioning of this information in the HNB is out of the scope of this document. This information may be in the format of either a FQDN or an IP-address or any combination of these.

The HNB shall initiate this procedure by sending a HNB DISCOVERY REQUEST message. The HNB-GW shall respond with a HNB DISCOVERY ACCEPT message including information on the Serving HNB-GW.
X.A.3 Unsuccessful Operation
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Figure x.a.3: HNB Discovery Procedure: Un-Successful Operation

If the HNB-GW does not allow network access by the HNB, the HNB-GW shall respond with a HNB DISCOVERY REJECT message.

Typical cause values are:

· Unauthorised Location

· Unauthorised HNB

X.A.4 Abnormal Conditions
…
X.C
Message Contents
….

X.C.1 HNB DISCOVERY REQUEST
This message is sent by the HNB to the HNB-GW to.

Direction: HNB ( HNB-GW

	IEI
	Information Element
	Presence
	IE Type and Reference
	Format
	Length

	
	Message Type
	M
	xx
	V
	2

	Xx
	HNB Identity
	M
	xx
	TLV
	3-n

	Xx
	Macro Coverage Information
	O
	xx
	TLV
	10-n

	Xx
	Geographic Location
	O
	xx
	TLV
	3-n

	Xx
	HNB-Internet-Address
	O
	IP Address

xx
	TLV
	4-n

	Xx
	Last Register Reject Cause
	C
	Cause

xx
	TLV
	4

	Xx
	Last HNB-GW IP Address
	C
	IP Address

xx
	TLV
	4-n

	Xx
	Last HNB-GW FQDN
	C
	FQDN

xx
	TLV
	3-n

	Xx
	Last SeGW  IP Address
	C
	IP Address

xx
	TLV
	4-n

	Xx
	Last SeGW FQDN
	C
	FQDN

xx
	TLV
	3-n

	Xx
	Redirection Counter
	C
	xx
	TLV
	3


X.C.2 HNB DISCOVERY ACCEPT
This message is sent by the HNB-GW to the HNB as a successful response to a HNB DISCOVERY REQUEST message.

Direction: HNB-GW ( HNB

	IEI
	Information Element
	Presence
	IE Type and Reference
	Format
	Length

	
	Message Type
	M
	xx
	V
	

	Xx
	Serving HNB-GW IP Address
	C
	IP Address

xx
	TLV
	4-n

	Xx
	Serving HNB-GW FQDN
	C
	FQDN

xx
	TLV
	3-n

	Xx
	Serving SeGW  IP Address
	C
	IP Address

xx
	TLV
	4-n

	Xx
	Serving SeGW FQDN
	C
	FQDN

xx
	TLV
	3-n


X.C.3 HNB DISCOVERY REJECT
This message is sent by the HNB-GW to the HNB as unsuccessful response to a HNB DISCOVERY REQUEST message.

Direction: HNB-GW ( HNB

	IEI
	Information Element
	Presence
	IE Type and Reference
	Format
	Length

	
	Message Type
	M
	xx
	V
	

	Xx
	Cause
	M
	xx
	TLV
	4

	Xx
	Discovery Retry Timer
	O
	Retry Timer 

xx
	TLV
	4


X.D
Information Element Definitions
X.D.1 HNB Identity
HNB Identity IE  is sent from the HNB to the HNB-GW and identities the HNB.

Table xx: HNB Identity IE

	8
	7
	6
	5
	4
	3
	2
	1
	

	Length of HNB Identity IE contents
	octet 1

	Type of HNB Identity
	octet 2

	HNB Identity
	octet 3..n


Table xx HNB Identity attributes

	Type of HNB Identity (octet 2)
Indicates the type of HNB Identity. Bit 8 of octet 3 is the most significant bit and bit 1 is the least significant bit. Only two values are used i.e. value (0) implies “Other” keys and value (1) implies “IMSI” type.
HNB Identity (octet 3..n): Indicates the actual HNB Identity. If the Type of HNB Identity is “IMSI”, then the HNB Identity is coded per the Mobile Identity IE (IMSI identity type) in 3GPP TS 24.008[xx] not including IEI and length. 



X.D.2
Geographic Location
The Geographic Location IE is a variable length information element providing an estimate of a geographic location of the HNB. It is coded as follows:

Table xx: Geographical Location IE

	8
	7
	6
	5
	4
	3
	2
	1
	

	Geographic Location IEI
	octet 1

	Length of Geographic Location IE contents
	octet 2

	Geographic Area Description (GAD)
	octet 3..n


The Geographic Area Description (GAD) field is composed of 1 or more octets with an internal structure according to section 7 in TS 23.032 [xx].

X.D.3 Macro Coverage Information
This IE identifies the macro cell used for location identification.

The Macro Coverage Information IE identifies the macro cell used by the HNB for location. This may be e.g. a GERAN Cell ID or a UTRAN Cell ID.

Table xx: Macro Coverage Information IE

	8
	7
	6
	5
	4
	3
	2
	1
	

	Macro Coverage Information IEI
	octet 1

	Length of Macro Coverage Information IE contents
	octet 2

	Location Area Identification (LAI)
	octet 3..7

	Routing Area Code (RAC)
	octet 8

	Coverage Type
	octet 9

	Cell Identity
	octet 10..13


Table xx Macro Location Information attributes

	Location Area Identification (octet 3..7)
Indicates the LAI of the macro cell. The LAI is encoded as in 9.2.26 not including IEI.

Routing Area Code (octet 8)
Indicates the RAC of the macro cell. Bit 8 of octet 8 is the most significant bit and bit 1 is the least significant bit. 

Coverage Type (octet 9)
Indicates the type of macro coverage. Bit 8 of octet 9 is the most significant bit and bit 1 is the least significant bit. Only two values are used i.e. value (0) implies “GERAN” coverage and value (1) implies “UTRAN” coverage.
Cell Identity (octet 10..n): Indicates the cell identity of the macro cell. 

If the coverage type is “GERAN” then cell identity is coded as BIT STRING (16) with bit 8 of octet 10 as the most significant bit and bit 1 of octet 11 as the least significant bit. If the coverage type is “UTRAN” then cell identity is coded as BIT STRING (28) with bit 8 of octet 10 as the most significant bit and bit 5 of octet 13 as the least significant bit (bits 1 to 4 of octet 13 are considered spare bits).




X.D.4 IP Address
This  IE defines a IP address.

Table xx: IP Address IE

	8
	7
	6
	5
	4
	3
	2
	1
	

	
	IP Address IEI
	octet 1

	Length of IP Address IE contents
	octet 2

	IP Address
	octet 3..n


Table xx: IP Address attributes

	IP Address (octet 4..n): 

If the length indicator in octet 2 indicates 6 then  IP address type is IPv4, the Address information in octet 3 to octet 6 contains the IPv4 address. Bit 8 of octet 3 represents the most significant bit of the IP address and bit 1 of octet 7 the least significant bit.

If the length indicator in octet 2 indicates 18 then IP address type is IPv6, the Address information in octet 3 to octet 18 contains the IPv6 address. Bit 8 of octet 3 represents the most significant bit of the IP address and bit 1 of octet 18 the least significant bit.


X.D.5 Cause
The Cause IE indicates the reason for a particular error event for the HNBAP protocol.

Table xx: Cause IE

	8
	7
	6
	5
	4
	3
	2
	1
	

	Cause IEI
	octet 1

	Length of Cause IE contents
	octet 2

	Cause MSB
	octet 3


Table xx: Cause attributes

	Cause (octet 3)
Indicates the cause for the particular HNBAP message. Bit 8 of octet 3 is the most significant bit and bit 1 of octet 4 is the least significant bit. 

The following values are defined:
Value

0
"success"

Radio Network Layer (range 1-64)

1
        "overload "

2
        "unauthorised-Location "

3
        "unauthorised-HNB "

4

   “invalid HNB Identity”

5

   “invalid UE Identity”

6

   “redirection”

7-64
         Reserved for future use

Transport Network Layer (range 65-128)

65
          "Transport Resource Unavailable"

66
          "Unspecified "

67-128
         Reserved for future use

Protocol Layer (range 129-192)

129
          "Transfer Syntax Error"

130
          “Message not Compatible with Receiver State"

131
          "Semantic Error”

132
          "Unspecified”

133-192       Reserved for future use 

Misc (range 193-256)

193
          "Processing Overload "

194
          "Hardware Failure"

195
         "O&M Intervention"

196
          "Unspecified”

197-256
    Reserved for future use




X.D.6. Fully Qualified Domain/Host Name (FQDN)
The Fully Qualified Domain/Host Name (FQDN) information element contains the name of a network element (i.e. HNB-GW  or the SEGW). The information element is coded in string format.

Table xx: FQDN information element

	8
	7
	6
	5
	4
	3
	2
	1
	

	
	FQDN IEI
	octet 1

	Length of FQDN IE contents
	octet 2

	FQDN 1st character
	octet 3

...

octet n

	FQDN last character
	


Table xx: FQDN information element attributes

	FQDN, Fully Qualified Domain/Host Name value (octet 3 to octet n):
The FQDN is coded as a string. This means that the 1st character of the string is coded in octet 3 and the last character of the string is coded in the last octet of this IE (octet n).


X.D.7. Redirection Counter
The IP Address IE is to indicate to the HNB-GW the number of times the HNB has been redirected and still has not obtained service. 

Table xx: Redirection Counter IE

	8
	7
	6
	5
	4
	3
	2
	1
	

	
	Redirection Counter IEI
	octet 1

	Length of Redirection Counter IE contents
	octet 2

	Redirection Counter Value
	octet 3


Table xx: Redirection Counter attributes

	Redirection Counter Value (octet 3)
Indicates the number of times the HNB has been redirected. Bit 8 of octet 3 is the most significant bit and bit 1 is the least significant bit.




X.D.14
Retry Timer
The Retry Timer IE indicates to the HNB the minimum period of time it should wait before re-attempting the procedure at the current HNB-GW.

Table xx: Retry Timer IE

	8
	7
	6
	5
	4
	3
	2
	1
	

	
	Retry Timer IEI
	octet 1

	Length of Retry Timer IE contents
	octet 2

	Timer value MSB
	octet 3

	Timer value LSB
	octet 4


Table xx Other CN System Information attributes

	Timer value (octet 3 and 4)
In the TU3907 Timer value field bit 8 of octet 3 is the most significant bit and bit 1 of octet 4 the least significant bit. The value is given in number of seconds.



====================End=================

3 Proposal

It is proposed to capture above text proposal in the new HNB Iuh stage 3 specifications TS 25.4xx [2].
4 References

[1] R3-082572: HNB Discovery Procedure (Stage 2).

[2] 3GPP TS 25.4xx “UTRAN Iuh Interface HNBAP signalling”.
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