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8.3.1
Initial Context Setup
8.3.1.1

General
The purpose of the Initial Context Setup procedure is to establish the necessary overall initial UE Context including SAE Bearer context, Security context, Handover Restriction List, UE capability information, NAS-PDU etc. The procedure uses UE-associated signalling.

8.3.1.2
Successful Operation
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Figure 8.3.1.2-1: Initial Context Setup procedure. Successful operation.
In case of the establishment of an SAE Bearer the MME must be prepared to receive user data before the INITIAL CONTEXT SETUP RESPONSE message has been received.

When sending the INITIAL CONTEXT SETUP REQUEST message, the MME shall start the T InitialContextSetup timer.
The INITIAL CONTEXT SETUP REQUEST message shall contain within the SAE Bearer to be Setup List IE the information required by the eNB to build the new SAE Bearer configuration consisting of at least one additional SAE Bearer. 


· 
The INITIAL CONTEXT SETUP REQUEST message may contain

· the Handover Restriction List IE, which may contain roaming, area or access restrictions 

· the NAS-PDU IE in case one NAS PDU needs to be delivered in addition to the NAS PDU(s) which are already associated to the particular E-RAB(s) to be setup and contained within the E-RAB to be Setup List IE 
·  Security (FFS)

· the UE Radio Capability IE.

-
the Subscriber Profile ID for RAT/Frequency priority IE
The INITIAL CONTEXT SETUP REQUEST message shall contain the Subscriber Profile ID for RAT/Frequency priority IE, if available in the MME.

Upon receipt of the INITIAL CONTEXT SETUP REQUEST the eNB shall
· attempt to execute the requested SAE Bearer configuration.

· pass the value contained in the SAE Bearer ID IE to the radio interface protocol for each SAE Bearer requested to be established.

· not interpret or modify the information contained in the NAS-PDU IE. The content of the NAS-PDU is outside the scope of this specification.

· store the Handover restriction List in the UE context. 

· store the received UE Radio Capabilities in the UE context.

· store the received Subscriber Profile ID for RAT/Frequency priority in the UE context and use it as defined in [14].

The eNB should use the information in Handover Restriction List IE to determine a target cell for handover. If the Handover Restriction List IE is not contained in the INITIAL CONTEXT SETUP REQUEST message, the target eNB shall consider that no access restriction applies to the UE.

If the Trace activation IE is included in the INITIAL CONTEXT SETUP REQUEST message then eNB should initiate the requested trace function as described in [10]. 

The eNB shall report to the MME, in the INITIAL CONTEXT SETUP RESPONSE message, the successful establishment of the security procedures with the UE, and, the result for all the requested SAE Bearers in the following way:

A list of SAE Bearers which are successfully established shall be included in the SAE Bearer Setup List IE

A list of SAE Bearers which failed to be established shall be included in the SAE Bearer Failed to Setup List IE.
After sending the INITIAL CONTEXT SETUP RESPONSE message, the procedure is terminated in the eNB.
Upon reception of the INITIAL CONTEXT SETUP RESPONSE message the MME shall stop timer T InitialContextSetup.

9.1.3.1
SAE BEARER SETUP REQUEST

This message is sent by the MME and is used for request the eNB to assign resources on Uu and S1 for one or several SAE bearers.

Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	O
	
	9.2.1.20
	
	YES
	reject

	SAE Bearer to be Setup List
	M
	
	
	
	YES
	reject

	>SAE Bearer To Be Setup Item IEs
	
	1 to <maxnoof SAEbearers>
	
	
	EACH
	reject

	>> SAE Bearer ID
	M
	
	9.2.1.2
	
	-
	

	      >>NAS-PDU
	M
	
	9.2.3.5
	
	YES
	ignore

	>> SAE Bearer Level QoS parameters 
	M
	
	9.2.1.15
	Includes necessary QoS parameters
	-
	

	>> Transport Layer Address 
	M
	
	9.2.2.1
	
	-
	

	>> GTP-TEID
	M
	
	9.2.2.2
	note: EPC TEID, UDP port
	-
	

	
	
	
	
	
	
	


	Range bound
	Explanation

	maxnoofSAEbearers
	Maximum no. of SAE bearer allowed towards one UE, the maximum value is 256. 


9.1.3.3
SAE BEARER MODIFY REQUEST

This message is sent by the MME and is used to request the eNB to modify the SAE Radio Bearers and the allocated resources on Uu and S1 for one or several SAE bearers.
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	O
	
	9.2.1.20
	
	YES
	reject

	SAE Bearer to be Modified List
	M
	
	
	
	YES
	reject

	>SAE Bearer To Be Modified Item IEs
	
	1 to <maxnoof SAEbearers>
	
	
	EACH
	reject

	>> SAE Bearer ID
	M
	
	9.2.1.2
	
	-
	

	      >> NAS-PDU
	M
	
	9.2.3.5
	
	YES
	ignore

	>> SAE Bearer Level QoS Parameters 
	M
	
	9.2.1.15
	Includes necessary QoS parameters
	-
	

	
	
	
	
	
	
	


	Range bound
	Explanation

	maxnoofSAEbearers
	Maximum no. of SAE bearer allowed towards one UE, the maximum value is 256. 


9.1.4.1
INITIAL CONTEXT SETUP REQUEST

This message is sent by the MME to request a setup of a UE context.
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID 
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID 
	M
	
	9.2.3.4
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	M
	
	9.2.1.20
	
	YES
	reject

	SAE Bearer to Be Setup List
	M
	
	
	
	YES
	reject

	> SAE Bearer to Be Setup Item IEs
	
	1 to <maxnoofSAEbearers>
	
	
	EACH
	reject

	>>SAE Bearer ID
	M
	
	9.2.1.2
	
	-
	

	      >>NAS-PDU
	M
	
	9.2.3.5
	
	YES
	ignore

	>>SAE Bearer Level QoS Parameters
	M
	
	9.2.1.15
	 Includes necessary QoS parameters
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>> GTP TEID
	M
	
	9.2.2.2
	
	-
	

	Security
	M
	
	FFS
	FFS
	YES
	reject

	Trace Activation
	O
	
	9.2.1.4
	
	YES
	ignore

	Handover Restriction List
	O
	
	9.2.1.22


	
	YES
	ignore

	NAS-PDU
	O
	
	9.2.3.5
	
	YES
	ignore

	UE Radio Capability
	O
	
	9.2.1.27
	
	YES
	ignore

	Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.1.39
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofSAEbearers
	Maximum no. of SAE bearer allowed towards one UE, the maximum value is 256. 


9.3.3
PDU Definitions

-- **************************************************************

--

-- PDU definitions for S1AP.

--

-- **************************************************************

S1AP-PDU-Contents { 
itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

eps-Access (20) modules (3) s1ap (1) version1 (1) s1ap-PDU-Contents (1) }
DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

-- **************************************************************

--

-- IE parameter types from other modules.

--

-- **************************************************************

IMPORTS


UEAggregateMaximumBitrate,

Cause,


Cdma2000HORequiredIndication,


Cdma2000HOStatus,


Cdma2000OneXSRVCCInfo,


Cdma2000OneXRAND,

Cdma2000PDU,


Cdma2000RATType,


Cdma2000SectorID,


CriticalityDiagnostics,

Direct-Forwarding-Path-Availability,


Global-ENB-ID,

EUTRAN-CGI,


ENBname,


ENB-StatusTransfer-TransparentContainer,

ENB-UE-S1AP-ID,


GTP-TEID,


GUMMEI,


HandoverRestrictionList,


HandoverType,


MMEname,


MME-UE-S1AP-ID,


NAS-PDU,


OverloadResponse,


PagingCause,


PagingDRX,


PLMNidentity,


RelativeMMECapacity,


RequestType,


SAE-Bearer-ID,


SAE-BearerLevelQoSParameters,


SAEBearerList,


SecurityInfo,


SecurityInformation,


ServedGUMMEIs,


ServedPLMNs,


SourceBSS-ToTargetBSS-TransparentContainer,


SourceeNodeB-ToTargeteNodeB-TransparentContainer,


SourceRNC-ToTargetRNC-TransparentContainer,


SubscriberProfileIDforRFP,


SupportedTAs,


TAI,


TargetBSS-ToSourceBSS-TransparentContainer,



TargeteNodeB-ToSourceeNodeB-TransparentContainer,


TargetID,


TargetRNC-ToSourceRNC-TransparentContainer,


TimeToWait,


TraceActivation,


TraceReference,


TransportLayerAddress,


UEIdentityIndexValue,


UEPagingID,


UERadioCapability,


UE-S1AP-IDs,


UE-associatedLogicalS1-ConnectionItem,


S-TMSI
FROM S1AP-IEs
Asn1 not modified
-- **************************************************************

--

-- SAE Bearer Setup Request

--

-- **************************************************************

SAEBearerSetupRequest ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {SAEBearerSetupRequestIEs} },


...

}

SAEBearerSetupRequestIEs S1AP-PROTOCOL-IES ::= {


{ ID id-MME-UE-S1AP-ID



CRITICALITY reject
TYPE MME-UE-S1AP-ID
 



PRESENCE mandatory
}|


{ ID id-eNB-UE-S1AP-ID



CRITICALITY reject
TYPE ENB-UE-S1AP-ID
 



PRESENCE mandatory
}|


{ ID id-uEaggregateMaximumBitrate

CRITICALITY reject
TYPE UEAggregateMaximumBitrate

PRESENCE optional
}|


{ ID id-SAEBearerToBeSetupListBearerSUReq


CRITICALITY reject
TYPE SAEBearerToBeSetupListBearerSUReq
 
PRESENCE mandatory
},


...

}

SAEBearerToBeSetupListBearerSUReq ::= SEQUENCE (SIZE(1.. maxNrOfSAEBs)) OF ProtocolIE-SingleContainer { {SAEBearerToBeSetupItemBearerSUReqIEs} }

SAEBearerToBeSetupItemBearerSUReqIEs 
S1AP-PROTOCOL-IES ::= {


{ ID id-SAEBearerToBeSetupItemBearerSUReq
 CRITICALITY reject 
TYPE SAEBearerToBeSetupItemBearerSUReq 
PRESENCE mandatory },


...

}

SAEBearerToBeSetupItemBearerSUReq ::= SEQUENCE {


sAE-Bearer-ID




SAE-Bearer-ID,

nAS-PDU






NAS-PDU,

sAE-BearerlevelQoSParameters




SAE-BearerLevelQoSParameters,



transportLayerAddress 


TransportLayerAddress,


gTP-TEID




GTP-TEID,


iE-Extensions




ProtocolExtensionContainer { {SAEBearerToBeSetupItemBearerSUReqExtIEs} } OPTIONAL,


...

}
SAEBearerToBeSetupItemBearerSUReqExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

Asn1 not modified
-- **************************************************************

--

-- SAE Bearer Modify Request

--

-- **************************************************************

SAEBearerModifyRequest ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {SAEBearerModifyRequestIEs} },


...

}

SAEBearerModifyRequestIEs S1AP-PROTOCOL-IES ::= {


{ ID id-MME-UE-S1AP-ID



CRITICALITY reject
TYPE MME-UE-S1AP-ID
 



PRESENCE mandatory
}|


{ ID id-eNB-UE-S1AP-ID



CRITICALITY reject
TYPE ENB-UE-S1AP-ID
 



PRESENCE mandatory
}|


{ ID id-uEaggregateMaximumBitrate

CRITICALITY reject
TYPE UEAggregateMaximumBitrate

PRESENCE optional
}|


{ ID id-SAEBearerToBeModifiedListBearerModReq

CRITICALITY reject
TYPE SAEBearerToBeModifiedListBearerModReq
 
PRESENCE mandatory
},


...

}

SAEBearerToBeModifiedListBearerModReq ::= SEQUENCE (SIZE(1.. maxNrOfSAEBs)) OF ProtocolIE-SingleContainer { {SAEBearerToBeModifiedItemBearerModReqIEs} }

SAEBearerToBeModifiedItemBearerModReqIEs 
S1AP-PROTOCOL-IES ::= {


{ ID id-SAEBearerToBeModifiedItemBearerModReq
 CRITICALITY reject 
TYPE SAEBearerToBeModifiedItemBearerModReq 
PRESENCE mandatory },


...

}

SAEBearerToBeModifiedItemBearerModReq ::= SEQUENCE {


sAE-Bearer-ID




SAE-Bearer-ID,

nAS-PDU






NAS-PDU,

sAE-BearerLevelQoSParameters




SAE-BearerLevelQoSParameters,




iE-Extensions




ProtocolExtensionContainer { {SAEBearerToBeModifyItemBearerModReqExtIEs} } OPTIONAL,


...

}
SAEBearerToBeModifyItemBearerModReqExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

Asn1 not modified
-- **************************************************************

--

-- Initial Context Setup Request

--

-- **************************************************************

InitialContextSetupRequest ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {InitialContextSetupRequestIEs} },


...

}

InitialContextSetupRequestIEs S1AP-PROTOCOL-IES ::= {


{ ID id-MME-UE-S1AP-ID



CRITICALITY reject
TYPE MME-UE-S1AP-ID
 



PRESENCE mandatory
}|


{ ID id-eNB-UE-S1AP-ID



CRITICALITY reject
TYPE ENB-UE-S1AP-ID
 



PRESENCE mandatory
}|


{ ID id-uEaggregateMaximumBitrate

CRITICALITY reject
TYPE UEAggregateMaximumBitrate

PRESENCE mandatory
}|

{ ID id-SAEBearerToBeSetupListCtxtSUReq


CRITICALITY reject
TYPE SAEBearerToBeSetupListCtxtSUReq
 
PRESENCE mandatory
}|


{ ID id-Security-Information

CRITICALITY reject
TYPE SecurityInformation


PRESENCE mandatory
}|


{ ID id-TraceActivation



CRITICALITY ignore
TYPE TraceActivation
 


PRESENCE optional
}|


{ ID id-HandoverRestrictionList

CRITICALITY ignore
TYPE HandoverRestrictionList

PRESENCE optional
}|


{ ID id-NAS-PDU





CRITICALITY ignore
TYPE NAS-PDU
 




PRESENCE optional}|


{ ID id-UERadioCapability


CRITICALITY ignore
TYPE UERadioCapability



PRESENCE optional
}|


{ ID id-SubscriberProfileIDforRFP

CRITICALITY ignore
TYPE SubscriberProfileIDforRFP
PRESENCE optional
},


...

}

SAEBearerToBeSetupListCtxtSUReq ::= SEQUENCE (SIZE(1.. maxNrOfSAEBs)) OF ProtocolIE-SingleContainer { {SAEBearerToBeSetupItemCtxtSUReqIEs} }

SAEBearerToBeSetupItemCtxtSUReqIEs 
S1AP-PROTOCOL-IES ::= {


{ ID id-SAEBearerToBeSetupItemCtxtSUReq
 CRITICALITY reject 
TYPE SAEBearerToBeSetupItemCtxtSUReq 
PRESENCE mandatory },


...

}

SAEBearerToBeSetupItemCtxtSUReq ::= SEQUENCE {


sAE-Bearer-ID




SAE-Bearer-ID,

nAS-PDU






NAS-PDU,

sAE-BearerlevelQoSParameters




SAE-BearerLevelQoSParameters,



transportLayerAddress 


TransportLayerAddress,


gTP-TEID


GTP-TEID,


iE-Extensions




ProtocolExtensionContainer { {SAEBearerToBeSetupItemCtxtSUReqExtIEs} } OPTIONAL,


...

}
SAEBearerToBeSetupItemCtxtSUReqExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}
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