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9.1.3.2
SAE BEARER SETUP RESPONSE

This message is sent by the eNB and is used to report the outcome of the request from the SAE BEARER SETUP REQUEST message.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	SAE Bearer Setup List
	O
	
	
	
	YES
	reject

	>SAE Bearer Setup Item IEs
	
	1 to <maxnoof SAEbearers>
	
	
	EACH
	reject

	>> SAE Bearer ID
	M
	
	
	a value for SAE bearer identity shall only be present once in SAE Bearer Setup List IE
	-
	

	>> Transport Layer Address 
	M
	
	9.2.2.1
	
	-
	

	>> GTP-TEID
	M
	
	9.2.2.2
	note: eNB TEID, UDP port
	-
	

	SAE Bearer Failed to Setup List 
	O
	
	SAE Bearer List 

9.2.1.x
	a value for SAE bearer identity shall only be present once in SAE Bearer Failed to Setup List IE
	YES
	ignore

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	NAS-PDU 
	M
	
	9.2.3.5
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofSAEbearers
	Maximum no. of SAE bearer allowed towards one UE, the maximum value is 256. (FFS) 


******** NEXT CHANGE **********
9.1.3.4
SAE BEARER MODIFY RESPONSE

This message is sent by the eNB and is used to report the outcome of the request from the SAE BEARER MODIFY REQUEST message.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	SAE Bearer Modify List
	O
	
	
	
	YES
	reject

	>SAE Bearer Modify Item IEs
	
	1 to <maxnoof SAEbearers>
	
	
	EACH
	reject

	>> SAE BearerID
	M
	
	9.2.1.2
	a value for SAE bearer identity shall only be present once in SAE Bearer Modifiy List IE + SAE Bearer Failed to Modify List 
	-
	

	SAE Bearer Failed to Modify List 
	O
	
	SAE Bearer List 

9.2.1.x
	a value for SAE bearer identity shall only be present once in SAE Bearer Modifiy List IE + SAE Bearer Failed to Modify List
	YES
	ignore

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	NAS-PDU
	M
	
	9.2.3.5
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofSAEbearers
	Maximum no. of SAE bearer allowed towards one UE, the maximum value is 256. (FFS)


9.1.3.5
SAE BEARER RELEASE COMMAND

This message is sent by the MME and is used to request the eNB to release allocated resources on Uu and S1 for one or several SAE bearers..
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	SAE Bearer To Be Released List 
	M
	
	SAE Bearer List 

9.2.1.x
	a value for SAE bearer identity shall only be present once in SAE Bearer To Be Released List IE
	YES
	ignore

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


	Range bound
	Explanation

	maxnoofSAEbearers
	Maximum no. of SAE bearer allowed towards one UE, the maximum value is 256. (FFS)


9.1.3.6
SAE BEARER RELEASE RESPONSE

This message is sent by the eNB and is used to report the outcome of the request from the SAE BEARER RELEASE COMMAND message.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	SAE Bearer Release List 
	O
	
	
	
	YES
	ignore

	>SAE Bearer Release Item IEs
	
	1 to <maxnoof SAEbearers>
	
	
	EACH
	ignore

	>> SAE bearer ID
	M
	
	9.2.1.2
	a value for SAE bearer identity shall only be present once in SAE Bearer Release List IE + SAE Bearer Failed to Release List IE
	-
	

	SAE Bearer Failed to Release List 
	O
	
	SAE Bearer List 

9.2.1.x
	a value for SAE bearer identity shall only be present once in SAE Bearer Release List IE + SAE Bearer Failed to Release List IE
	YES
	ignore

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofSAEbearers
	Maximum no. of SAE bearer allowed towards one UE, the maximum value is 256. (FFS) 


9.1.3.7
SAE BEARER RELEASE REQUEST

This message is sent by the eNB and is used to request the MME to release one or several SAE Bearers for one UE.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	SAE Bearer To Be Released List 
	M
	
	SAE Bearer List 

9.2.1.x
	a value for SAE bearer identity shall only be present once in SAE Bearer To Be Released List IE
	YES
	ignore

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


	Range bound
	Explanation

	maxnoofSAEbearers
	Maximum no. of SAE bearer allowed towards one UE, the maximum value is 256. (FFS) 


******** NEXT CHANGE **********
9.1.4.2
INITIAL CONTEXT SETUP RESPONSE

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID 
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID 
	M
	
	9.2.3.4
	
	YES
	reject

	SAE Bearer Setup List
	O
	
	
	
	YES
	ignore

	> SAE Bearer Setup Item IEs
	
	1 to <maxnoofSAEbearers>
	
	
	EACH
	reject

	>>SAE Bearer Identity
	M
	
	9.2.1.2
	
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>GTP TEID
	M
	
	9.2.2.2
	
	-
	

	SAE Bearer Failed to Setup List
	O
	
	SAE Bearer List 
9.2.1.x
	
	YES
	ignore

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofSAEbearers
	Maximum no. of SAE bearer allowed towards one UE, the maximum value is 256. (FFS)


******** NEXT CHANGE **********
9.1.5.5
HANDOVER REQUEST ACKNOWLEDGE

This message is sent by the target eNodeB to inform the MME about the prepared resources at the target.

Direction: eNodeB ( MME.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	allocated at the target eNodeB
	YES
	reject

	Handover Type
	M
	<IntraLTE, UTRANtoLTE, GERANtoLTE>
	9.2.1.13
	
	YES
	reject

	SAE Bearers Admitted List
	O
	
	
	
	YES
	ignore

	>SAE Bearers Admitted Item IEs
	
	1 to <maxnoof SAEbearers>
	
	
	EACH
	reject

	>> SAE Bearer ID 
	M
	
	9.2.1.2
	
	-
	

	>> Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>> GTP TEID
	M
	
	9.2.2.2
	To deliver DL PDUs
	-
	

	>> DL Transport Layer Address
	O
	
	9.2.2.1
	
	-
	

	>> DL GTP TEID
	O
	
	9.2.2.2
	To deliver forwarded DL PDCP SDUs. 
	-
	

	SAE Bearers Failed to Setup List
	O
	
	SAE Bearer List 

9.2.1.x
	
	YES
	ignore

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	Intra-LTE HO Information ListResponse
	C- ifIntraLTE
	
	
	
	YES
	reject

	> Target eNodeB to Source eNodeB Transparent Container
	M
	
	9.2.1.8
	It includes HO Command info for the UE
	
	

	UTRAN to LTE HO Information ListResponse
	C- if
UTRANtoLTE
	
	
	
	YES
	reject

	> Target RNC to Source RNC Transparent Container
	M
	
	9.2.1.10
	FFS if this is mandatory and needed
	
	

	GERAN to LTE HO Information ListResponse
	C- if
GERANtoLTE
	
	
	
	YES
	reject

	> Target BSS to Source BSS Transparent Container
	M
	
	9.2.1.12
	FFS if this is mandatory and needed
	
	

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


******** NEXT CHANGE **********
9.2
Information Element Definitions

Editor’s Note: Information element definitions.

9.2.1
Radio Network Layer Related IEs

9.2.1.1
Message Type
The Message Type IE uniquely identifies the message being sent. It is mandatory for all messages.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Message Type
	
	
	
	Assumed max no of messages is 256.

	>Procedure Code
	M
	
	(Handover Preparation, Handover Resource Allocation, Handover Notification, Patch Switch Request, Handover Cancel, SAE Bearer Setup, SAE Bearer Modify, SAE Bearer Release, SAE Bearer Release Request, Initial Context Setup, Paging,  Downlink NAS transport, Initial UE Message, Uplink NAS transport, Reset, Error Indication, NAS Non Delivery Indication, S1 Setup, UE Context Release Request , UE Context Release, Downlink S1 CDMA2000 Tunneling, Uplink S1 CDMA2000 Tunneling; UE Context Modification, UE Capability Info Indication, eNB Status Transfer, MME Status Transfer, Deactivate Trace, Trace Start, Trace Failure Indication, eNB Configuraton Update, MME Configuration Update, Location Reporting Control, Location Reporting Failure Indication, Location Report, …)
	

	>Type of Message
	M
	
	CHOICE (Initiating Message, Successful Outcome, Unsuccessful Outcome, …)
	


9.2.1.2
SAE Bearer ID

This element uniquely identifies a radio access bearer for a specific CN domain for a particular UE, which makes the SAE Bearer ID unique over one S1 connection. The SAE Bearer ID shall remain the same for the duration of the SAE Bearer even if the UE-associated logical S1-connection is released or moved using S1 handover
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	SAE Bearer ID
	M
	
	BIT STRING (8)
	To be checked (FFS)




9.2.1.3
Cause

The purpose of the Cause IE is to indicate the reason for a particular event for the S1AP protocol.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	CHOICE Cause Group
	M
	
	
	

	>Radio Network Layer
	
	
	
	

	>>Radio Network Layer Cause 
	M
	
	ENUMERATED
(Unspecified,

Handover triggered, TX2RELOCOverall  Expiry, 

Successful Handover,

Release due to E-UTRAN Generated Reason, 
Handover Cancelled, Partial Handover, Handover Failure In Target EPC/eNB Or Target System,

Handover Target not allowed,

TS1RELOCoverall Expiry,

TS1RELOCprep Expiry,

Cell not available,,

Unknown Target ID,

No Radio Resources Available in Target Cell, Unknown MME UE S1AP ID,

Unknown eNB UE S1AP ID,

Unknown pair of UE S1AP ID, …)
	

	>Transport Layer
	
	
	
	

	>>Transport Layer Cause
	M
	
	ENUMERATED
(Transport Resource Unavailable,

Unspecified,
...)
	

	   > NAS
	
	
	
	

	>> NAS Cause
	M
	
	ENUMERATED (Normal Release,

Authentication failure,

Detach,
Unspecified, 

…)
	

	>Protocol
	
	
	
	

	>>Protocol Cause
	M
	
	ENUMERATED
(Transfer Syntax Error,
Abstract Syntax Error (Reject),
Abstract Syntax Error (Ignore and Notify),
Message not Compatible with Receiver State,

Semantic Error,
Abstract Syntax Error (Falsely Constructed Message), Unspecified,...)
	

	>Misc
	
	
	
	

	>>Miscellaneous Cause
	M
	
	ENUMERATED
(Control Processing Overload, Not enough User Plane Processing Resources,
Hardware Failure,
O&M Intervention,
Unspecified, Unknown PLMN, ...)
	


The meaning of the different cause values is described in the following table. In general, "not supported" cause values indicate that the related capability is missing. On the other hand, "not available" cause values indicate that the related capability is present, but insufficient resources were available to perform the requested action.
	Radio Network Layer cause
	Meaning

	Unspecified
	Sent for radio network layer cause when none of the specified cause values applies

	Handover triggered
	The action is due to a handover that has been triggered.

	TX2RELOCOverall Expiry 
	The timer guarding the handover that takes place over X2 has abnormally expired.

	Release due to E-UTRAN generated reason
	Release is initiated due to E-UTRAN generated reason.

	Handover Cancelled
	The reason for the action is cancellation of Handover

	Partial Handover
	Provides a reason for the handover cancellation. The HANDOVER COMMAND message from MME contained SAE Bearers to Release List IE and the source eNB estimated service continuity for the UE would be better by not proceeding with handover towards this particular target eNB.

	Handover Failure In Target EPC/eNB Or Target System
	The handover failed due to a failure in target EPC/eNB or target system.

	Handover Target not allowed
	Handover to the indicated target cell is not allowed for the UE in question.

	TS1RELOCoverall Expiry
	The reason for the action is expiry of timer TS1RELOCoverall.

	TS1RELOCprep Expiry
	Handover Preparation procedure is cancelled when timer TS1RELOCprep  expires.

	Cell not available
	The concerned cell is not available.

	Unknown Target ID
	Handover rejected because the target ID is not known to the EPC.

	No radio resources available in target cell
	Load on target cell is too high.

	Unknown MME UE S1AP ID
	The action failed because the MME UE S1AP ID is unknown.

	Unknown eNB UE S1AP ID
	The action failed because the eNB UE S1AP ID is unknown.

	Unknown pair of UE S1AP ID
	The action failed because the pair of UE S1AP IDs is unknown.


	Transport Layer cause
	Meaning

	Transport Resource Unavailable
	The required transport resources are not available

	Unspecified
	Sent when none of the above cause values applies but still the cause is Transport Network Layer related


	NAS cause
	Meaning

	Normal Release
	The release is normal

	Authentication Failure
	The action is due to authentication failure.

	Detach
	The action is due to detach.

	Unspecified
	Sent when none of the above cause values applies but still the cause is NAS related


	Protocol cause
	Meaning

	Transfer Syntax Error
	The received message included a transfer syntax error.

	Abstract Syntax Error (Reject)
	The received message included an abstract syntax error and the concerning criticality indicated "reject".

	Abstract Syntax Error (Ignore And Notify)
	The received message included an abstract syntax error and the concerning criticality indicated "ignore and notify".

	
	

	Message Not Compatible With Receiver State
	The received message was not compatible with the receiver state.

	Semantic Error
	The received message included a semantic error.

	Abstract Syntax Error (Falsely Constructed Message)
	The received message contained IEs or IE groups in wrong order or with too many occurrences.

	Unspecified
	Sent when none of the above cause values applies but still the cause is Protocol related


	Miscellaneous cause
	Meaning

	Control Processing Overload
	Control processing overload

	Not Enough  User Plane Processing Resources Available
	No enough resources are available related to user plane processing.

	Hardware Failure
	Action related to hardware failure

	O&M Intervention
	The action is due to O&M intervention.

	Unspecified Failure
	Sent when none of the above cause values applies and the cause is not related to any of the categories Radio Network Layer, Transport Network Layer, NAS or Protocol.

	Unknown PLMN
	The MME doesn’t identify at least one of  the PLMN provided by the eNB


9.2.1.4
Trace activation
Defines parameters related to a trace activation. 
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Trace Reference 
	M
	
	OCTET STRING (8)
	
	
	

	Interfaces To Trace
	
	1 to <maxInterfaces>
	
	
	
	

	>Interface
	M
	
	ENUMERATED (s1, x2 Uu, ...)
	
	
	

	>Trace depth 
	M
	
	ENUMERATED(

minimum, medium, maximum, vendorMinimum, vendorMedium, vendorMaximum,...)
	Defined in [10]
	
	


9.2.1.5
Source ID

The  Source ID IE identifies the source for a handover. 

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Source ID
	
	
	
	
	-
	

	>Source eNB-ID
	–
	
	
	FFS
	-
	


9.2.1.6
Target ID

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Choice Target ID
	
	
	
	
	-
	

	>Target eNB-ID
	
	
	
	FFS
	
	

	>Target RNC-ID
	
	
	
	
	-
	

	>>LAI
	M
	
	9.2.3.1
	
	-
	

	>>RAC
	O
	
	9.2.3.2
	
	-
	

	>>RNC-ID
	M
	
	INTEGER (0..4095)
	If the Extended RNC-ID IE is included in the Target ID IE, the RNC-ID IE shall be ignored.
	-
	

	>>Extended RNC-ID
	O
	
	9.2.1.14
	The Extended RNC-ID IE shall be used if the RNC identity has a value larger than 4095.
	
	

	>CGI
	
	
	
	
	-
	

	>> PLMN identity
	M
	
	OCTET STRING (SIZE (3))
	- digits 0 to 9, encoded 0000 to 1001,

- 1111 used as filler digit,

two digits per octet,

- bits 4 to 1 of octet n encoding digit 2n-1

- bits 8 to 5 of octet n encoding digit 2n

-The PLMN identity consists of 3 digits from MCC followed by either 
-a filler digit plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).
	-
	

	>> LAC
	M
	
	OCTET STRING (2)
	0000 and FFFE not allowed.
	-
	

	>>CI
	M
	
	OCTET STRING (2)
	
	-
	

	>>RAC
	O
	
	9.2.3.2
	
	
	


The Target ID IE identifies the target for the handover. The target ID may be e.g. the target eNB-ID (for intra SAE/LTE), the RNC-ID (for SAE/LTE-UMTS handover) or the Cell Global ID of the handover target (in case of SAE/LTE to GERAN A/Gb mode handover).

9.2.1.7
Source eNB to Target eNB Transparent Container

The Source eNB to target eNB Transparent Container IE is an information element that is produced by the source eNB and is transmitted to the target eNB. This IE is used for the intra SAE/LTE handover case. 

This IE is transparent to the EPC.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	RRC Container
	M
	
	OCTET STRING
	
	-
	-

	SAE Bearers Information List
	O
	
	
	
	
	

	>  SAE Bearers Information Item
	
	1 to <maxnoof SAEbearers>
	
	
	EACH
	ignore

	  >> SAE Bearer ID
	M
	
	BIT STRING (SIZE (8))
	
	-
	-

	  >> DL Forwarding
	O
	
	9.2.3.14
	
	-
	-


	Range bound
	Explanation

	maxnoofSAEbearers
	Maximum no. of SAE Bearers for one UE. Value is 256.


9.2.1.8
Target eNB to Source eNB Transparent Container

The Target eNB to Source eNB Transparent Container IE is an information element that is produced by the target eNB and is transmitted to the source eNB. This IE is used for the intra SAE/LTE handover case.

This IE is transparent to EPC.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	RRC Container
	M
	
	OCTET STRING
	
	-
	-


9.2.1.9
Source RNC to Target RNC Transparent Container

This IE is used to transparently pass radio related information between the handover source and the handover target through the EPC. This container is used for inter 3GPP RAT handovers from SAE/LTE to UTRAN and vice versa.

This IE defined in TS 25.413. Content FFS.
9.2.1.10
Target RNC to Source RNC Transparent Container

This container is used to transparently pass radio related information between the handover target and the handover source through the EPC. This container is used inter 3GPP RAT handovers from SAE/LTE to UTRAN and vice versa.

This IE is defined in TS 25.413. Content FFS.
9.2.1.11
Source BSS to Target BSS Transparent Container

This container is used to transparently pass radio related information between the handover source and the handover target through the EPC. This container is used for inter 3GPP RAT handovers from SAE/LTE to GERAN A/Gb mode and vice versa.

This IE is defined in TS 48.018. Content FFS.
9.2.1.12
Target BSS to Source BSS Transparent Container

This container is used to transparently pass radio related information between the handover source and the handover target through the EPC. This container is used for inter 3GPP RAT handovers from SAE/LTE to GERAN A/Gb mode and vice versa.

This IE is defined in TS 48.018. Content FFS. 

9.2.1.13
Handover Type

This IE indicates which kind of handover was triggered in the source side.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Handover Type
	M
	
	ENUMERATED (IntraLTE, LTEtoUTRAN, LTEtoGERAN,

UTRANtoLTE,

GERANtoTLE)
	


9.2.1.14
Extended RNC-ID

The Extended RNC-ID is used to identify an RNC. 
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Extended RNC-ID
	M
	
	INTEGER (4096..65535)
	The Extended RNC-ID IE shall be used if the RNC identity has a value larger than 4095. 

Note: Application of the Extended RNC-ID IE to very large networks is FFS.


9.2.1.15
SAE Bearer Level QoS Parameters
This IE defines the QoS to be applied to a SAE bearer.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	SAE Bearer Level QoS Parameters
	
	
	
	

	>QCI
	M
	
	INTEGER (1..256)
	Coded as specified in TS 23.xxx, which will be defined in SA2

	>Allocation and Retention Priority
	O
	
	INTEGER (0..15)
	The ARP definition is left FFS in SA2.

	>SAE Bearer Type
	M
	
	9.2.1.18
	Desc.:
Either GBR or non-GBR Bearer


9.2.1.16
Paging DRX 
This IE indicates the Paging DRX as defined in [xx].

Editor’s Note: The definition is FFS and should be aligned to RRC 36.331 referenced as [xx].
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Paging DRX
	M
	
	INTEGER (0..4095)
	
	
	


9.2.1.17
Paging Cause 
This element indicates the cause for paging a UE.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Paging Cause
	M
	
	ENUMERATED( Terminating Conversational Call,  Terminating Streaming Call,  Terminating Interactive Call, Terminating Background Call, 
Terminating Low Priority Signalling, 
...,

Terminating High Priority Signalling)
	
	
	


9.2.1.18 
SAE Bearer Type

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Choice SAE Bearer Type
	
	
	
	

	> GBR bearer
	
	
	
	

	>> SAE Bearer Maximum Bit Rate Downlink
	M
	
	SAE Bearer Bit Rate

SAE Bearer Bit Rate 9.2.1.19
	Desc.: to be added

	>> SAE Bearer Maximum Bit Rate Uplink
	M
	
	SAE Bearer Bit Rate 9.2.1.19
	Desc.: to be added

	>> SAE Bearer Guaranteed Bit Rate Downlink
	M
	
	SAE Bearer Bit Rate 9.2.1.19
	Desc.: to be added

	>> SAE Bearer Guaranteed Bit Rate Uplink
	M
	
	SAE Bearer Bit Rate 9.2.1.19
	Desc.: to be added

	> Non-GBR bearer
	
	
	
	

	>> Non GBR bearer
	
	
	ENUMERATED (Non GBR bearer,…)
	


9.2.1.19 
SAE Bearer Bit Rate
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	SAE Bearer Bit Rate
	
	
	INTEGER (0..10,000,000,000)
	Desc.: This IE indicates the maximum number of bits delivered by E-UTRAN and to E-UTRAN within a period of time, divided by the duration of the period.

The unit is: bit/s 


9.2.1.20
Aggregate Maximum Bit Rate
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Aggregate Maximum Bit Rate
	
	
	
	Desc.:

Applicable for non-GBR SAE Bearers,provided at initial context setup

	>Aggregate Maximum Bit Rate Downlink
	M
	
	SAE Bearer Bit Rate 9.2.1.19
	Desc.: to be added

	>Aggregate Maximum Bit Rate Uplink
	M
	
	SAE Bearer Bit Rate 9.2.1.19
	Desc.: to be added


9.2.1.21
Criticality Diagnostics
The Criticality Diagnostics IE is sent by the eNB or the MME when parts of a received message have not been comprehended or were missing, or if the message contained logical errors. When applicable, it contains information about which IEs were not comprehended or were missing.
For further details on how to use the Criticality Diagnostics IE, (see Annex A.2 – FFS). 

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	
	
	
	
	

	Procedure Code
	O
	
	INTEGER (0..255)
	Procedure Code is to be used if Criticality Diagnostics is part of Error Indication procedure, and not within the response message of the same procedure that caused the error

	Triggering Message 
	O
	
	ENUMERATED(initiating message, successful outcome, unsuccessful outcome, outcome)
	The Triggering Message is used only if the Criticality Diagnostics is part of Error Indication procedure. 

	Procedure Criticality 
	O
	
	ENUMERATED(reject, ignore, notify)
	This Procedure Criticality is used for reporting the Criticality of the Triggering message (Procedure).

	Information Element Criticality Diagnostics
	
	0 to <maxnoof errors>
	
	

	>IE Criticality 
	M
	
	ENUMERATED(reject, ignore, notify)
	The IE Criticality is used for reporting the criticality of the triggering IE. The value 'ignore' shall  not be used.

	>IE ID
	M
	
	INTEGER (0..65535)
	The IE ID of the not understood or missing IE 

	
	
	
	
	

	>Type of Error
	M
	
	ENUMERATED(not understood, missing, …)
	


	Range bound
	Explanation

	maxnooferrors
	Maximum no. of IE errors allowed to be reported with a single message. The value for maxnooferrors is 256.


9.2.1.22
Handover Restriction List 
This IE defines area roaming or access restrictions for handover. If the eNB receives the Handover Restriction List, it shall overwrite previously received restriction information.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Serving PLMN
	M
	
	9.2.3.8
	

	Equivalent PLMNs
	
	0..<maxnoofEPLMNs>
	
	Allowed PLMNs in addition to Serving PLMN.

This list corresponds to the list of “equivalent PLMNs” as defined in [TS 24.008].

	>PLMN Identity
	M
	
	9.2.3.8
	

	Forbidden TAs
	
	0..<maxnoofEPLMNsPlusOne>
	
	intra LTE roaming restrictions

	>PLMN Identity
	M
	
	9.2.3.8
	The PLMN of forbidden TACs

	>Forbidden TACs
	
	1..<maxnoofForbTACs>
	
	

	>>TAC
	M
	
	9.2.3.7

	The TAC of the forbidden TAI

	Forbidden LAs
	
	0..<maxnoofEPLMNsPlusOne>
	
	inter-3GPP RAT roaming restrictions

	>PLMN Identity
	M
	
	9.2.3.8
	

	>Forbidden LACs
	
	1..<maxnoofForbLACs>
	
	

	>>LAC
	M
	
	OCTET STRING(2)
	

	Forbidden inter RATs
	O
	
	ENUMERATED(ALL, GERAN, UTRAN, …)
	inter-3GPP RAT access restrictions


	Range bound
	Explanation

	maxnoofEPLMNs
	Maximum no. of equivalent PLMN Ids. Value is 15.

	maxnooffEPLMNsPlusOne
	Maximum no. of equivalent PLMN Ids plus one. Value is 16.

	maxnoofforbiddenTACs
	Maximum no. of forbidden Tracking Area Codes. Value is 256.

	maxnoofforbiddenLACs
	Maximum no. of forbidden Location Area Codes. Value is 256.


9.2.1.23
CDMA2000-PDU

This information element contains a CDMA2000 message between the UE and CDMA2000 RAT that is transferred without interpretation in the eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CDMA2000-PDU
	M
	
	OCTET STRING
	


9.2.1.24
CDMA2000 RAT Type
In the uplink, this information element , along with the CDMA2000 Sector ID IE is used for routing the tunnelled CDMA2000 message to the proper destination node in the CDMA2000 RAT and is set by the eNB to the CDMA2000 RAT type received from the UE.

Note: In the downlink, this information element is forwarded to the UE to help it route the tunnelled downlink CDMA2000 message to the appropriate CDMA upper layer.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CDMA2000 RAT Type
	M
	
	ENUMERATED
(HRPD,

1xRTT,…)
	This IE is used to identify which CDMA2000 RAT the tunnelled CDMA2000 signalling is associated with. The source of this information in the uplink is the UE and in the downlink it is the CDMA2000 system.


9.2.1.25
CDMA2000 Sector ID


This information element , along with the RAT Type IE is used for routing the tunnelled CDMA2000 message to the proper destination node in the CDMA2000 RAT.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CDMA2000 Sector ID
	M
	
	OCTET STRING
	This IE is set to CDMA2000 Reference Cell ID corresponding to the HRPD/1xRTT sector under the HRPD AN/1xBS  to which the eNB has initiated the UE to handover to. The CDMA2000 Reference Cell ID is statically configured in the eNB.


9.2.1.26
Security Information
The purpose of the Security Information IE is to indicate the AS security key.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	AS security key
	M
	
	BIT STRING (128)
	


9.2.1.27
UE Radio Capability
This IE contains UE Radio Capability information.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	UE Radio Capability 
	M
	
	OCTET STRING
	FFS: reference to TS 36.331


9.2.1.28
CDMA2000 HO Status

This IE is used to indicate to the eNB which initiated an inter-RAT HO towards CDMA2000 about the outcome of the handover preparation to CDMA2000.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CDMA2000 HO Status
	M
	
	ENUMERATED
(HO Success, HO Failure,…)
	This IE indicates the status of the handover resource allocation in the CDMA2000 RAT.


9.2.1.29
CDMA2000 HO Required Indication

This information element is set by the eNB to provide an indication about whether the UE has initiated the handover preparation with the CDMA2000 RAT.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CDMA2000 HO Required Indication
	M
	
	ENUMERATED
(true,…)
	This IE indicates to MME that handover preparation to CDMA2000 has been started. It helps MME to decide when to send certain handover preparation information [8] to the CDMA2000 RAT. 


9.2.1.30
1xRTT MEID

This information element is the Mobile Equipment Identifier or Hardware ID that is tunnelled from the UE to the 1xCS IWS [8] and is transparent to eNB and MME.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	1xRTT MEID
	M
	
	OCTET STRING
	This IE is used to derive a MEID-based PLCM that is used for channelization in CDMA2000 1xRTT network. 


9.2.1.31
eNB Status Transfer Transparent Container

The eNB Status Transfer Transparent Container IE is an information element that is produced by the source eNB and is transmitted to the target eNB. This IE is used for the intra SAE/LTE S1 handover case. 

This IE is transparent to the EPC.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	SAE Bearers Subject to Status Transfer List
	M
	
	
	
	–
	–

	>SAE Bearers Subject to Status Transfer Item
	
	1 to <maxnoof SAEbearers>
	
	
	EACH
	ignore

	>> SAE bearer Identity
	M
	
	BIT STRING (SIZE (8))
	
	–
	–

	>> UL COUNT value
	M
	
	9.2.1.32 
	PDCP-SN and HFN of first missing  UL PDCP SDU
	–
	–

	>> DL COUNT value
	M
	
	9.2.1.32 
	PDCP-SN and HFN that the target eNB should assign for the next DL SDU not having an SN yet
	–
	–


9.2.1.32
COUNT value

This IE contains a PDCP sequence number and a hyper frame number. 
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	PDCP-SN
	M
	
	INTEGER (0..4095)
	
	–
	–

	HFN
	M
	
	INTEGER (0..1048575)
	
	–
	–


9.2.1.33
CDMA2000 1xRTT RAND

This information element is a random number generated by the eNB and tunnelled to the 1xCS IWS [8] and is transparent to MME.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CDMA2000 1xRTT RAND
	M
	
	OCTET STRING
	This IE is a Random Challenge that is used for authentication of UE during handover from E-UTRAN to CDMA2000 1xRTT RAT. 


9.2.1.34
Request Type

The purpose of the Request Type IE is to indicate the type of location request to be handled by the eNB.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	Request Type
	
	
	
	

	>Event
	M
	
	ENUMERATED(Direct, Change of service cell, Stop Change of service cell)
	

	>Report Area
	M
	
	E-UTRAN CGI (FFS for its definition)
	


9.2.1.x
SAE Bearer List
This IE contains a list of SAE Berar identities with a cause value. It is used for example to indicate failed bearers or bearers to be released.   

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	SAE Bearer List Item
	
	1 to <maxnoof SAEbearers>
	
	
	EACH
	ignore

	>SAE bearer ID
	M
	
	9.2.1.2
	
	–
	–

	>Cause
	M
	
	9.2.1.3 
	
	–
	–


	Range bound
	Explanation

	maxnoofSAEbearers
	Maximum no. of SAE bearer allowed towards one UE, the maximum value is 256. (FFS) 


9.2.2
Transport Network Layer Related IEs

9.2.2.1
Transport Layer Address

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Transport Layer Address
	M
	
	BIT STRING (1..160, …)
	The Radio Network Layer is not supposed to interpret the address information. It should pass it to the transport layer for interpretation.

For details on the Transport Layer Address, see ref.  [12].


This information element is an IP address to be used for the user plane transport. 

9.2.2.2
GTP-TEID

This information element is the GTP Tunnel Endpoint Identifier to be used for the user plane transport between eNB and the serving gateway.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	GTP TEID
	M
	
	OCTET STRING (4)
	


9.2.3
NAS Related IEs

9.2.3.1
LAI

This element is used to uniquely identify a Location Area.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	LAI
	
	
	
	

	>PLMN identity
	M
	
	OCTET STRING (SIZE (3))
	- digits 0 to 9, encoded 0000 to 1001,

- 1111 used as filler digit,

two digits per octet,

- bits 4 to 1 of octet n encoding digit 2n-1

- bits 8 to 5 of octet n encoding digit 2n

-The PLMN identity consists of 3 digits from MCC followed by either 
-a filler digit plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).

	>LAC
	M
	
	OCTET STRING (2)
	0000 and FFFE not allowed.


9.2.3.2
RAC

This element is used to identify a Routing Area within a Location Area. It is used for PS services.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	RAC
	M
	
	OCTET STRING (1)
	


9.2.3.3
MME UE S1AP ID

The MME UE S1AP ID uniquely identify the UE association over the S1 interface within the MME.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	MME UE S1AP ID
	M
	
	INTEGER (0 .. 232 -1)
	


9.2.3.4
eNB UE S1AP ID

The eNB UE S1AP ID uniquely identify the UE association over the S1 interface within the eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	eNB UE S1AP ID
	M
	
	INTEGER (0 .. 224 -1)
	


9.2.3.5
NAS-PDU
This information element contains an EPC – UE  or UE – EPC message that is transferred without interpretation in the eNB. Typically it contains call control, session management, supplementary services, short message service and mobility management messages.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	NAS-PDU
	M
	
	OCTET STRING
	


9.2.3.6
S-TMSI
Temporary Mobile Subscriber Identity, used for security reasons to hide the identity of a subscriber.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	MMEC
	M
	
	9.2.3.12
	
	
	

	M-TMSI
	M
	
	OCTET STRING (SIZE (4))
	M-TMSI is unique within MME that allocated it.
	
	


9.2.3.7
TAC
This element is used to uniquely identify a Tracking Area Code.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	TAC
	M
	
	OCTET STRING
	


9.2.3.8
PLMN Identity

This information element indicates the PLMN Identity.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	PLMN identity
	M
	
	OCTET STRING (SIZE (3))
	- digits 0 to 9, encoded 0000 to 1001,

- 1111 used as filler digit,

two digits per octet,

- bits 4 to 1 of octet n encoding digit 2n-1

- bits 8 to 5 of octet n encoding digit 2n

-The Selected PLMN identity consists of 3 digits from MCC followed by either 
-a filler digit plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).


9.2.3.9
GUMMEI
This information element indicates the global unique MME identity.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	GUMMEI
	
	
	
	

	>PLMN identity
	M
	
	OCTET STRING (SIZE (3))
	- digits 0 to 9, encoded 0000 to 1001,

- 1111 used as filler digit,

two digits per octet,

- bits 4 to 1 of octet n encoding digit 2n-1

- bits 8 to 5 of octet n encoding digit 2n

-The Selected PLMN identity consists of 3 digits from MCC followed by either 
-a filler digit plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).

	>MME Group ID
	M
	
	OCTET STRING (2)
	FFS

	>MME code
	M
	
	9.2.3.12
	


9.2.3.10
UE Identity Index value

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	UE identity Index Value
	M
	
	OCTET STRING
	IMSI mod L as defined in FFS.


9.2.3.11
IMSI

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	IMSI
	M
	
	OCTET STRING (SIZE (3..8))
	- digits 0 to 9, encoded 0000 to 1001,

- 1111 used as filler digit,

two digits per octet,

- bit 4 to 1 of octet n encoding digit 2n-1

- bit 8 to 5 of octet n encoding digit 2n

-Number of decimal digits shall be from 6 to 15 starting with the digits from the PLMN identity.

When the IMSI is made of an odd number of digits, the filler digit shall be added at the end to make an even number of digits of length 2N. The filler digit shall then be consequently encoded as bit 8 to 5 of octet N.


9.2.3.12
MMEC
This element represents the MME Code to uniquely identify a MME within an MME pool area.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	MMEC
	M
	
	OCTET STRING (SIZE (1))
	


9.2.3.13
UE Paging Identity

This IE represents the Identity with which the UE is paged.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Choice UE Paging Identity
	
	
	
	

	>IMSI
	M
	
	9.2.3.11
	

	>S-TMSI
	M
	
	9.2.3.6
	


9.2.3.14
DL Forwarding

This element indicates that the SAE bearer is proposed for forwarding of downlink packets.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	DL Forwarding
	
	
	
	

	>DL Forwarding
	M
	
	ENUMERATED (DL forwarding proposed, …) 
	


9.2.3.15
Direct Forwarding Path Availability
The availability of a direct forwarding path shall be determined by the source eNB. EPC behaviour on receipt of this IE is specified in [x2].

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Direct Forwarding Path Availability
	M
	
	ENUMERATED (Direct Path Available, …) 
	


9.2.3.16
TAI

This element is used to uniquely identify a Tracking Area. 

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	TAI
	
	
	
	

	>PLMN identity
	M
	
	9.2.3.8
	

	>TAC
	M
	
	9.2.3.7
	


9.2.3.17
Relative MME Capacity

This IE indicates the relative processing capacity of an MME with respect to the other MMEs in the pool in order to load-balance MMEs within a pool [defined 11]. 

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Relative MME Capacity
	M
	
	INTEGER (0..255)
	


9.2.3.18
UE S1 AP ID pair

This IE contains the a pair of UE S1 AP identities.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	-
	-

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	-
	-


9.3.4
Information Element Definitions

-- **************************************************************

--

-- Information Element Definitions
--

-- **************************************************************

S1AP-IEs { 

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

eps-Access (20) modules (3) s1ap (1) version1 (1) s1ap-IEs (2) }
DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

IMPORTS


id-SAEBearerInformationListItem,


id-SAEBearerItem,


id-Bearers-SubjectToStatusTransfer-Item,

maxNrOfSAEBs,


maxNrOfInterfaces,


maxNrOfErrors,


maxnoofBPLMNs,


maxnoofPLMNsPerMME,


maxnoofTACs,

maxnoofEPLMNs,


maxnoofEPLMNsPlusOne,


maxnoofForbLACs,


maxnoofForbTACs,


maxnoofTACs
FROM S1AP-Constants


Criticality,


ProcedureCode,


ProtocolIE-ID,


TriggeringMessage

FROM S1AP-CommonDataTypes


ProtocolExtensionContainer{},


S1AP-PROTOCOL-EXTENSION,


ProtocolIE-SingleContainer{},


S1AP-PROTOCOL-IES

FROM S1AP-Containers;

-- A

AllocationRetentionPriority ::= SEQUENCE {


priorityLevel


PriorityLevel, 


iE-Extensions


ProtocolExtensionContainer { {AllocationRetentionPriority-ExtIEs} } OPTIONAL,


...

}

AllocationRetentionPriority-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

AggregateMaximumBitrate ::= SEQUENCE {


aggregateMaximumBitRateDL



SAE-Bearer-BitRate,


aggregateMaximumBitRateUL



SAE-Bearer-BitRate,


iE-Extensions






ProtocolExtensionContainer { {Aggregate-MaximumBitrates-ExtIEs} } OPTIONAL,


...

}

Aggregate-MaximumBitrates-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

-- B

Bearers-SubjectToStatusTransferList ::= SEQUENCE (SIZE(1.. maxNrOfSAEBs)) OF ProtocolIE-SingleContainer { { Bearers-SubjectToStatusTransfer-ItemIEs } }

Bearers-SubjectToStatusTransfer-ItemIEs S1AP-PROTOCOL-IES ::= {


{ ID id-Bearers-SubjectToStatusTransfer-Item
CRITICALITY ignore
TYPE Bearers-SubjectToStatusTransfer-Item 
PRESENCE mandatory
},

...

}

Bearers-SubjectToStatusTransfer-Item ::= SEQUENCE {


sAE-Bearer-ID







SAE-Bearer-ID,

uL-COUNTvalue







COUNTvalue,

dL-COUNTvalue







COUNTvalue,

iE-Extensions






ProtocolExtensionContainer { {Bearers-SubjectToStatusTransfer-ItemExtIEs} } OPTIONAL,


...

}

Bearers-SubjectToStatusTransfer-ItemExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

BPLMNs ::= SEQUENCE (SIZE(1.. maxnoofBPLMNs)) OF PLMNidentity

-- C

Cause ::= CHOICE {


radioNetwork

CauseRadioNetwork,


transport


CauseTransport,

nas




CauseNas,

protocol


CauseProtocol,


misc



CauseMisc,


...

}

CauseMisc ::= ENUMERATED {


control-processing-overload,

not-enough-user-plane-processing-resources,


hardware-failure,


om-intervention,

unspecified,


unknown-PLMN,
...

}

CauseProtocol ::= ENUMERATED {


transfer-syntax-error,


abstract-syntax-error-reject,


abstract-syntax-error-ignore-and-notify,


message-not-compatible-with-receiver-state,


semantic-error,

abstract-syntax-error-falsely-constructed-message,


unspecified,

...

}

CauseRadioNetwork ::= ENUMERATED {


unspecified,

handover-triggered,


tx2relocoverall-expiry,

successful-handover,


release-due-to-eutran-generated-reason,


handover-cancelled,


partial-handover,


ho-failure-in-target-EPC-eNB-or-target-system,


ho-target-not-allowed,


tS1relocoverall-expiry,

tS1relocprep-expiry,


cell-not-available,


unknown-targetID,


no-radio-resources-available-in-target-cell,


unknown-mme-ue-s1ap-id,


unknown-enb-ue-s1ap-id,


unknown-pair-ue-s1ap-id,


...

}

CauseTransport ::= ENUMERATED {


transport-resource-unavailable,

unspecified,


...

}
CauseNas ::= ENUMERATED {


normal-release,


authentication-failure,


detach,


unspecified,


...

}
Cdma2000PDU
::= OCTET STRING

Cdma2000RATType ::= ENUMERATED {


hRPD,

onexRTT,


...

}
Cdma2000SectorID ::= OCTET STRING

Cdma2000HOStatus ::= ENUMERATED {


hOSuccess,

hOFailure,


...

}
Cdma2000HORequiredIndication ::= ENUMERATED {


true,


...

}
Cdma2000OneXMEID ::= OCTET STRING

Cdma2000OneXRAND ::= OCTET STRING
CGI ::= SEQUENCE {


pLMNidentity



PLMNidentity,


lAC



LAC,


cI



CI,

rAC



RAC





OPTIONAL

}

CI




::= OCTET STRING (SIZE (2))

COUNTvalue ::= SEQUENCE {


pDCP-SN


PDCP-SN,


hFN



HFN,


...

}
CriticalityDiagnostics ::= SEQUENCE {


procedureCode




ProcedureCode




OPTIONAL,


triggeringMessage



TriggeringMessage



OPTIONAL,


procedureCriticality


Criticality





OPTIONAL,


iEsCriticalityDiagnostics

CriticalityDiagnostics-IE-List 
OPTIONAL,


iE-Extensions




ProtocolExtensionContainer {{CriticalityDiagnostics-ExtIEs}} OPTIONAL,


...

}

CriticalityDiagnostics-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

CriticalityDiagnostics-IE-List ::= SEQUENCE (SIZE (1..maxNrOfErrors)) OF CriticalityDiagnostics-IE-Item

CriticalityDiagnostics-IE-Item ::= 
SEQUENCE {


iECriticality


Criticality,


iE-ID




ProtocolIE-ID,


typeOfError 


TypeOfError,


iE-Extensions


ProtocolExtensionContainer {{CriticalityDiagnostics-IE-Item-ExtIEs}} OPTIONAL,


...

}

CriticalityDiagnostics-IE-Item-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}
-- D

DL-Forwarding ::= ENUMERATED {


dL-Forwarding-proposed,


...

}

Direct-Forwarding-Path-Availability ::= ENUMERATED {


directPathAvailable,


...

}

-- E

ENB-StatusTransfer-TransparentContainer

::= SEQUENCE {

bearers-SubjectToStatusTransferList

Bearers-SubjectToStatusTransferList,


iE-Extensions


ProtocolExtensionContainer { {ENB-StatusTransfer-TransparentContainer-ExtIEs} } OPTIONAL,


...

}

ENB-StatusTransfer-TransparentContainer-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

ENB-UE-S1AP-ID



::= INTEGER (0..16777215)
ENB-Global-ID






::= INTEGER (0..65535)

ENBname ::= OCTET STRING

EPLMNs ::= SEQUENCE (SIZE(1..maxnoofEPLMNs)) OF PLMNidentity

EventType
::= ENUMERATED {


direct,

change-of-serve-cell,


stop-change-of-serve-cell,

...

}
EUTRAN-CGI-ID ::= OCTET STRING
ExtendedRNC-ID




::= INTEGER (4096..65535)

-- F

ForbiddenInterRATs ::= ENUMERATED {


all,

geran,


utran,


...

}

ForbiddenTAs ::= SEQUENCE (SIZE(1.. maxnoofEPLMNsPlusOne)) OF ForbiddenTAs-Item

ForbiddenTAs-Item ::= SEQUENCE {


pLMN-Identity

PLMNidentity,


forbiddenTACs

ForbiddenTACs

}

ForbiddenTACs ::= SEQUENCE (SIZE(1..maxnoofForbTACs)) OF TAC
ForbiddenLAs ::= SEQUENCE (SIZE(1..maxnoofEPLMNsPlusOne)) OF ForbiddenLAs-Item

ForbiddenLAs-Item ::= SEQUENCE {


pLMN-Identity

PLMNidentity,


forbiddenLACs

ForbiddenLACs

}

ForbiddenLACs ::= SEQUENCE (SIZE(1..maxnoofForbLACs)) OF LAC
-- G

GTP-TEID




::= OCTET STRING (SIZE (4))

GUMMEI


::= SEQUENCE {


pLMN-Identity

PLMNidentity,

mME-Group-ID

MME-Group-ID,

mME-Code


MME-Code,

iE-Extensions




ProtocolExtensionContainer { {GUMMEI-ExtIEs} } OPTIONAL,


...

}

GUMMEI-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

-- H

HandoverRestrictionList ::= SEQUENCE {


servingPLMN




PLMNidentity,


equivalentPLMNs



EPLMNs




OPTIONAL,


forbiddenTAs



ForbiddenTAs


OPTIONAL,


forbiddenLAs



ForbiddenLAs


OPTIONAL,


forbiddenInterRATs



ForbiddenInterRATs


OPTIONAL, 

iE-Extensions



ProtocolExtensionContainer { {HandoverRestrictionList-ExtIEs} } OPTIONAL,

...

}

HandoverRestrictionList-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

HandoverType ::= ENUMERATED {


intralte,


ltetoutran,


ltetogeran,


utrantolte,


gerantolte,


...

}

HFN ::= INTEGER (0..1048575)

-- I

IMSI
::=
OCTET STRING (SIZE (3..8))

InterfacesToTraceList ::= SEQUENCE (SIZE (1..maxNrOfInterfaces)) OF InterfacesToTraceItem

InterfacesToTraceItem ::= SEQUENCE {


interfaceType


InterfaceType,


traceDepth



TraceDepth,


iE-Extensions


ProtocolExtensionContainer { {InterfacesToTraceItem-ExtIEs} }
OPTIONAL,


...

}

InterfacesToTraceItem-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

InterfaceType ::= ENUMERATED {


s1,


x2,


uu,

...

}

-- J

-- K

-- L

LAC
::= OCTET STRING (SIZE (2))

LAI ::= SEQUENCE {


pLMNidentity



PLMNidentity,


lAC



LAC,


iE-Extensions


ProtocolExtensionContainer { {LAI-ExtIEs} } OPTIONAL

}

LAI-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

-- M

MMEname ::= OCTET STRING
MME-Group-ID
::= OCTET STRING (SIZE (2))
MME-Code

::= OCTET STRING (SIZE (1))
MME-UE-S1AP-ID



::= INTEGER (0..4294967295)
M-TMSI


::= OCTET STRING (SIZE (4))

-- N

NAS-PDU ::=  OCTET STRING

-- O

-- P

PagingDRX ::= INTEGER (0..4095)
PagingCause ::= ENUMERATED { 


terminating-conversational-call, 


terminating-streaming-call, 


terminating-interactive-call, 


terminating-background-call, 


terminating-low-priority-signalling,


..., 


terminating-high-priority-signalling

}
PDCP-SN ::= INTEGER (0..4095) 
PLMNidentity 



::= TBCD-STRING 

PriorityLevel



::= INTEGER (0..15)
-- Q

QCI





::= INTEGER (1..256)

-- R

RelativeMMECapacity



::= INTEGER (0..255)

RAC




::= OCTET STRING (SIZE (1))

RequestType
::= SEQUENCE {


eventType 



EventType,

reportArea 



ReportArea,

iE-Extensions


ProtocolExtensionContainer { { RequestType-ExtIEs} }
OPTIONAL,

...

}
RequestType-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

ReportArea
::= OCTET STRING
RNC-ID




::= INTEGER (0..4095)

RRC-Container
::= OCTET STRING

-- S

SAE-Bearer-ID

::= BIT STRING (SIZE(8))
SAEBearerInformationList
::= SEQUENCE (SIZE (1.. maxNrOfSAEBs)) OF ProtocolIE-SingleContainer { { SAEBearerInformationListIEs } }

SAEBearerInformationListIEs S1AP-PROTOCOL-IES ::= {


{ ID id-SAEBearerInformationListItem


CRITICALITY ignore
TYPE SAEBearerInformationListItem


PRESENCE mandatory
},


...

}

SAEBearerInformationListItem ::= SEQUENCE {


sAE-Bearer-ID




SAE-Bearer-ID,


dL-Forwarding




DL-Forwarding

OPTIONAL,


iE-Extensions




ProtocolExtensionContainer { {SAEBearerInformationListItem-ExtIEs} }


OPTIONAL,


...

}

SAEBearerInformationListItem-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

SAEBearerList ::= SEQUENCE (SIZE(1.. maxNrOfSAEBs)) OF ProtocolIE-SingleContainer { {SAEBearerItemIEs} }

SAEBearerItemIEs 
S1AP-PROTOCOL-IES ::= {


{ ID id-SAEBearerItem
 CRITICALITY ignore 
TYPE SAEBearerItem 
PRESENCE mandatory },


...

}

SAEBearerItem ::= SEQUENCE {


sAE-Bearer-ID



SAE-Bearer-ID,

cause





Cause,


iE-Extensions



ProtocolExtensionContainer { {SAEBearerItem-ExtIEs} } OPTIONAL,


...

}
SAEBearerItem-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

SAE-Bearer-BitRate
::= INTEGER (0..10000000000) 

SAE-BearerLevelQoSParameters ::= SEQUENCE {


qCI


QCI,


allocationRetentionPriority


AllocationRetentionPriority OPTIONAL,


sAE-BearerType





SAE-Bearer-Type,


iE-Extensions





ProtocolExtensionContainer { {SAE-Bearer-QoSParameters-ExtIEs} } OPTIONAL,


...

}

SAE-Bearer-QoSParameters-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

SAE-Bearer-Type ::= CHOICE {


sAE-GBR-Bearer


SAE-GBR-Bearer,


sAE-non-GBR-Bearer

SAE-non-GBR-Bearer,


...

}

SAE-GBR-Bearer ::= SEQUENCE {


sAE-Bearer-MaximumBitrateDL


SAE-Bearer-BitRate,


sAE-Bearer-MaximumBitrateUL


SAE-Bearer-BitRate,


sAE-Bearer-GuaranteedBitrateDL

SAE-Bearer-BitRate,


sAE-Bearer-GuaranteedBitrateUL

SAE-Bearer-BitRate,


iE-Extensions





ProtocolExtensionContainer { {SAE-GBR-Bearer-Parameters-ExtIEs} } OPTIONAL,


...

}

SAE-GBR-Bearer-Parameters-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}
SAE-non-GBR-Bearer ::= SEQUENCE {


sAE-non-GBR-Bearer-Type


SAE-non-GBR-Bearer-Type,

iE-Extensions





ProtocolExtensionContainer { {SAE-non-GBR-Bearer-Parameters-ExtIEs} } OPTIONAL,


...

}

SAE-non-GBR-Bearer-Type
::= ENUMERATED {


non-GBR-Bearer,


...

}

SAE-non-GBR-Bearer-Parameters-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {

...

}
SecurityInfo ::= SEQUENCE {


securityKey

SecurityKey,


iE-Extensions


ProtocolExtensionContainer { { SecurityInfo-ExtIEs} } OPTIONAL,


...
}

SecurityKey
::= BIT STRING (SIZE(128))
SecurityInfo-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

SecurityInformation ::= SEQUENCE {


securityPlaceHolder

SecurityPlaceHolder,


iE-Extensions


ProtocolExtensionContainer { { SecurityInformation-ExtIEs} } OPTIONAL,

...
}

SecurityPlaceHolder
::= ENUMERATED {


whatever,


...

}

SecurityInformation-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

SourceBSS-ToTargetBSS-TransparentContainer

::= OCTET STRING

SourceID ::= SEQUENCE {


sourceeNB-ID


SourceeNB-ID,

...

}

SourceeNB-ID ::= SEQUENCE {


pLMNidentity



PLMNidentity,


eNB-Global-ID



ENB-Global-ID -- FFS
}

SourceeNodeB-ToTargeteNodeB-TransparentContainer

::= SEQUENCE {

rRC-Container




RRC-Container,


sAEBearerInformationList

SAEBearerInformationList

OPTIONAL,


iE-Extensions


ProtocolExtensionContainer { {SourceeNodeB-ToTargeteNodeB-TransparentContainer-ExtIEs} } OPTIONAL,


...

}

SourceeNodeB-ToTargeteNodeB-TransparentContainer-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

SourceRNC-ToTargetRNC-TransparentContainer

::= OCTET STRING

ServedPLMNs ::= SEQUENCE (SIZE(1.. maxnoofPLMNsPerMME)) OF PLMNidentity

SupportedTAs ::= SEQUENCE (SIZE(1.. maxnoofTACs)) OF SupportedTAs-Item

SupportedTAs-Item ::=
SEQUENCE  {


tAC




TAC,

broadcastPLMNs

BPLMNs,


...

}

S-TMSI ::= SEQUENCE {


mMEC
MME-Code,


m-TMSI
M-TMSI,


...

}

-- T

TAC ::= OCTET STRING

TAI ::= SEQUENCE {


pLMNidentity


PLMNidentity,


tAC





TAC,


iE-Extensions


ProtocolExtensionContainer { {TAI-ExtIEs} } OPTIONAL

}
TAI-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}
TBCD-STRING ::= OCTET STRING (SIZE (3))
TargetID ::= CHOICE {


targeteNB-ID


TargeteNB-ID,


targetRNC-ID


TargetRNC-ID,


cGI



CGI,


...

}

TargeteNB-ID ::= SEQUENCE {


pLMNidentity



PLMNidentity,


eNB-Global-ID



ENB-Global-ID -- FFS
}

TargetRNC-ID ::= SEQUENCE {


lAI




LAI,


rAC




RAC 

OPTIONAL,


rNC-ID



RNC-ID,

extendedRNC-ID

ExtendedRNC-ID

OPTIONAL

}

TargeteNodeB-ToSourceeNodeB-TransparentContainer

::= SEQUENCE {


rRC-Container




RRC-Container,


iE-Extensions


ProtocolExtensionContainer { {TargeteNodeB-ToSourceeNodeB-TransparentContainer-ExtIEs} } OPTIONAL,


...

}

TargeteNodeB-ToSourceeNodeB-TransparentContainer-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}
TargetRNC-ToSourceRNC-TransparentContainer

::= OCTET STRING

TargetBSS-ToSourceBSS-TransparentContainer

::= OCTET STRING

TimeToWait ::= OCTET STRING
TransportLayerAddress

::= BIT STRING (SIZE(1..160, ...))
TraceActivation ::= SEQUENCE {


traceReference




TraceReference,


interfacesToTraceList


InterfacesToTraceList,


iE-Extensions




ProtocolExtensionContainer { { TraceActivation-ExtIEs} }

OPTIONAL

}

TraceActivation-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

TraceDepth ::= ENUMERATED { 


minimum,


medium,


maximum,


vendorMinimum,


vendorMedium,


vendorMaximum,

...

}
TraceReference ::=  OCTET STRING (SIZE (8))
TypeOfError ::= ENUMERATED {


not-understood,


missing,


...

}

-- U
UE-S1AP-IDs ::= CHOICE{


uE-S1AP-ID-pair

UE-S1AP-ID-pair,


mME-UE-S1AP-ID

MME-UE-S1AP-ID,


eNB-UE-S1AP-ID

ENB-UE-S1AP-ID,


...
}

UE-S1AP-ID-pair ::= SEQUENCE{


mME-UE-S1AP-ID

MME-UE-S1AP-ID,


eNB-UE-S1AP-ID

ENB-UE-S1AP-ID

}
UE-associatedLogicalS1-ConnectionItem ::= SEQUENCE {


mME-UE-S1AP-ID




MME-UE-S1AP-ID OPTIONAL,


eNB-UE-S1AP-ID




ENB-UE-S1AP-ID OPTIONAL,


iE-Extensions




ProtocolExtensionContainer { { UE-associatedLogicalS1-ConnectionItemExtIEs} } OPTIONAL,


...

}
UE-associatedLogicalS1-ConnectionItemExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

UEIdentityIndexValue
::=
OCTET STRING

UEPagingID ::= CHOICE {


s-TMSI

S-TMSI,


iMSI

IMSI,


...


}

UERadioCapability ::= OCTET STRING
-- V

-- W

-- X

-- Y
-- Z

END
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