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8.2
Basic mobility procedures

8.2.1
Handover Preparation
8.2.1.1
General

This procedure is used to establish necessary resources in a eNB for an incoming handover.
8.2.1.2
Successful Operation


[image: image1.emf] 
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Figure 8.2.1.2-1: Handover Preparation, successful operation
The source eNB initiates the procedure by sending the HANDOVER REQUEST message to the target eNB. When the source eNB sends the HANDOVER REQUEST message, it shall start the timer TRELOCprep 

If at least one of the requested SAE bearers is admitted to the cell, the target eNB shall reserve necessary resources, and send the HANDOVER REQUEST ACKNOWLEDGE message back to the source eNB. The target eNB shall include the SAE Bearers for which resources have been prepared at the target cell in the SAE Bearers Admitted List IE. The target eNB shall include the SAE bearers that have not been admitted in the SAE Bearers Not Admitted List IE with an appropriate cause value.
At reception of the HANDOVER REQUEST message the target eNB shall:
· prepare configuration of the AS security relation between UE and target eNB using the information in UE Security Capabilities IE in the UE Context Information IE;
· store the information received in the UE Security Capabilities IE and KSIasme IE contained in the UE Context Information IE, in the UE context.
[Note: it is FFS if KSIasme is part of the security context in eNB]
For each bearer for which the source eNB proposes to do forwarding of downlink data, the source eNB shall include the DL forwarding IE within the SAE Bearer Info IE of the HANDOVER REQUEST message. For each bearer that it has decided to admit, the target eNB may include the DL GTP Tunnel endpoint IE within the SAE Bearer Info IE of the HANDOVER REQUEST ACKNOWLEDGE message to indicate that it accepts the proposed forwarding of downlink data for this bearer. This GTP tunnel endpoint may be different than the corresponding GTP TEID IE in the SAE Bearer To Be Switched in Downlink List of the PATH SWITCH REQUEST message (see [4]) depending on implementation choice.
For each bearer in the SAE Bearers Admitted List IE, the target eNB may include the UL GTP Tunnel Endpoint IE if it requests data forwarding of uplink packets to be performed for that bearer.
Upon reception of the HANDOVER REQUEST ACKNOWLEDGE message the source eNB shall stop the timer TRELOCprep,  start the timer TX2RELOCOverall and  terminate the Handover Preparation procedure. The source eNB is then defined to have a Prepared Handover for that X2 UE-associated signalling.

If the Trace activation IE is included in the HANDOVER REQUEST message then the target eNB should initiate the requested trace function as described in [6]. 

The HANDOVER REQUEST message shall contain the Handover Restriction List IE, if available.

If the Handover Restriction List IE is
-
contained in the HANDOVER REQUEST message, the target eNB shall store this information and the target eNB should use the information in Handover Restriction List IE to determine a target cell for subsequent handover attempts. 
-
not contained in the HANDOVER REQUEST message, the target eNB shall consider that no access restriction applies to the UE.

If the Location Reporting Information IE is included in the HANDOVER REQUEST message then the eNB shall initiate the requested location reporting procedure as defined in [4].
Editor’s Note: The reporting of Cell ID with regard to cell change caused by X2 handover is FFS.
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9
Elements for X2AP Communication

9.1
Message Functional Definition and Content

Editors Note: Details on the Connection Management Identifiers is FFS. When general principles and consistency with S1AP has been decided all X2AP procedures will need to be revised.

9.1.1
Messages for Basic Mobility Procedures
9.1.1.1
HANDOVER REQUEST

This message is sent by the source eNB to the target eNB to request the preparation of resources for a handover.

Direction: source eNB (  target eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.15
	
	YES
	reject

	Old eNB UE X2AP ID
	M
	
	INTEGER (0..4095)
	eNB UE X2AP ID allocated at the old eNB


	YES
	reject

	Cause
	M
	
	9.2.8
	
	YES
	ignore

	Target Cell ID
	M
	
	CGI 

9.2.16
	
	YES
	reject

	GUMMEI
	M
	
	9.2.18
	
	YES
	reject

	UE Context Information
	M
	
	
	
	YES
	reject

	> MME UE S1AP ID
	M
	
	INTEGER (0..232 -1)
	MME UE S1AP ID allocated at the MME


	–
	–

	> KSIasme 
	O [FFS]
	
	BIT STRING (3)
	EPS ASME key identifier is defined in [x] 
[FFS: how is KSIasme used in eNB after UE context establishment?]
	–
	–

	> UE Security Capabilities
	M
	
	9.2.x
	
	–
	–

	> Aggregate Maximum Bit Rate
	O
	
	9.2.14
	
	–
	–

	> SAE Bearers To Be Setup List
	M
	
	
	
	–
	–

	>> SAE Bearer Info
	
	1 to <maxnoof SAEbearers>
	
	
	EACH
	ignore

	>>> SAE Bearer ID
	M
	
	BIT STRING (SIZE (8))
	
	–
	–

	>>> SAE Bearer Level QoS Parameters
	M
	
	9.2.11
	Inlcudes necessary QoS parameters 
	–
	–

	>>> DL Forwarding 
	O
	
	9.2.7
	
	–
	–

	>>> UL GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	SGW tunnel endpoint. For delivery of UL PDUs
	–
	–

	> RRC Context
	M
	
	OCTET STRING
	to transfer UE RAN context, details are FFS
	–
	–

	>Handover Restriction List
	O
	
	9.2.5
	
	–
	–

	  >Location Reporting   Information
	O
	
	9.2.23
	Includes the necessary parameters for location reporting
	–
	–

	UE History Information
	O
	
	9.2.3
	
	YES
	ignore

	Trace activation
	O
	
	9.2.2
	
	YES
	ignore


Editors Note: The details of required IEs to transfer RRC context, security information, roaming restriction information, potentially some user plane related context, etc., are left FFS.
	Range bound
	Explanation

	maxnoofSAEbearers
	Maximum no. of SAE bearers. Value is 256(FFS).
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9.2.8
Cause

The purpose of the cause information element is to indicate the reason for a particular event for the whole protocol.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	CHOICE Cause Group
	M
	
	
	

	>Radio Network Layer
	
	
	
	

	>>Radio Network Layer Cause 
	M
	
	ENUMERATED
(Unspecified,

 Handover Desirable for Radio Reasons,
Time Critical Handover,

Resource Optimisation Handover,

Reduce Load in Serving Cell,

Partial Handover,

Unknown New eNB UE X2AP ID, Unknown Old eNB UE X2AP ID, Unknown Pair of UE X2AP ID,
HO Target not Allowed,

TRELOCoverall Expiry,

TRELOCprep Expiry,

Cell not Available,

No Radio Resources Available in Target Cell,

Invalid MME Group ID,

Unknown MME Code, Requested Ciphering And/Or Integrity Protection Algorithms Not Supported In Target eNB,
...

)
	

	>Transport Layer
	
	
	
	

	>>Transport Layer Cause
	M
	
	ENUMERATED
(Transport Resource Unavailable,

Unspecified,
...)
	

	>Protocol
	
	
	
	

	>>Protocol Cause
	M
	
	ENUMERATED
(Transfer Syntax Error,
Abstract Syntax Error (Reject),
Abstract Syntax Error (Ignore and Notify),
Message not Compatible with Receiver State,

Semantic Error,
Unspecified,
Abstract Syntax Error (Falsely Constructed Message),...)
	

	>Misc
	
	
	
	

	>>Miscellaneous Cause
	M
	
	ENUMERATED
(Control Processing Overload,
Hardware Failure,
O&M Intervention,
Not enough User Plane Processing Resources,
Unspecified,...)
	


The meaning of the different cause values is described in the following table. In general, "not supported" cause values indicate that the concerned capability is missing. On the other hand, "not available" cause values indicate that the concerned capability is present, but insufficient resources were available to perform the requested action.

	Radio Network Layer cause
	Meaning

	Handover Desirable for Radio Reasons
	The reason for requesting handover is radio related.

	Time Critical Handover
	handover is requested for time critical reason i.e. this cause value is reserved to represent all critical cases where the connection is likely to be dropped if handover is not performed.

	Resource Optimisation Handover
	The reason for requesting handover is to improve the load distribution with the neighbour cells.

	Reduce Load in Serving Cell
	Load on serving cell needs to be reduced.

	Partial Handover
	Provides a reason for the handover cancellation. The target eNB did not admit all SAE Bearers included in the HANDOVER REQUEST and the source eNB estimated service continuity for the UE would be better by not proceeding with handover towards this particular target eNB.

	Unknown New eNB UE X2AP ID 
	The action failed because the New eNB UE X2AP ID is unknown

	Unknown Old eNB UE X2AP ID
	The action failed because the Old eNB UE X2AP ID is unknown

	Unknown Pair of UE X2AP ID
	The action failed because the pair of UE X2 AP IDs is unknown

	Handover Target not Allowed
	Handover to the indicated target cell is not allowed for the UE in question

	TRELOCoverall Expiry
	The reason for the action is expiry of timer TRELOCoverall

	TRELOCprep Expiry
	Handover Preparation procedure is cancelled when timer TRELOCprep  expires.

	Cell not Available
	The concerned cell is not available.

	No Radio Resources Available in Target Cell
	The target cell doesn’t have sufficient radio resources available.

	Invalid MME Group ID
	The target eNB doesn’t belong to the same pool area of the source eNB i.e. S1 handovers should be attempted instead.

	Unknown MME Code
	The target eNB belongs to the same pool area of the source eNB and recognizes the MME Group ID. However, the MME Code is unknown to the target eNB.

	Requested Ciphering And/Or Integrity Protection Algorithms Not Supported In Target eNB
	The target eNB does not support any of the requested ciphering and/or integrity protection algorithms.

	Unspecified
	Sent when none of the above cause values applies but still the cause is Radio Network Layer related


	Transport Network Layer cause
	Meaning

	Transport resource unavailable
	The required transport resources are not available

	Unspecified
	Sent when none of the above cause values applies but still the cause is Transport Network Layer related


	Protocol cause
	Meaning

	Abstract Syntax Error (Reject)
	The received message included an abstract syntax error and the concerned criticality indicated "reject" (see subclause 10.3)

	Abstract Syntax Error (Ignore and Notify)
	The received message included an abstract syntax error and the concerned criticality indicated "ignore and notify" (see subclause 10.3)

	Abstract syntax error (falsely constructed message)
	The received message contained IEs or IE groups in wrong order or with too many occurrences (see subclause 10.3)

	Message not Compatible with Receiver State
	The received message was not compatible with the receiver state (see subclause 10.4)

	Semantic Error
	The received message included a semantic error (see subclause 10.4)

	Transfer Syntax Error
	The received message included a transfer syntax error (see subclause 10.2)

	Unspecified
	Sent when none of the above cause values applies but still the cause is Protocol related


	Miscellaneous cause
	Meaning

	Control Processing Overload
	eNB control processing overload

	Hardware Failure
	eNB hardware failure

	Not enough User Plane Processing Resources
	eNB has insufficient user plane processing resources available

	O&M Intervention
	Operation and Maintenance intervention related to eNB equipment

	Unspecified
	Sent when none of the above cause values applies and the cause is not related to any of the categories Radio Network Layer, Transport Network Layer or Protocol.
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9.2.x
UE Security Capabilities

The UE Security Capabilities IE defines the supported algorithms for encryption and integrity protection in the UE.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	UE Security algorithms
	M
	
	
	

	> Encryption Algorithms
	M
	
	BIT STRING (16)
	For algorithm definition see  [x]

“first bit”: 128-EEA0

“second bit”: 128-EEA1

“third bit”: 128-EEA2

Other bits reserved for future use

	> Integrity Protection Algorithms
	M
	
	BIT STRING (16)
	For algorithm definition see  [x]

“second bit”: 128-EIA1
“third bit”: 128-EIA2

First bit and bits 4-16 reserved for future use

	KDF capability
	M
	
	
	

	 > KDF
	M
	
	BIT STRING (4)
	[FFS: only needed if negotiation of KDF is included in rel8]

KDF identity as defined in [x]
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9.3.4
PDU Definitions

-- **************************************************************

--

-- PDU definitions for X2AP.

--

-- **************************************************************

X2AP-PDU-Contents {
itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

eps-Access (21) modules (3) x2ap (2) version1 (1) x2ap-PDU-Contents (1) }
DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

-- **************************************************************

--

-- IE parameter types from other modules.

--

-- **************************************************************

IMPORTS


AggregateMaximumBitRate,

Bearer-ID,

Cause,


CGI,


COUNTvalue,


CriticalityDiagnostics,

DL-Forwarding,


ENB-Global-ID,

GUGroupIDList,

GUMMEI,


HandoverRestrictionList,


KSIasme,

MaxTxPowerPRBNorm,


LocationReportingInformation,

PDCP-SN,


PLMN-Identity,


UE-S1AP-ID,


ReceiveStatusofULPDCPSDUs,

Registration-Request,

RRC-Context,


SAE-BearerLevel-QoS-Parameters,

ServedCell-Information,

ServedCells,


TimeToWait,


TraceActivation,


TargeteNBtoSource-eNBTransparentContainer,


TraceDepth,


TraceReference,


TransportLayerAddress,


UE-HistoryInformation,

UL-InterferenceOverloadIndication,

UL-HighInterferenceIndicationInfo,

UESecurityCapabilities,

GTPtunnelEndpoint,

UE-X2AP-ID

FROM X2AP-IEs

PrivateIE-Container{},

ProtocolExtensionContainer{},


ProtocolIE-ContainerList{},


ProtocolIE-ContainerPair{},


ProtocolIE-ContainerPairList{},


ProtocolIE-Container{},


ProtocolIE-Single-Container{},


X2AP-PRIVATE-IES,


X2AP-PROTOCOL-EXTENSION,


X2AP-PROTOCOL-IES,


X2AP-PROTOCOL-IES-PAIR

FROM X2AP-Containers


id-Bearers-Admitted-Item,

id-Bearers-Admitted-List,


id-Bearers-NotAdmitted-Item,


id-Bearers-NotAdmitted-List,


id-Bearers-SubjectToStatusTransfer-List,


id-Bearers-SubjectToStatusTransfer-Item,

id-Cause,

id-CellToReport,


id-CellToReport-Item,


id-CellMeasurementResult,


id-CellMeasurementResult-Item,

id-CellInformation,


id-CellInformation-Item,

id-CriticalityDiagnostics,


id-ENB-Global-ID,


id-GUGroupIDList,


id-GUMMEI-ID,

id-UE-ContextInformation,


id-Bearers-ToBeSetup-Item,


id-New-eNB-UE-X2AP-ID,


id-Old-eNB-UE-X2AP-ID,


id-Registration-Request,


id-ReportingPeriodicity,

id-ServedCells,


id-TargetCell-ID,


id-TargeteNBtoSource-eNBTransparentContainer,


id-TimeToWait,


id-TraceActivation,


id-UE-HistoryInformation,

id-UE-X2AP-ID,


id-ServedCellsToAdd,


id-ServedCellsToModify,


id-ServedCellsToDelete,

maxnoofBearers,


maxnoofPDCP-SN,

maxCellineNB
FROM X2AP-Constants;

-- **************************************************************

--

-- HANDOVER REQUEST
--

-- **************************************************************

HandoverRequest ::= SEQUENCE {

protocolIEs                     ProtocolIE-Container       {{HandoverRequest-IEs}},


...

}

HandoverRequest-IEs X2AP-PROTOCOL-IES ::= {


{ ID id-Old-eNB-UE-X2AP-ID



CRITICALITY reject
TYPE UE-X2AP-ID 



PRESENCE mandatory } |

{ ID id-Cause






CRITICALITY ignore
TYPE Cause 





PRESENCE mandatory } |

{ ID id-TargetCell-ID




CRITICALITY reject
TYPE CGI 





PRESENCE mandatory } |

{ ID id-GUMMEI-ID





CRITICALITY reject
TYPE GUMMEI  




PRESENCE mandatory } |


{ ID id-UE-ContextInformation


CRITICALITY reject
TYPE UE-ContextInformation 

PRESENCE mandatory } |


{ ID id-UE-HistoryInformation


CRITICALITY ignore
TYPE UE-HistoryInformation 

PRESENCE optional } |


{ ID id-TraceActivation




CRITICALITY ignore
TYPE TraceActivation 


PRESENCE optional } ,

...

}

UE-ContextInformation ::= SEQUENCE {


mME-UE-S1AP-ID





UE-S1AP-ID,

kSIasme







KSIasme






OPTIONAL,


uESecurityCapabilities



UESecurityCapabilities,

aggregateMaximumBitRate



AggregateMaximumBitRate 

OPTIONAL,


bearers-ToBeSetup-List



Bearers-ToBeSetup-List,

rRC-Context






RRC-Context, 

locationReportingInformation

LocationReportingInformation
OPTIONAL,

handoverRestrictionList



HandoverRestrictionList

OPTIONAL,


iE-Extensions





ProtocolExtensionContainer { {UE-ContextInformation-ExtIEs} } OPTIONAL,


...

}

UE-ContextInformation-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}

Bearers-ToBeSetup-List ::= SEQUENCE (SIZE(0..maxnoofBearers)) OF ProtocolIE-Single-Container { {Bearers-ToBeSetup-ItemIEs} }

Bearers-ToBeSetup-ItemIEs 
X2AP-PROTOCOL-IES ::= {


{ ID id-Bearers-ToBeSetup-Item
 CRITICALITY ignore 
TYPE Bearers-ToBeSetup-Item 
PRESENCE mandatory },


...

}

Bearers-ToBeSetup-Item ::= SEQUENCE {


sAE-Bearer-ID




Bearer-ID,


sAE-BearerLevel-QoS-Parameters

SAE-BearerLevel-QoS-Parameters,

dL-Forwarding




DL-Forwarding












OPTIONAL,

uL-GTPtunnelEndpoint


GTPtunnelEndpoint,


iE-Extensions




ProtocolExtensionContainer { {Bearers-ToBeSetup-ItemExtIEs} } OPTIONAL,


...

}
Bearers-ToBeSetup-ItemExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}

------------------------

next change

-------------------------

9.3.5
Information Element definitions

-- **************************************************************

--

-- Information Element Definitions

--

-- **************************************************************

X2AP-IEs {
itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

eps-Access (21) modules (3) x2ap (2) version1 (1) x2ap-IEs (2) }
DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

IMPORTS

id-InterfacesToTrace-Item,

maxInterfaces,


maxNrOfErrors,

maxnoofCells,


maxnoofEPLMNs,


maxnoofEPLMNsPlusOne,


maxnoofForbLACs,


maxnoofForbTACs,


maxCellineNB,


maxnoofBPLMNs,


maxnoofPRBs,


maxPools

FROM X2AP-Constants


Criticality,


ProcedureCode,


ProtocolIE-ID,


TriggeringMessage

FROM X2AP-CommonDataTypes


ProtocolIE-Single-Container{},

ProtocolExtensionContainer{},


X2AP-PROTOCOL-IES,

X2AP-PROTOCOL-EXTENSION

FROM X2AP-Containers;
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CauseRadioNetwork ::= ENUMERATED {

unspecified,

handover-desirable-for-radio-reasons,


time-critical-handover,


resource-optimisation-handover,


reduce-load-in-serving-cell,


partial-handover,


unknown-new-eNB-UE-X2AP-ID, 


unknown-old-eNB-UE-X2AP-ID, 


unknown-pair-of-UE-X2AP-ID,

ho-target-not-allowed,


trelocoverall-expiry,

trelocprep-expiry,


cell-not-available,


no-radio-resources-available-in-target-cell,


invalid-MME-GroupID,


unknown-MME-Code,
requested-ciphering-intprot-algos-not-supported,

...

}

CauseTransport ::= ENUMERATED {


transport-resource-unavailable,

unspecified,


...

}
CellType ::= ENUMERATED{ 


macro, 

micro, 

pico, 

femto,


...

}

------------------------
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-- E

ENB-Global-ID

::= INTEGER (0..65535)  -- Value to be checked FFS
EncryptionAlgorithms ::= BIT STRING (SIZE (16))
EPLMNs ::= SEQUENCE (SIZE(1..maxnoofEPLMNs)) OF PLMN-Identity

EventType ::= ENUMERATED{


change-of-serving-cell,


...

}
------------------------
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-- I

IntegrityProtectionAlgorithms ::= BIT STRING (SIZE (16))
InterfacesToTrace ::= SEQUENCE (SIZE(0..maxInterfaces)) OF ProtocolIE-Single-Container {{InterfacesToTrace-ItemIEs} }

InterfacesToTrace-ItemIEs X2AP-PROTOCOL-IES ::= {

{ ID id-InterfacesToTrace-Item
CRITICALITY ignore
TYPE InterfacesToTrace-Item 
PRESENCE mandatory
}
}

InterfacesToTrace-Item ::= SEQUENCE {


traceInterface




TraceInterface,


traceDepth





TraceDepth,


iE-Extensions




ProtocolExtensionContainer { {InterfacesToTrace-Item-ExtIEs} } OPTIONAL,


...

}

InterfacesToTrace-Item-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}

-- J

-- K
KDFCapability ::= SEQUENCE {


kDF





KDF,


iE-Extensions


ProtocolExtensionContainer { { KDFCapability-ExtIEs} }
OPTIONAL,


...

}

KDFCapability-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}

KDF ::= BIT STRING (SIZE (4))
KSIasme
::= BIT STRING (SIZE(3))
-- L
------------------------
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-- U

UE-HistoryInformation ::= SEQUENCE (SIZE(1..maxnoofCells)) OF LastVisitedCell-Item
UE-S1AP-ID




::= INTEGER (0.. 42949672954095)

UESecurityCapabilities ::= SEQUENCE {


uESecurityAlgorithms
UESecurityAlgorithms,


kDFCapability


KDFCapability,


iE-Extensions


ProtocolExtensionContainer { { UESecurityCapabilities-ExtIEs} }

OPTIONAL,
...

}
UESecurityCapabilities-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}

UESecurityAlgorithms ::= SEQUENCE {


encrypAlgorithms


EncryptionAlgorithms,


intProtectionAlgorithms

IntegrityProtectionAlgorithms,


iE-Extensions



ProtocolExtensionContainer { { UESecurityAlgorithms-ExtIEs} }

OPTIONAL,

...


}

UESecurityAlgorithms-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}

UE-X2AP-ID




::= INTEGER (0..4095) -- Value FFS
UL-InterferenceOverloadIndication ::= SEQUENCE (SIZE(1..maxnoofPRBs)) OF UL-InterferenceOverloadIndication-Item

UL-InterferenceOverloadIndication-Item ::= ENUMERATED {


high-interference,


medium-interference,

low-interference,

...

}
UL-HighInterferenceIndicationInfo ::= SEQUENCE (SIZE(1..maxCellineNB)) OF UL-HighInterferenceIndicationInfo-Item

UL-HighInterferenceIndicationInfo-Item ::= SEQUENCE {

ul-interferenceindication

UL-HighInterferenceIndication,


target-Cell-ID




CGI,

iE-Extensions




ProtocolExtensionContainer { { UL-HighInterferenceIndicationInfo-Item-ExtIEs} } OPTIONAL,


...

}

UL-HighInterferenceIndicationInfo-Item-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}

UL-HighInterferenceIndication ::= BIT STRING (SIZE(1..110, ...))
-- V

-- W

-- X

-- Y

-- Z

END
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