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1. Introduction

In this contribution, we describe the HeNB GW deployment scenario and its merits. The architecture of 3G Home NodeB has been decided to have the HNB GW in the middle of HNB and Core Network [1]. However, RAN WG3 has not made much progress on Home eNB. Furthermore, 3GPP SA plenary #40 has decided to freeze Release 8 stage-2 [2], so it does not seem possible to expect the core network’s support for the operation of Rel-8 HeNB. Because the best advantage of adopting the GW is that it causes almost no impact on CN Entities, one promising solution to deploy Rel-8 HeNB is adopting the HeNB GWmodel as like the 3G HNB architecture.
2. Discussion
2.1 Advantages of GW Model

The 3G HNB architecture using HNB GW has been discussed for last several meetings. The advantages of HNB GW model can be identified as below
· M1: Almost no impact is required to the core network. 
· M2: Core network entities are not revealed to HNB.
· M3: The HNB does not need to support Iu-flex.
All these merits of the HNB GW model are applicable to HeNB architecture. If the HeNB GW model is considered the above merits can be re-paraphrased as 

· eM1: The MME/Serving-GW does not need to be changed

· eM2: Core network entities are not revealed to LTE HeNB

· eM3: The HeNB does not need to support S1-flex.
eM1 is one of the best merits for Rel-8 HeNB deployment. The new feature, such as Rel-8 HeNB, cannot be captured in Rel-8 MME/Serving-GW because the stage-2 standardization of Rel-8 core entities is already frozen [2]. So, Rel-8 HeNB deployment should not impact to core entities, and this argument naturally leads us to consider the HeNB GW model.
eM2 is also important from the security point of view. If the GW is not involved, IP addresses of MMEs and Serving-GWs shall be known to the HeNB for establishing S1 connections. This implies that MMEs and Serving-GWs are jeopardized under the threat of hacking attacks, and it may degrade the performance of macro eUTRAN. When the GW model is applied, only the HeNB GW is jeopardized and the macro system remains safe. 

eM3 enables HeNB and core network entities to be implemented simple. Frequent turn-on/turn-off of HeNB can be a burden to manage a session with HeNB, and when S1-flex is used HeNB and MME/Serving-GW have to keep a many-to-many connection relation. By introducing a HeNB GW, a HeNB needs to have a connection to the HeNB GW and becomes very simple to managing its connection. By implementing S1-flex between a HeNB GW and MME/Serving GW, the connection burden of core network entities can dramatically decreases. 

2.2 Proposed HeNB Architecture with HeNB GW
Figure 1 shows the proposed HeNB GW deployment scenario. 
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Figure 1. HeNB GW Deployment Scenario.

Here, HeNB GW support S1-flex toward the MME pool and the Serving GW Pool. From a MME/Serving-GW, the HeNB GW is seen as a macro eNB. A secure GW (SeGW) and a HeNB GW can be implemented in a one-box. The HeNB has one secure tunnel with the SeGW via the broadband network. HeNB maintained two communication connections; one to HeNB GW for data/signal transmission and the other to HeNB Management System for configuration and operation & management. 
3. Proposal
In this contribution, the advantages of the GW model are discussed and the HeNB architecture using HeNB GW is proposed. It is argued that the HeNB GW scenario is the most appropriate for the Rel-8 HeNB deployment. 

The proposal is to discuss the architecture described in this document and capture it in TR R3.020.
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