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1 Introduction 
The concept of plug-and-play for HNB deployment is essential for the efficient and user-friendly sale, distribution, and activation of HNBs on a mobile network.  There are many aspects of HNB plug-and-play; this paper focuses on one plug-and-play requirement:  the ability for HNBs to automatically establish Iuh communication with their serving HNB-GW without pre-configuration of the interface parameters or the address of the serving HNB-GW.

Two general approaches to support plug-and-play between HNB and HNB-GW have been proposed:

1. Support HNB-GW Discovery and HNB Registration as formal procedures defined on the Iuh interface.
2. Support download of Serving HNB-GW and other core network integration parameters to the HNB through the TR-069 [3] interface.
This paper discusses why the plug-and-play functions should be formally defined on the Iuh interface.
2 Discussion

2.1 The need for HNB plug-and-play into HNB-GWs

HNBs are expected to be activated at the customer premise, by subscribers who expect the HNB to begin operation as soon as it is plugged into the customer’s broadband network.  It is up to the HNB to adapt to the environment at the subscribers house without any help (i.e. configuration) from the subscriber or the operator.  For the operator, this means the HNB must be able to plug-and-play into the operator’s HNB-GWs with no operational intervention. Given the number of activations per hour for HNBs, there is no question that plug-and-play is necessary.  The only question is whether this aspect of plug-and-play belongs as an integral function of the Iuh interface or whether an OA&M approach is sufficient.
2.1.1 HNB Interfaces to Mobile Network
Figure 1 shows the two logical interfaces between the HNB and the mobile network.  The Iuh interface is being specified in RAN3 and a TR-069 based interface has been proposed to be standardized as the remote OA&M interface for HNBs. Note that TR-069 is a protocol framework for remote management of end-user devices.  By itself, it is unable to manage HNBs.  A “TR” specification will need to be created for the HNB application containing Stage 3 level details on the remote management information model and message sequences. Since there is no name at this time for the TR, we will call this interface TR-069 as a (slightly inaccurate) short hand.
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Figure 1
Figure 1 illustrates another important concept: different suppliers may supply the ACS (Auto-Configuration Server in TR-069), the HNBs, and the HNB-GWs even though the products must work together in an end-to-end system.  Standardization of the two logical interfaces, Iuh and TR-069, is intended to allow operators to mix and match their HNB-GW, ACS, and HNBs freely.  Each element should have clear roles and responsibilities and each element should be specified to operate autonomously from the other element.
2.1.2 TR-069 OA&M Interface
As the remote manager for the HNB, the ACS and the HNB are inevitably, closely related.  A HNB cannot operate without ACS support and the ACS must be able to manage every aspect of the HNB. As with all OA&M interfaces, the challenge with standardization is that different product implementations create proprietary management requirements.  In addition, an important goal of standardization is to foster HNB product variety with different HNB products developed to serve unique market niches. Standardizing any OA&M interface sufficiently to achieve open interoperability without placing constraints on product functionality is a constant challenge.
2.1.3 ACS and HNB-GW Independence
The ACS and the HNB-GW are not closely related. A proper partitioning of functionality between the TR-069 interface and the Iuh interface should allow the two elements to function autonomously.  The ACS and HNB-GW should not need to exchange data or need to maintain data integrity across these domains. Any dependency introduced between the ACS and the HNB-GW would spawn an operational process to keep the data synchronized between the domains and create potential functional problems when the data synchronization is lost.  It should be noted that no logical interface exists between the ACS and the HNB-GW in Figure 1.
2.1.4 Iuh Control and User Plane Interface
The Iuh interface between the HNB and HNB-GW has to be interoperable and is the subject of the RAN3 work.  The HNB-GW must be able to serve any flavour of HNB requesting access to the mobile network through the HNB-GW.  While the relationship between any one HNB and the serving HNB-GW is dynamic, the relationship between the HNB-GW, the neighbour RNCs, and the serving Core Network is fixed by UMTS neighbour configuration and protocol design.  Every HNB must be dynamically assigned to an appropriate HNB-GW so that the HNB may operate as a seamless extension of the macrocell coverage.  On the Iuh interface, this functionality would be provided by the HNB-GW Discovery function.

Once the HNB discovers its serving HNB-GW, the Iuh interface between the HNB and HNB-GW must allow these two elements to establish communication.  Since the relationship of any HNB and its serving HNB-GW is unknown until the HNB initiates contact with a HNB-GW, there is no point in pre-configuring HNBs for any particular HNB-GW.  Instead, the most error proof binding between HNB and HNB-GW is to allow both elements to exchange information about their respective environment and let the two elements negotiate the best operating configuration.  On the Iuh interface, this functionality would be provided by the HNB Registration function.
Defining a formal HNB-GW Discovery function and a HNB Registration function on the Iuh interface ensures that the Iuh interface is self-sufficient to provide interoperability between HNB and HNB-GW.  There is no dependency on the standardization of the TR-069 interface in order to achieve interoperability between HNB and HNB-GW; and no need to wait for the OA&M interface to be specified.
2.1.5 Multi-vendor HNB Network
A standard Iuh interface provides operators the ability to offer HNBs from multiple suppliers for use within the same service area and HNB-GW infrastructure.  Therefore, a basic requirement for any HNB infrastructure standard is that it must be able to support a multi-vendor environment efficiently.

The simple diagram in Figure 1 becomes more complicated when there are multiple FAP suppliers and the relationship of HNB-GWs to the macrocell network is included.  Since the relationship between the HNB-GW, the neighbour RNCs, and the serving Core Network is fixed by UMTS neighbour configuration and protocol design, one HNB-GW must serve all HNBs in any given service area at one time.  However, there may be HNBs supplied by different suppliers and, until the TR-069 interface is fully standardized, a one-to-one relationship between ACS and HNB suppliers is likely.  Figure 2 shows such a multivendor network:
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Figure 2

Figure 2 shows that plug-and-play support through the TR-069 interface means replicating the discovery logic and configuration for each ACS/HNB vendor whereas a Iuh based discovery function can be shared by all HNB vendors in the network.

2.2 Comparison of Plug-and-Play Approaches 

Table 1 discusses the pros and cons of having formal plug-and-play procedures specified as part of the Iuh interface verses the option to use the TR-069 OA&M interface to download HNB-GW and core network configuration:
	
	Plug-and-Play Functions Supported on Iuh
	OA&M Configuration Download

	1
	· Provisioning HNB-GW implements one discovery policy for any number of HNB product variations and suppliers.

· Discovery function is controlled by Provisioning HNB-GW and represents the actual topology of the HNB-GW deployment


	· Each HNB supplier implements their own discovery logic on the ACS associated with the HNB (e.g. as a OA&M function)

· The discovery logic would have to be coordinated with the HNB-GW deployment. HNB-GW topology information has to be stored in the ACS and must accurately represent the current topology of the HNB-GWs in the operator network

	2
	· Registration function is supported by HNB-GW and used to exchange the actual Core Network Integration parameters between HNB and HNB-GW.
· The Core Network Integration parameters are bound to the HNB-GW and the CN serving that HNB-GW.  This small set of parameters varies for each serving HNB-GW and is further defined in [2]:
· PLMN Type (GSM-MAP or ANSI-41)
· PLMN Id (i.e. MCC+MNC) 
· RNC Id: The 12 bit or the 16 bit RNC-Id configured for each Serving HNB-GW.
· T3212 (periodic LU timer)

· ATT (attach detach allowed)

· NMO (Network Mode of Operation)

· LAC (Location Area Code) Pool.
· RAC (Routing Area Code)

· SAC (Service Area Code). 
	· Registration function is required (to set up SCTP connection at minimum) but ACS provides configuration to HNB such that the HNB’s Core Network Integration (CNI) parameters are compatible with the serving HNB-GW.
· If the serving HNB-GW detects a CNI parameter incompatibility (e.g. due to wrong serving HNB-GW or CNI data mis-configuration), then the HNB-GW should Reject the HNB Registration and the HNB must return to the ACS to correct the serving HNB-GW or incompatible CNI parameters.
· ACS would need to know why the HNB Registration was rejected to determine a course of action; otherwise there is the possibility of an endless loop.
· If the CNI parameter error was not detected, it could result in degraded functionality or performance of the HNB-GW (e.g. hand-out errors if the HNB is served by the wrong serving HNB-GW).

	3
	· HNB-GW control logic may support more intelligent assignment of HNBs to HNB-GW to support functions such as HNB load balancing across HNB-GW sub-systems, and geographic redundancy for HNB-GWs
	· ACS may download configuration to HNB to support fallback to other HNB-GWs; this logic needs to be coordinated with HNB-GW capabilities

· Cannot support HNB load balancing to HNB-GW sub-systems based on actual HNB-GW load

	4
	Once network infrastructure has been deployed, normal network maintenance and growth always result in periodic network topology re-configuration and upgrades. Network topology and HNB GW topology can change as the network grows.  New HNB-GWs may be deployed; HNB- GWs may be re-homed to different MSCs / SGSNs, etc.  

· HNB-GW changes are directly reflected in the HNB-GW configuration and HNB-GW plug-and-play logic would adapt automatically and synchronously with the network topology change.
	· Network topology changes have to be reflected in the ACS and synchronized with the cut over of the network topology change.


Table 1

The table shows that enabling the Iuh to provide HNB-GW Discovery and HNB Registration services to the HNB will ensure autonomous plug-and-play between HNB and HNB-GW; improve the robustness of the plug-and-play between HNB and HNB-GW; reduce the administrative overhead of keeping ACS configuration synchronized with HNB-GW deployed topology; and ensure that Iuh standardization by itself is sufficient to enable multi-vendor HNB rollout.
3 Proposal

This contribution explains the need for the Iuh interface to support HNB plug-and-play with the HNB-GW.  While it is always possible to use OA&M methods to download HNB-GW configurations to the HNB, these methods have not been standardized and there is a risk that it may remain proprietary.  There is no question that the Iuh interface has to be multi-vendor interoperable between different HNBs and different HNB-GWs.  By that definition, the Iuh interface should be self-sufficient and support the minimum functionality for providing plug-and-play interoperability.
R3-081953 [5] shows the HNB start-up sequence involving interaction between HNB-GW Discovery and HNB Registration with the TR-069 [3] based HNB ACS. It is proposed that the Discovery and Registration functions be captured as stage 2 specification in the HNB section of TS 25.401 [6] “UTRAN overall description”.
 The stage 3 specification of the HNBAP protocol in R3-081955 [2] supports the HNB-GW Discovery and HNB Registration functions.  It is proposed that the text proposal in [2] be added to TS 25.4xx [4], “UTRAN Iuh Interface HNBAP Signaling.”
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