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1. Introduction

During UE associated S1 signalling the correct UE is found using the peer of MME UE S1AP ID and eNB UE S1AP ID. These identities uniquely identify the UE over the S1 interface within the MME. Although not fully clear from the text in 36.401, the assumption may be that the UE S1AP ID is only unique within the S1 interface (SCTP association) in the MME. As MME have a number of S1 interfaces, one to each eNB, the MME UE S1AP ID is not unique within the MME node. However the scope of the uniqueness of UE S1AP IDs is ambiguous in 36.401.
As long as a procedure uses UE associated signalling there is no issue. The receiving side knows on which S1 interface a message is received, hence the UE is uniquely defined by the UE S1AP ID of the received message. However MME can not uniquely find a UE context based on MME UE S1AP ID if the requesting message is received over another interface.
2. Discussion

2.1 Example: the Path switch request
For the Path Switch procedure, the MME that is serving the UE over S1 interface (A) towards source eNB, will receive the Path Switch Request message over another interface - S1 interface (B) towards target eNB. MME need to find the UE context, but the MME UE S1AP ID is not enough to uniquely identify the UE. The MME also has to have information of that it is S1 interface (A) that is serving the UE. 
From this simple example it is obvious that the MME UE S1AP ID need to be updated to support uniqueness within the MME node.
2.2 Alternative solutions
Two obvious alternatives to solve the uniqueness of UE context identity in MME are: 
a) Extend MME UE S1AP ID and change uniqueness to node
Change the definition of MME UE S1AP ID to be unique within the MME node. In addition the MME UE S1AP ID has to be defined with a much larger range than what is currently defined in 36.413.  The MME UE S1AP ID has to have a large enough range to cope with as many UEs that can be foreseen to be active under one MME in LTE long term time perspective.
Impact on: 

36.401: Introduce a new definition of MME UE S1AP ID. Remove the ambiguity on all XXXUE YYAP ID definitions.
36.413: Update the IE definition with a larger range.  Correct the Path Switch Request message and move the current IE, MME UE S1AP ID so that it is obvious that this MME UE S1AP ID belongs to another S1 Interface. 
b) Introduce the concept of MME TNL Association, identified in MME with eNB Identity
Looking at figure 4.1 in 36.412 (see below) there is a Service Access Point (SCTP-SAP) over which the TNL (Transport Network Layer) is providing a signalling transport service towards the S1AP user. There should be a one-to-one relationship between the eNB – MME pair and the SCTP-SAP. Over the SCTP-SAP the S1AP is provided a connection oriented signalling transport service (through the established SCTP association).
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Figure 4.1: S1-MME signalling bearer protocol stack
The instance of the SCTP-SAP serving one eNB – MME pair is defined as the TNL Association. Once the TNL Association is known together with the XXX UE S1AP ID the UE association is uniquely defined in the node.

In MME the TNL Association can be identified using the eNB Identity. eNB Identity will uniquely identify the TNL Association in MME as long as there is a one-to-one relationship between the eNB – MME pair and the TNL Association.
The eNB identity is exchanged during S1 (and X2) setup and is therefore known in MME (as is the identity of source eNB in target eNB).  eNB identity is already defined in 36.401 and is used to uniquely identify an eNB among the nodes in E-UTRAN, which would be an appropriate definition also for this purpose.
The following changes are needed in the specifications:

36.401: Add to the definition of eNB identity that eNB Identity is used to identify a specific TNL Association in MME. Remove the ambiguity on all XXXUE YYAP ID definitions.
36.412/36.422: Update the architecture pictures of signalling transport and include the aspect of several instances of SCTP SAP, each with a TNL Association on S1-AP(X2-AP) layer.
36.413: Include eNB Identity in Path Switch Request message. Correct Path Switch Request message and move the current IE, MME UE S1AP ID so that it is obvious that this MME UE S1AP ID belongs to another S1 Interface.
2.3 Pros and cons
a) Extend MME UE S1AP ID

Pros: simple to introduce from a protocol coding point of view
Cons: for most of the S1AP messages it is enough that the MME UE S1AP ID is unique within the TNL Association, an ID unique within the node is only needed for a few procedures.
Cons: Can not easily be extended to X2 interface or in reverse direction of S1 interface without extending the YYAP identities everywhere.
Cons: not easy to determine a future-proof length of the extended MME UE S1AP ID.

b) Introduce the concept of TNL Association, identified in MME with eNB Identity
Pros: Conceptually sound and utilises the layered architecture in a good way.
Pros: The XXXUE YYAP ID definitions can be kept as a pure S1 communication element.
Pros: Using eNB Identity in MME to identify the TNL Association for an eNB-MME pair is easy to implement in 36.413 (and 36.423), as the required IE is already in place and initiated at S1 (and X2) Setup. Only Path Switch procedure in S1 needs to be updated.
Pros: general enough to be useful in new procedures on S1 in both directions and on X2 if required when the standard develops.
Pros: the same TNL association concept has been assumed for number of S1AP procedures that require to associate eNB with specific SCTP association, without explicitly defining the concept.
Cons (or is it pros): require an improved transport network layer architecture description in 36.412 (36.422) to be easily understandable.
2.4. Conclusion
Both alternatives would work and does not have any major drawback. With alternative b) the straightforward architecture with S1AP IDs as a pure communication element over S1 (and X2 for X2AP ID) is kept. We therefore propose alternative b).
3. Proposal

1) To agree to introduce the concept of TNL Association that is identified in MME with eNB Identity, in line with proposal b) in this document.
2) Agree on the CR to 36.412 (R3-080422)

If the above is agreed, Ericsson will provide the other CRs for approval:

· 36.401:

· Adding the following to definition of eNB Identity “eNB Identity is also used to identify a specific TNL Association in MME.” 

· Clarify the scope in the definition of XXX YYAP ID to be unique “within a TNL Association”
· 36.413, correcting the Path Switch procedure
· 36.422: a mirror CR to CR on 36.412 (R3-080422) 
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