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Discussion and Decision
1. Introduction

This contribution proposes the SON architecture combining with LTE/SAE architecture. 
2. Discussion
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Figure. Reference SON architecture with LTE/SAE
The above figure shows the reference SON architecture consisting of the self-configurable eNodeB, Macro eNodeB, Security Gateway, Element Management System, SON server and the macro eNodeB. 
Self-Configurable eNodeB
The SON architecture includes two types of eNodeB; the Home eNodeB and the macro eNodeB, i.e. the macro eNodeB can also be self-configurable by the NW Self-Configuration/Self-Optimization functions. 
Even though the macro eNodeB can be self-configured, it might be planned and controlled by operators; therefore the location where the macro eNodeB is installed is planning by the operators in consideration of the existing network configuration and load balancing. Furthermore the minimum information which is needed for the macro eNodeB to perform the self-configuration is already configured by the operator. The minimum information for the initial configuration is, for example, the address information of EPC, security key sets for establishing secure connections with EPC and so on. Macro eNodeB directly establish the secure connection to EMS and MME/UPE using the built-in security information without the Security Gateway.

Home eNodeB can be installed by whomever; therefore it is important to protect the operators’ network against the malicious intruder. The first step is to establish a secure connection between the HNB and the operator’s network including OAM entities and LTE/SAE CN entities. The secure connection towards the EPC(Evolved Packet Core) can be established through the Security Gateway. 
Security Gateway
Security Gateway is a proxy to provide a secure VPN connection between a self-configurable eNodeB and EPC/SON system. SG sends an authentication request to the EMS on behalf of the eNodeB and then if the authentication of eNodeB is finished successfully, the SG makes a secure connection with the eNodeB. Therefore SG which is located within the operator’s network or at the border of the operator network is a frontier entity to protect the operators’ network from the self-configurable eNodeB which is installed by whomever. 
Element Manager System
EMS is a main component of SON architecture. It includes functionalities below:

· Authenticator for supporting the security of the self-configurable eNodeB

· Retrieving/applying of address configuration of the self-configurable eNodeB 

· Retrieving/applying of the self-configurable eNodeB’s configuration files, SW, Subscription information or operator policies.
· Retrieving/applying of the information for multi-vendor supporting

· Retrieving/applying of the operators policies based on the type of eNodeB and the eNodeB’s vendor. 
· Storing the configuration information of eNodeB, e.g. location, the eNodeB’s id. and mode, the current configuration state of each eNodeBs
· Downloading of the configuration information of eNodeB

· …
SON Server

SON server is a component which can control the overall SON system across the whole operators’ network, for example, not only the legacy 2G/3G network but also the self-organizing network.
3. Conclusion

The SON architecture is mainly discussing by SA5. However, the issues on the type of self-configurable eNodeB and the necessity of secure connection between eNodeB and SON system are enough to discuss in RAN3. 
Therefore, Samsung propose to add the above texts in the clause 22 ’Support for self-configuration and self-optimisation’ of TS36.300.


















Page 1 of 2
3GPP


_1254297132.vsd
Home 
eNodeB


Home
eNodeB


Macro 
eNodeB


Macro
eNodeB


Macro
eNodeB


Default/Serving
Security Gateway


SON server


MME/UPE


EMS


Secure Connection


Self-Configurable
eNodeB



