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1. Introduction
It was agreed in SA2 #53 that UPE relocation in LTE active mode needs to be supported by SAE. In an LS to RAN3 [1], SA2 provided further description on the intra-RAT HO procedure with MME/UPE relocation and asked RAN3 to consider the procedure described in document [2].
It is no immediately clear from [2] how SA2 is proposing to handle the user plane aspects during UPE relocation. In particular the header compression context relocation is not described.

In this contribution we focus on the user plane aspects of the UPE relocation procedure and conclude that restarting the header compression protocol at each UPE relocation procedure has minimal impact on the capacity. In addition we note that bi-casting user data to both source and target UPEs during the UPE relocation procedure can provide a lossless relocation procedure.
2. Discussion

In WCDMA, the equivalent of the UPE relocation procedure is the SRNS relocation procedure which has different options (lossless or not) and has been specified in details in 3GPP. In LTE, it has been argued that UPE relocation should not happen very often and thus it is questionable whether a UPE relocation procedure in LTE Active mode should even be specified. 
The question of whether UPE relocation should be supported is debatable and mostly depends on the deployment scenario (extremely large networks, local breakout, co-location of UPE and eNB). In this contribution we propose to avoid discussing deployment scenarios and instead focus on a technical solution.
Relocating a UPE in LTE-Active entails relocating all the protocols which are contained within the UPE, namely the Header Compression entity and the Ciphering entity.

In this contribution we exclusively focus on a method for relocating the header compression entity, we believe that discussion on relocation of the ciphering entity is better handled by a group with expertise in security.
In the following sections we discuss two methods for relocating the header compression entity.

2.1. Header Compression relocation methods
In sections 2.1.1and 2.1.2 we describe the two methods to relocate the header compression entity (context relocation or fresh start) and in section 2.1.3 we discuss their relative merits.
2.1.1. Relocation
The relocation method is illustrated in Figure 3.
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Figure 3: Relocating the Header Compression entity
At the beginning of the handover procedure, a snapshot of the header compression context is taken and sent to the new UPE. After that instant, no new data can be transmitted from the old UPE (since it would impact the header compression context) in addition, RLC SDUs buffered in the old eNB could be transferred to the target eNB through the UPEs.
In addition, different actions must be taken in RoHC depending on the state of the compressor, the state of the decompressor, and the confidence the decompressor state has on the static part of the context. The actions include allowing RoHC to generate no packet at all or only a certain type of packets.
After the header compression context is frozen, any in-flight IP packet arriving in the old UPE has to be forwarded to the new UPE. 

On the UE, the RLC entity has to flush its buffer when changing eNB and as agreed in RAN2, it has to perform duplicate detection on the incoming RLC PDUs. 

In the UE, although the procedure is seamless to the decompressor, the compressor part also has to perform different actions depending on its state. 
2.1.2. Fresh Start

The relocation method is illustrated in Figure 4.
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Figure 4: Fresh start of the Header Compression entity

In this method we propose to not even send the RLC SDUs from the old eNB to the new eNB.

Instead; before IP packets received in the old UPE are transmitted to the header compression entity, a copy is kept until their corresponding RLC SDUs have been either entirely acknowledged by the UE or their QoS timer have expired (i.e. the discard timer in UMTS). The double-buffering of IP packets allows to forward native IP packets to the new UPE in case of UPE relocation.
At the time the physical layer link to the UE is not valid anymore, the old UPE can start forwarding all the copied IP packets to the new UPE through an IP tunnel. A new header compression entity is instantiated in the new UPE with the first received IP packet.
In the UE, the RLC entity must flush its buffer. It is worth noting that since native IP packets are being duplicated, the duplicates do not need to be detected within any 3GPP specific protocol. Generation of duplicates is a natural by-product of IP and applications running over IP need to be able to handle them.
In the UE, the header compression entity cleared and re-instantiated when the first IP packet is received.
2.1.3. Context relocation vs fresh start tradeoffs
In this section we discuss the relative merits of each method. 
1. Impact on over the air bandwidth

a. Relocation: None.
b. Fresh start: Minimum of one uncompressed header, 40B for IPv4 or 60B for IPv6 which respectively represents 0.5% and 0.75% additional bandwidth for a VoIP flow assuming UPE relocation every 5 seconds (we assumed one 32B VoIP packet is generated every 20ms).
2. Impact on over the air transmission delay

a. Relocation: None, the MAC needs to be able to transmit an entire un-compressed header (in case RoHC needs to be repaired).

b. Fresh start: None, the MAC needs to be able to transmit an entire un-compressed header.
3. Impact on the UPE-UPE interface management
a. Relocation: needs to manage routing of in-flight IP packets and relocation information. In addition, duplicate RLC SDUs have to be forwarded as well in case of lossless relocation.
b. Fresh start: only needs to tunnel native IP packets over the backhaul.

4. Impact on required bandwidth over the UPE-UPE interface
a. Relocation: Header compression context information needs to be forwarded at each inter-eNB handover.
b. Fresh start: None.

5. Impact on the procedure delay

a. Relocation: The transmission of user data on the new eNB cannot start before the physical layer procedure in the eNB is completed, the context information is transferred to the new UPE and new data arrives in the new eNB
b. Fresh start: In this case, transmission of user data on the new eNB cannot start before the physical layer procedure in the eNB is completed and new data arrives in the new eNB.
6. Impact on RoHC protocol definition
a. Relocation: Significant modifications on the RoHC protocol are needed as described in the context relocation procedure described in the lossless SRNS relocation procedure.
b. Fresh start: none. Off the shelf RoHC implementation can be utilized.
7. Impact on the duplicate detection procedure in RLC
a. Relocation: Needs to be performed at RLC since encryption may not handle duplicates and RoHC cannot handle duplicates.
b. Fresh start: Does not need to be performed at UPE relocation. IP is anyway expected to produce duplicates and applications running over IP need to be able to handle those.
3. Conclusion

This contribution discusses proposals for relocation the header compression entity during UPE relocation procedure. The following conclusions were reached:
Re-starting the header compression is preferable to relocating the context for the following reasons:
· The UPE-UPE interface only needs to transmit tunneled IP packets

· Off the shelf implementation of RoHC can be used

· Handover procedure not limited by context relocation procedure delay
· Simple handover mechanism is allowed
· No need to perform duplicate detection during UPE relocation
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